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Abstract

This contribution seeks to clarify the handling of non-SDP message bodies within the IM CN subsystem.

1
Introduction

IMS provides for the incorporation of a limited number of body types within SIP as generated by IMS specific User Agents (UE, MGCF, MRFC, AS). For INVITE this is essentially SDP, and for NOTIFY the appropriate event type bodies as defined for presence usage and other event types.

Standard SIP can contain a number of other bodies, particularly:

· the message bodies associated with RFC 3893 "Session Initiation Protocol (SIP) Authenticated Identity Body (AIB) Format"; and 

· the message/sip bodies associated with S/MIME encoded SIP headers/messages as specified in subclause 23.4 of RFC 3261.

· bodies associated with a Content-Disposition type of "alert" indicating that the body part contains information, such as an audio clip, that should be rendered by the user agent in an attempt to alert the user to the receipt of a request.

Note:
There are two other cases not covered above of body types that may be inserted. Encapsulation of ISUP using appropriate IETF RFCs or ITU-T Recommendation Q.1912.5 is covered in another discussion document to this meeting. SDP may also be secured. As far as SIP headers are concerned this type of body is still described as SDP, and the only difference is that the Content-Encoding header will be different; IMS proxies will still understand this as SDP; without the keys, IMS proxies will be unable to ready this body, but that is an issue for the existing procedures in 24.229 dealing with SDP message bodies rather than this discussion paper.

Note: 
Additionally 3GPP defines a specific message body with XML encoding to carry either service-info (transparent data received from HSS for AS) or alternative-service (alternative-service used in emergency sessions).

When interworking with other SIP networks, there are no constraints on the type of SIP used in the other network, and therefore many of these capabilities not necessarily used in IMS may be found in requests or responses coming from the other SIP network.

2
Handling of SIP bodies

Currently no appropriate handling of message bodies listed in the introduction is defined over and above that defined in RFC 3261, which specifies (subclause 16.6 for requests and subclause 16.7 for responses):

1.
Copy request

The proxy starts with a copy of the received request.  The copy MUST initially contain all of the header fields from the received request.  Fields not detailed in the processing described below MUST NOT be removed.  The copy SHOULD maintain the ordering of the header fields as in the received request. The proxy MUST NOT reorder field values with a common field name (See Section 7.3.1).  The proxy MUST NOT add to, modify, or remove the message body.

An actual implementation need not perform a copy; the primary requirement is that the processing for each next hop begin with the same request.

9.
Forward response

After performing the processing described in steps "Aggregate Authorization Header Field Values" through "Record-Route", the proxy MAY perform any feature specific manipulations on the selected response.  The proxy MUST NOT add to, modify, or remove the message body.  Unless otherwise specified, the proxy MUST NOT remove any header field values other than the Via header field value discussed in Section 16.7 Item 3.  In particular, the proxy MUST NOT remove any "received" parameter it may have added to the next Via header field value while processing the request associated with this response.  The proxy MUST pass the response to the server transaction associated with the response context.  This will result in the response being sent to the location now indicated in the topmost Via header field value.  If the server transaction is no longer available to handle the transmission, the element MUST forward the response statelessly by sending it to the server transport.  The server transaction might indicate failure to send the response or signal a timeout in its state machine.  These errors would be logged for diagnostic purposes as appropriate, but the protocol requires no remedial action from the proxy.

The proxy MUST maintain the response context until all of its associated transactions have been terminated, even after forwarding a final response.

and additionally in subclause 16.11 for stateless proxies:

Response processing as described in Section 16.7 does not apply to a proxy behaving statelessly.  When a response arrives at a stateless proxy, the proxy MUST inspect the sent-by value in the first (topmost) Via header field value.  If that address matches the proxy, (it equals a value this proxy has inserted into previous requests) the proxy MUST remove that header field value from the response and forward the result to the location indicated in the next Via header field value.  The proxy MUST NOT add to, modify, or remove the message body.  Unless specified otherwise, the proxy MUST NOT remove any other header field values.  If the address does not match the proxy, the message MUST be silently discarded.

Note that subclause 6 of 3GPP TS 24.229 does provide additional statements for the handling of the SDP message bodies.

Message bodies are currently defined by the following elements:

· Content-Type

The Content-Type header field indicates the media type of the message-body sent to the recipient. 

· Content-Encoding

The Content-Encoding header field is used as a modifier to the "media-type".  When present, its value indicates what additional content codings have been applied to the entity-body, and thus what decoding mechanisms MUST be applied in order to obtain the media-type referenced by the Content-Type header field.  Content-Encoding is primarily used to allow a body to be compressed without losing the identity of its underlying media type.

If multiple encodings have been applied to an entity-body, the content codings MUST be listed in the order in which they were applied.

· Content-Language

The Content-Language entity-header field describes the natural language(s) of the intended audience for the enclosed entity. Note that this might not be equivalent to all the languages used within the entity-body

· Content-Disposition. 

The Content-Disposition header field describes how the message body or, for multipart messages, a message body part is to be interpreted by the UAC or UAS.  This SIP header field extends the MIME Content-Type (RFC 2183 [18]).

Several new "disposition-types" of the Content-Disposition header are defined by SIP.  The value "session" indicates that the body part describes a session, for either calls or early (pre-call) media.  The value "render" indicates that the body part should be displayed or otherwise rendered to the user.  Note that the value "render" is used rather than "inline" to avoid the connotation that the MIME body is displayed as a part of the rendering of the entire message (since the MIME bodies of SIP messages oftentimes are not displayed to users). For backward-compatibility, if the Content-Disposition header field is missing, the server SHOULD assume bodies of Content-Type application/sdp are the disposition "session", while other content types are "render".

The disposition type "icon" indicates that the body part contains an image suitable as an iconic representation of the caller or callee that could be rendered informationally by a user agent when a message has been received, or persistently while a dialog takes place.  The value "alert" indicates that the body part contains information, such as an audio clip, that should be rendered by the user agent in an attempt to alert the user to the receipt of a request, generally a request that initiates a dialog; this alerting body could for example be rendered as a ring tone for a phone call after a 180 Ringing provisional response has been sent.

For message bodies containing SDP this is set to "session".

2
Proposal

It appears to us that many of these message bodies are of use end-to-end, and contain information that the network entities, or the operator, do not need to know. The only concern with such bodies is the potential size in relation to the effective signalling content (from a network or operator perspective) such that it makes traffic planning difficult. However there are substantial areas in SIP where extra data can be placed, and the only constraint that can be made is to ask nicely for users not to overuse such capabilities. We believe there are effective means of accounting for such extra data. 

The only message bodies currently inspected by 3GPP CSCFs are those relating to "session" and therefore containing SDP. These procedures are explicitly covered in 3GPP TS 24.229 subclause 6.2 and subclause 6.3.

It is proposed that the following handling should be specified within 3GPP specifications:

· 3GPP TS 29.162 (Interworking between the IM CN subsystem and IP networks) should clearly specify that message bodies are passed on transparently at the interworking point.

· 3GPP TS 24.229 should make clear that bodies other than those relating to "session" are not inspected directly by intermediate entities, and are therefore passed on transparently by S-CSCF, P-CSCF, I-CSCF and BGCF. If there are other exceptions, these should be explicitly identified in 3GPP TS 24.229.

Note that none of the proposals made in this discussion document preclude the generation of a 413 (Request Entity Too Large) response being generated by any IMS entity.

