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	Reason for change:
	The specification contains editor’s note on abnormal cases in the UE for the PDU EAP message reliable transport procedure, quote of 6.3.1.2.4:
Editor's note:	Abnormal cases are FFS
There is need of resolving the editor’s notes in the specification.

The purpose of the PDU session authentication and authorization procedure is to enable the DN:
a) to authenticate the upper layers of the UE, when establishing the PDU session;
b)	 to authorize the upper layers of the UE, when establishing the PDU session;
c)	 both of the above; or
d)	 to re-authenticate the upper layers of the UE after establishment of the PDU session.

As for abnormal cases, the PDU session identity included in the PDU SESSION AUTHENTICATION COMMAND message can mapp to an inactive one in the UE, and therefore the UE has to return a 5GSM cause value (i.e., #43) to indicate this towards the SMF as per other 5GSM procedures. Hence it is proposed to add the 5GSM cause value to the PDU SESSION AUTHENTICATION COMPLETE message. The use of 5GSM STATUS for indication is possible as an indication to the 5GSM of the error situation. Note that the agreed CR829 already introduces the SMF behaviour upon receipt of a 5GSM STATUS message with 5GSM cause value #43. The use of #43 provides appropriate cause value to the SMF to act in a way to (re-) synchronize with the UE (local realease of the PDU session indicated in the 5GSM STATUS message).

Additionally, it is possible a collision of a UE-requested PDU session release procedure and a PDU session authentication and authorization procedure for a PDU session. This collision takes place when a UE-requested PDU session release procedure is ongoing while a PDU SESSION AUTHENTICATION COMMAND message arrives for the very same PDU session the UE is releasing. For this case, it is proposed that the UE ignores the PDU SESSION AUTHENTICATION COMMAND message and proceeds with the ongoing release of the PDU session.

For the case when the network fails authentication at the 5GSM side (i.e., EAP authentication failure via the PDU EAP message reliable transport procedure so the UE passes to the upper layers the EAP message received in the EAP message IE of the PDU SESSION AUTHENTICATION COMMAND message where the EAP exchange takes place rather than in 5GSM), the UE provides appropriate EAP-response message to the DN-AAA, and therefore the NAS is actually not impacted.

	
	

	Summary of change:
	The editor’s note is resolved.

Interoperability impact analysis
This CR does not result in any interoperability issue.

	
	

	Consequences if not approved:
	Editor’s note remains in the specification on abnormal cases in the UE for the PDU EAP message reliable transport procedure.
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*** Next change ***
6.3.1.2.4	Abnormal cases in the UE
Editor's note:	Abnormal cases are FFS
The following abnormal cases can be identified:
a)	PDU session inactive for the received PDU session ID.
	If the PDU session ID in the PDU SESSION AUTHENTICATION COMMAND message belongs to any PDU session in state PDU SESSION INACTIVE in the UE, the UE shall send a 5GSM STATUS message with the 5GSM cause IE set to #43 "Invalid PDU session identity".
b)	Collision of UE-requested PDU session release procedure and a PDU session authentication and authorization procedure.
	When the UE receives a PDU SESSION AUTHENTICATION COMMAND message during the UE-requested PDU session release procedure, and the PDU session indicated in PDU SESSION AUTHENTICATION COMMAND message is the PDU session that the UE had requested to release, the UE shall ignore the PDU SESSION AUTHENTICATION COMMAND message and proceed with the UE-requested PDU session release procedure.

