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1   Introduction

This DISC introduces effectiveness of:
1) a principle that the AMF should not provide same ODACD info again as long as possible; and
2) an improvement by a new IE which indicates whether the UE stores the ODACD info so that the AMF can determine not to provide same ODACD info again.
The corresponding CR has been submitted as C1-191311.
2   Discussion
2.1
The AMF should not provide same ODACD info again as long as possible
TS 24.501 subclauses 5.5.1.2.4 (for initial registration), 5.5.1.3.4 (for update registration) and 5.4.4 (for UE configuration update) specify procedures to handle the ODACD info, as summarized below:
AMF procedure: 
1. The AMF may include operator-defined access category definitions.
UE procedure:
2. If the Operator-defined access category definitions IE in the message contains one or more operator-defined access category definitions, the UE shall delete any operator-defined access category definitions stored for the RPLMN and shall store the received operator-defined access category definitions for the RPLMN.

3. If the UE receives the Operator-defined access category definitions IE in the message and the Operator-defined access category definitions IE contains no operator-defined access category definitions, the UE shall delete any operator-defined access category definitions stored for the RPLMN
4. If the message does not contain the Operator-defined access category definitions IE, the UE shall not delete the operator-defined access category definitions stored for the RPLMN.

Observation 1: The AMF may provide the ODACD info but current specification does not specify how and when the AMF should provide the ODACD info to the UE i.e. It is up to implementation.
Also, TS 24.501 subclause 4.5.3 indicates how the UE keeps the given ODACD info, as below:

UE procedure:

1. When the UE is switched off, the UE shall keep the operator-defined access category definitions so that the operator-defined access category definitions can be used after switch on.

2. When the UE selects a new PLMN which is not equivalent to the previously selected PLMN, the UE shall stop using the operator-defined access category definitions stored for the previously selected PLMN and should keep the operator-defined access category definitions stored for the previously selected PLMN.
NOTE 2: When the UE selects a new PLMN which is not equivalent to the previously selected PLMN, the UE can delete the operator-defined access category definitions stored for the previously selected PLMN e.g. if there is no storage space in the UE.

Observation 2: Even when the UE is switched off in a certain PLMN, the UE keeps the ODACD info. So, the AMF in the PLMN does not have to provide same ODACD info again to the UE.

Observation 3: If the UE has left a current PLMN, the UE can delete (i.e. should keep) the stored ODACD info for the PLMN. This deletion is implicit and the AMF in the PLMN can not know it. However, if deleted, the AMF in the PLMN has to provide same ODACD info again to the UE.
Opinion 1: As operator’s perspective, it is a waste of signalling resources to send same ODACD info again and again to the UE (NOTE: The ODACD info is quite big). The AMF procedure should be clarified to avoid that.
Proposal 1: Update the AMF procedure like this:
AMF procedure:
1. The AMF may include operator-defined access category definitions. The AMF should not include the same set of operator-defined access category definitions again as long as the AMF can determine the UE has already stored it.
2.2
Improvement not to include same ODACD info again
Not to include same ODACD info again as long as possible, it is obvious that the AMF has to memory the delivery status (incl. version/content) of ODACD per UE. To memory it, several AMF implementations are allowed under the current specification. e.g.
Table 2.2-1. AMF implementation examples
	#1: Long memory per PLMN
	#2: Short memory per AMF

	An AMF memories the delivery status (incl. version/content) of ODACD info per UE.
	An AMF memories the delivery status (incl. version/content) of ODACD info per UE.

	<per PLMN memory>
This memory is shared among AMFs in the PLMN.
	<per AMF memory>
This memory is per AMF. It is not shared with other AMFs in the PLMN.

	<Long memory>

This memory is kept when the UE has left the PLMN (e.g. for certain days).
	<Short memory>
This memory is deleted when the UE has left the PLMN.

	Note for the management efficiency:
Implicitly one common set of ODACD settings is shared among AMFs in the PLMN.
	Note for the management efficiency:
Implicitly a set of ODACD settings is configured per AMF differently.

(Ex: eMBB is assigned access category number to 32 at AMF#1, while eMBB is assigned access category number to 33 at AMF#2. To avoid such a misalignment, some management logic is needed.)



About “Long memory per PLMN” implementation:
Observation 4: As mentioned in Observation 3, if the UE has left a current PLMN, the UE can delete the stored ODACD info for the PLMN. So, even if the AMF memories the delivery status of ODACD info for the UE when the UE has left the PLMN, this memory does not work to determine whether the UE has already stores the ODACD info for the PLMN. (See Figure 2.2-1)
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Figure 2.2-1. AMF can not determine UE has already stored the ODACD info
Opinion 2:  It should be useful to define a “no stored ODACD info indicator” so that the AMF can determine whether the UE has already stored the ODACD info for this PLMN. (See Figure 2.2-2)
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Figure 2.2-2. AMF can determine UE has already stored the ODACD info

Proposal 2: For the initial registration procedure, define a new indicator IE which allows the UE to indicate whether the UE has the stored ODACD info or not. This is optional feature. (NOTE: Introducing this indicator does not harm “Short memory per AMF” implementation. The AMF may ignore the indicator based on its implementation.)
Abstract of the Stored information indication IE:
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0: Operator-defined access category definitions for the RPLMN is not stored



1: Operator-defined access category definitions for the RPLMN is stored
Editor’s note: It is FFS to assign bits for other stored information e.g. the extended local emergency numbers list.
UE procedure (as optional):
1. If the UE wants to indicate whether the UE stores the info, the UE shall include this IE in the REGISTRATION REQUEST for initial registration procedure.
AMF procedure (as optional):
1. The AMF may take into account this IE to decide to provide the operator-defined access category definitions to the UE.
(Compatibility consideration)
- Rel-15 UE will not include this IE.

- If this IE is not included, it means that UE indicates nothing about the status of stored info.
2.3
Further optimization for the new AMF
There are cases where the AMF ignores the flag (i.e. Stored information indication IE):
1. The flag can be used to prevent AMF from distributing the same ODACD info again. When an AMF will distribute different ODACD info, the AMF has to ignore the flag. In other words, the AMF should have capability to track internally what version/content of ODACD was already delivered to UE. If assuming that ODACD version/content is defined in AMF configuration then after re-configuration AMF shall determine to ignore the flag and send the latest ODACD to UE.
2. In case of AMF changes (e.g. Registration with AMF re-allocation), the new AMF could be unaware what version/content of ODAC was delivered by the previous AMF. This is another case when the flag could be ignored but TBD.
TBD: We can consider 2 Options for the new AMF:
Option 1: The new AMF ignores the flag and distributes the ODACD info anyway.
Option 2: The new AMF believes the flag. If the flag indicates that the UE stores the ODACD info, then the new AMF decides not to distribute the ODACD info to the UE. Also, to ensure freshness of the stored ODACD and further signalling optimization, the UE should manage an expiration time to stop including the flag. (For example, the UE should not include the flag if previous ODAC received longer than 48 hours ago. This will ensure that after ODAC changes it will distributed to all UEs within 48 hours maximum.)
Option 2 has Pros and Cons against Option 1:
Pros: Further signalling optimization. The new AMF can save to distribute the ODACD based on the flag.

Cons: Impacts on the UE for the expiration timer.
Proposal 3: Adding an editor’s note to evaluate Option 2:
Editor's note: To ensure freshness of the stored ODACD and further signalling optimization, the UE could manage an expiration time to stop including the indication, is FFS.
3   Conclusion
Proposal 1: Update the AMF procedure like this:

AMF procedure:
1. The AMF may include operator-defined access category definitions. The AMF should not include the same set of operator-defined access category definitions again as long as the AMF can determine the UE has already stored it.
Proposal 2: For the initial registration procedure, define a new indicator IE which allows the UE to indicate whether the UE has the stored ODACD info or not. This is optional feature.
Proposal 3: Adding an editor’s note to evaluate Option 2:

Editor's note: To ensure freshness of the stored ODACD and further signalling optimization, the UE could manage an expiration time to stop including the indication, is FFS.

The corresponding CR has been submitted as C1-191311.
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