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1
Overall description
CT1 thanks SA2 for their LS on configured NSSAI handling.

CT1 discussed the scenarios described by SA2: (a) the UE moves from EPS to 5GS, and (b) the UE moves between 5GS PLMNs, where for both cases the UE is roaming and has a home routed (a) PDN connection, and (b) PDU session, respectively.
Regarding scenario a), the SA2 solution (S2-1901252) requires that
“… unless the UE has HPLMN S-NSSAI for established PDU Session(s) in which case the HPLMN S-NSSAI(s) shall be provided in the mapping of Requested NSSAI in the NAS Registration Request message, with no corresponding VPLMN S-NSSAI in the Requested NSSAI”

Referring to the S-NSSAI information element defined in Figure 9.11.2.8.1 of TS 24.501, the above solution implies that the UE will populate an S-NSSAI entry (to be included in the Requested NSSAI) such that

· The mandatory SST field is empty (( “with no corresponding VPLMN S-NSSAI in the Requested NSSAI”)
· The Mapped HPLMN SST (and optionally the Mapped HPLMN SD) is set using the value of the HPLMN S-NSSAI received in the PCO from the PGW-C+SMF ((“HPLMN S-NSSAI(s) shall be provided in the mapping of Requested NSSAI”)
As indicated above, the SST field in the S-NSSA IE is mandatory and hence the UE cannot construct the IE without a value for the SST field. Moreover, the solution creates inconsistencies with respect to how the UE handles an S-NSSAI for home routed in EPS vs home routed case in 5GS, where for the latter, the UE will receive an S-NSSAI with VPLMN S-NSSAI.

Therefore, CT1 would like to inform SA2 that the requirements of this solution cannot be achieved in stage 3.

CT1 noticed, as per 

“SA2 has chosen this design so that the mapping information is clearly detected to be incorrect (as it contains an invalid S-NSSAI value for the VPLMN), so this trigger the AMF to provide the UE with a Configured NSSAI”

that the designed solution is to trigger the AMF to provide the UE with a Configured NSSAI. CT1 would like to point out that a simple and expected solution would be for the AMF to provide the UE with a Configured NSSAI upon the first inter-system change from S1 mode to N1 mode without requiring any trigger from the UE. Additionally, CT1 does not usually require the UE to intentionally include incorrect information in an IE in order to trigger a specific network behaviour.
Regarding case b), i.e. when the UE moves between 5GS PLMNs, CT1 also observes that the target AMF should provide the UE with a Configured NSSAI when the UE registers with the target PLMN for the first time. Moreover, if the UE’s context is transferred from the source V-PLMN to the target V-PLMN, the AMF in the target V-PLMN will be able to determine that the transferred PDU session(s) are from the source V-PLMN and that the UE does not have a C-NSSAI. 
In summary, CT1 did not think that any of the scenarios requires the UE to trigger the AMF to provide Configured NSSAI and notes that the solution designed by SA2 will lead to stage 3 protocol errors as described above.

2
Actions
To SA2  

ACTION: 
CT1 kindly requests SA2 to take the above into account.
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