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1. Introduction
The present P-CR contains a proposal for the Solution section of TR 23.735.

2. Reason for Change

New text.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.735 v0.1.0.
* * * First Change * * * *

6
Possible solution for enhancements of Public Warning System 
6.x
Solution #Y: Identifying the type of event or disaster in the warning message for IoT devices
6.x.1
Solution overview

In order for the IoT UE to understand whether the warning message is applicable for the IoT UE, it is proposed to assign new message identifiers for IoT UEs from the reserved range of message identifiers. 
In order for the IoT UE to identify the type of event or disaster, the following 2 alternatives can be applied. 
1) Among the message identifiers for IoT UEs, each message identifier is assigned to an event or disaster type. For example, fire is 4400 and flood is 4401. 
2) A reserved area in the warning message content or a parameter in the warning message can be used for indicating the type of event or disaster.
Based on the message identifiers, the IoT UE can identitfy whether the warning message is for the IoT UE and identify a specific type of event or disaster uniquely. If a received message identifier is not for the IoT UE, the IoT UE discards the warning message. 
Editor’s note: It is FFS whether different message identifiers for different warning levels are needed.
Editor’s note: It is FFS whether this solution and the solution for supporting language-independent contents can be combined into one solution.
6.x.2
Message Identifier

As defined in TS 23.041[3], the message identifiers are used from the range 4352 – 6399 (1100 hex – 18FF hex) for Public Warning System. Table 6.x.2-1 shows the message identifiers which are reserved for future versions of PWS and they are captured from the use/application of the Message Identifier in TS 23.041.

Table 6.x.2-1: Reserved message identifiers

	Decimal
	Hex
	Meaning

	4360 – 4369
	1108 - 1111
	Intended for standardization in future versions of this document. These values shall not be transmitted by networks that are compliant to this version this document. If a Message Identifier from this range is in the "search list", the ME shall attempt to receive this CBS message.

	4400 – 6399
	1130 – 18FF
	Intended as PWS range in future versions of the present document.
These values shall not be transmitted by networks that are compliant to this version of this document. If a Message Identifier from this range is in the "search list", the ME shall attempt to receive this CBS message.


6.x.3
Impacts on existing nodes and functionality

The solution has impacts to the network and the UE. The UE needs to identify the new message identifiers for IoT UEs and provide the UE implementation-specific action associated with the type of event or disaster.
Editor’s note: Further impacts might be needed due to SA3 evaluation.
6.x.4
Solution evaluation

Editor’s note: Text is to be added.

