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1
Introduction
SA2 have studied system enhancements required for 5G system to support new vertical service requirements. The conclusions of the study are captured in 3GPP TR 23.734 provide a good overview of what is to be continued into normative phase and impacts to other working groups. In addition, a new Rel-16 WID on 5GS Enhanced support of Vertical and LAN Services (Vertical_LAN) in SP-181120 was approved based on the conclusions of 3GPP TR 23.734. In light of these, impacts on protocols and interfaces under CT WGs responsibility are foreseen and the related work in CT WGs should be carried out within Rel-16 and thus a WID is proposed in C1-190268.

This paper summarizes conclusions of the study and addresses anticipated impacts to specifications managed by CT WGs.
2
Conclusions of the study and stage 3 impacts
2.1
Non-public network

The non-public network (NPN) is a network that is intended for non-public use. An NPN can be enabled standalone or can be deployed as a part of a PLMN. During the study, solutions to identify, select, and access-control NPNs were proposed. To enable standalone NPNs, it is recommended to select solution 1 of 3GPP TR 23.734 as the basis for normative work. To enable NPNs deployed as part of a PLMN, it is recommended to select solution 2 3GPP TR 23.734 as the basis for normative work. In addition, existing network slicing mechanisms already support the deployment option when the NPN is "offered as a slice by a PLMN" i.e. it does not require any standardization changes.
In order to support service continuity between a PLMN and an NPN, solution 20 of 3GPP TR 23.734, is recommended to be progressed for normative specifications.

2.1.1
Solution 1 of 3GPP TR 23.734

A Non-public network ID (NPN-ID) and a human-readable network name are used to identify an NPN. An NPN broadcasts:

· PLMN ID consisting of MCC 999 (assigned by ITU for private networks) and an MNC defined by 3GPP to identify the cell as part of an NPN;
· cellReservedForOtherUse indication to prevent non supporting UEs from accessing the cell;
· UEs that support non-public networks consider a cell that broadcasts both the cellReservedForOtherUse and the non-public network indication as not barred
· list of NPN-IDs identifying the non-public networks the cell provides access to; and
· (optional) human-readable network name (per NPN-ID)
UEs supporting NPNs uses the NPN-ID for NPN selection and cell (re-)selection within a NPN in a similar manner the PLMN ID is used for PLMN selection and cell (re-)selection within a PLMN.
2.1.2
Solution 2 of 3GPP TR 23.734

A Closed Access Group (CAG) ID uniquely identifies a CAG in a PLMN and access to an NPN deployed as a part of a PLMN is allowed to one or more CAGs only. From the perspective of network discovery, selection and access control, the solution is very similar to the concept of CSG.
2.1.3
Solution 20 of 3GPP TR 23.734

In order to achieve service continuity between a PLMN and an NPN, the Handover of a PDU Session procedure between 3GPP and untrusted non-3GPP access is used. For this, access to a PLMN via an NPN and PLMN’s N3IWF (see Figure 1) and access to an NPN via a PLMN and NPN’s N3IWF (see Figure 2) are made available.
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Figure 1: Access to PLMN services via non-public network (Figure 6.20.1-1 of 3GPP TR 23.734)
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Figure 2: Access to non-public network services via a PLMN (Figure 6.20.1-2 of 3GPP TR 23.734)
2.2
Time sensitive communication
IEEE Time-Sensitive Networking (TSN) is a set of standards to define mechanisms for the time-sensitive (i.e. deterministic) transmission of data over Ethernet networks under development by the Time-Sensitive Networking task group of the IEEE 802.1 working group. In order to support TSN with 5GS, it is recommended to select solution 8 of 3GPP TR 23.734 as the basis for normative work.
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Figure 3: Example for system architecture view with 5GS appearing as TSN bridge (TSN Translator shown outside UPF) (Figure 6.8-2 of 3GPP TR 23.734)
In solution 8, the 5GS appears as a TSN bridge for integration with TSN (see Figure 3). 5GS-specific procedures remain hidden from the other TSN entities. To achieve such transparency to the TSN network and appear as any other TSN Bridge, the 5GS Bridge provides TSN ingress and egress ports via the so-called TSN Translator (Device) on the UE side and via the "TSN Translator" (CP and UP) on the CN side towards the DN. In 3GPP TR 23.734, Figure 6.8-1 shows the case where TSN translator (device) is collocated with the UE and TSN translator (UP) is collocated with UPF. In addition, it was agreed to consider enhancements to 5GS QoS framework in order to support deterministic QoS and fulfil the requirements for time sensitive communication.
On the other hand, conclusion for TSN Time Synchronization is pending RAN feedback on various solutions.
2.3
5G LAN-type service

5G LAN-type services is a service over the 5G system offering private communication (a communication between two or more UEs belonging to a restricted set of UEs) using IP and/or non-IP type communications. A set of UEs using using private communication for 5G LAN-type service is defined as 5GLAN group.
2.3.1
Solution 29 of 3GPP TR 23.734
In solution 29 which is concluded as the conclusion for unified architecture for 5G LAN-type service, two types of user plane architecture are introduced: centralized and distributed.
For the centralized user plane architecture:

· A single SMF and a single PSA UPF is responsible for all the PDU Sessions for 5GLAN group communication.

· The SMF is responsible for managing the PDU sessions belonging to the 5GLAN group, it includes the management for example the total number of established and activated PDU Sessions.

· All the traffic of participating 5GLAN group member (i.e. UE) traverses the PSA UPF. PSA-UPF should support the enforcement of QoS per R15 QoS architecture.

For the distributed user plane architecture, i.e. PDU sessions for 5GLAN group communication are controlled by a single SMF, and these PDU sessions may terminate in one or multiple UPFs:
· SMF enhancements: determine the traffic routing approach (e.g. local switch, between two UPFs via Nx interface, via N6 interface); configure packet handling rules (e.g. packet forwarding rules, packet marking rules) in the UPF to support 5GLAN communication.

· Nx interface is introduced to connect two UPF for routing traffic of 5GLAN-type service. The difference from N9 interface is, Nx interface is of a 5GLAN group granularity, which means an Nx tunnel carries the traffic belonging to a 5GLAN group communication.
2.3.2
5GLAN group management

It is assumed that the 5GLAN Group Management can be configured by a network administrator (a.1) or can be managed dynamically by AF (a.2). For both a.1) and a.2): GPSI is used to uniquely identify the 5GLAN group member. For a.1), the Group as described in clause 5.2.3.3.1 of TS 23.502 is used to identify the 5GLAN group and for dynamic 5GLAN Group Management (i.e., a.2), the NEF shall expose a new set of service API to manage (e.g. add/delete) 5GLAN group and 5GLAN member.
3
Conclusion
Taking into account the information provided in Section 2, the proposed WID on Vertical_LAN-CT should be approved.
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