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1. Introduction
This pCR modifies subclauses 306.2.2.1 and 315.2.10. to specify values of  the MCData SDS Message ID IE for interworking with LMR. The parent subclauses are 3GPP TS 24.282 subclauses 6.2.2.1 and 15.2.10 respectively. 

2. Reason for Change

TETRA supports an 8-bit Message reference for use in matching disposition reports to SDS messages. Disposition reports are an essential feature of SDS messaging in TETRA. (MCData can hardly claim to support SDS interworking  with LMR if it does not support interworking of SDS disposition reports.) The procedural text and MC Message ID IE needs adaption to allow special values to be used in a disposition report by an IWF acting on behalf of a user homed in the IWF.
3. Conclusions

This pCR provides the updated description of clauses 306.2.2 and 315.2.10 for the Message ID IE.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.883 version 0.5.1.

* * * First Change * * * *

306.2.2
MCData conversation items

306.2.2.1
IWF generating an SDS Message

In order to generate an SDS message, the IWF acting on behalf of a user homed in the IWF:

1)
shall generate an SDS SIGNALLING PAYLOAD message as specified in subclause 315.1.2;

2)
shall generate a DATA PAYLOAD message as specified in subclause 315.1.4;

3)
shall include in the SIP request, the SDS SIGNALLING PAYLOAD message in an application/vnd.3gpp.mcdata-signalling MIME body as specified in 3GPP TS 24.282 [82] subclause E.1; and

4)
shall include in the SIP request, the DATA PAYLOAD message in an application/vnd.3gpp.mcdata-payload MIME body as specified in 3GPP TS 24.282 [82] subclause E.2.

Editor’s Note:
The order of the above items, currently aligned with 3GPP TS 24.282, should be reconsidered when the work moves to normative phase.

When generating an SDS SIGNALLING PAYLOAD message as specified in subclause 315.1.2, the IWF acting for a user homed in the IWF:

1)
shall set the Date and time IE to the current time as specified in 3GPP TS 24.282 [82] subclause 15.2.8;

2)
if the SDS message starts a new conversation, shall set the Conversation ID IE to a newly generated Conversation ID value as specified in subclause 315.2.9;

3)
if the SDS message continues an existing unfinished conversation, shall, if available, set the Conversation ID IE to the Conversation ID value of the existing conversation as specified in subclause 315.2.9, or shall set the Conversation ID IE to the Conversation ID value "UNKNOWN CONVERSATION" as specified in subclause 315.2.9; 

4)
shall set the Message ID IE to a newly generated Message ID value as specified in subclause 315.2.10;

5)
if the SDS message is in reply to a previously received SDS message shall include the InReplyTo message ID IE with the Message ID value:

i) set to the Message ID value in the previously received SDS message; or
ii) set to the message ID value "LMR MESSAGE ID"as specified in subclause 315.2.10, with the value of octet 16 of the LMR MESSAGE ID set to the value of octet 16 of the Message ID in the previously received SDS message; or
iii) set to the Message ID value "UNKNOWN ORIGINATING MESSAGE ID" as specified in subclause 315.2.10
6)
if the SDS message is for user consumption, shall not include an Application ID IE as specified in 3GPP TS 24.282 [82] subclause 15.2.7 and shall not include an Extended application ID IE as specified in 3GPP TS 24.282 [82] subclause 15.2.24;

7)
if the SDS message is intended for an application on the terminating MCData client, shall include:

a)
an Application ID IE with a Application ID value representing the intended application as specified in 3GPP TS 24.282 [82] subclause 15.2.7; or

b)
an Extended application ID IE with an Extended application ID value representing the intended application as specified in 3GPP TS 24.282 [82] subclause 15.2.24; 

NOTE:
The value chosen for the Application ID value is decided by the mission critical organisation.

8)
if only a delivery disposition notification is required shall include a SDS disposition request type IE set to "DELIVERY" as specified in 3GPP TS 24.282 [82] subclause 15.2.3;

9)
if only a read disposition notification is required shall include a SDS disposition request type IE set to "READ" as specified in 3GPP TS 24.282 [82] subclause 15.2.3; and

10)
if both a delivery and read disposition notification is required shall include a SDS disposition request type IE set to "DELIVERY AND READ" as specified in 3GPP TS 24.282 [82] subclause 15.2.3.

When generating an DATA PAYLOAD message for SDS as specified in subclause 315.1.4, the IWF acting on behalf of a user homed in the IWF:

1)
shall set the Number of payloads IE to the number of Payload IEs that needs to be encoded, as specified in 3GPP TS 24.282 [82] subclause 15.2.12;
2)
if end-to-end security is required for a one-to-one communication, shall include the Security parameters and Payload IE with security parameters as described in 3GPP TS 33.180 [78]. Otherwise, if end-to-end security is not required for a one-to-one communication, shall include the Payload IE as specified in subclause 315.1.4; and

3)
for each Payload IE included:

a)
if the payload is text, shall set the Payload content type as "TEXT" as specified in subclause 315.2.13;

b)
if the payload is binary data, shall set the Payload content type as "BINARY" as specified in subclause 315.2.13;

c)
if the payload is hyperlinks, shall set the Payload content type as "HYPERLINKS" as specified in subclause 315.2.13;

d)
if the payload is location, shall set the Payload content type as "LOCATION" as specified in subclause 315.2.13;

e)
if payload is enhanced status for a group, shall set the Payload content type as “ENHANCED STATUS” as specified in subclause 315.2.13; 

f)
if payload is a native LMR message, shall set the Payload content type as “LMR MESSAGE” as specified in subclause 315.2.13; and

g)
shall include the data to be sent in the Payload data.
* * * Second Change * * * *

315.2.10
Message ID
The Message ID information element uniquely identifies a message within a conversation.
The Message ID information element is coded as shown in Figure 15.2.10-1 and Table 15.2.10-1.

The Message ID information element is a type 3 information element with a length of 16 octets.
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Figure 315.2.10-1: Message ID value

Table 315.2.10-1: Message ID value

	Message ID value (octet 1 to 16)

The Message ID contains a number uniquely identifying a message. The value is a universally unique identifier as specified in IETF RFC 4122 [67] with the exception of the designated values "UNKNOWN ORIGINATING MESSAGE ID" and "LMR MESSAGE ID" shown in Tables 315.2.10‑2 and 315.2.10‑3, where 'x' represents a variable value.


Table 315.2.10-2: Message ID value "UNKNOWN ORIGINATING MESSAGE ID"
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Table 315.2.10-2: Message ID value "LMR MESSAGE ID"
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* * * End of Changes * * * *

