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*** Next change ***
[bookmark: _Toc533102555]6.3.2.1.3	Sending an INVITE request on receipt of an INVITE request
This subclause is referenced from other procedures.
When generating an initial SIP INVITE request according to 3GPP TS 24.229 [11], on receipt of an incoming SIP INVITE request, the participating MCVideo function:
1)	shall include in the SIP INVITE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [20] if included in the incoming SIP INVITE request;
2)	should include the Session-Expires header field according to IETF RFC 4028 [23]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
3)	shall include the option tag "timer" in the Supported header field;
4)	shall copy the contents of the P-Asserted-Identity header field of the incoming SIP INVITE request to the P-Asserted-Identity header field of the outgoing SIP INVITE request;
5)	shall include the g.3gpp.mcvideo media feature tag into the Contact header field of the outgoing SIP INVITE request;
6)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcvideo" (coded as specified in 3GPP TS 24.229 [11]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;
7)	if the incoming SIP INVITE request contained a MIME resource-lists body with the MCVideo ID of the invited MCVideo user, shall copy the MIME resource-lists body, according to rules and procedures of IETF RFC 5366 [37];
8)	if the incoming SIP INVITE request contained an application/vnd.3gpp. mcvideo-info+xml MIME body, shall copy the contents of the application/vnd.3gpp. mcvideo-info+xml MIME body of the incoming SIP INVITE request to the outgoing SIP INVITE request; and
9)	if the incoming SIP INVITE request contained an application/vnd.3gpp.location-info+xml MIME body, shall copy the contents of the application/vnd.3gpp.location-info+xml MIME body of the incoming SIP INVITE request to the outgoing SIP INVITE request.
*** Next change ***
[bookmark: _Toc533102861]9.2.4.4	Controlling MCVideo function procedures
Upon receiving:
-	a "SIP MESSAGE request for group selection change request for controlling MCVideo function"; or
-	a "SIP MESSAGE request for group selection change response for controlling MCVideo function";
the controlling MCVideo function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The controlling MCVideo function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [15]. Otherwise, continue with the rest of the steps;
2)	shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcvideo";
3)	if there is a <request-type> element set to a value of "group-selection-change-request" contained in the <anyExt> element in the <mcvideo-Params> element contained in the <mcvideoinfo> root element contained in the application/vnd.3gpp. mcvideo-info+xml MIME body in the received SIP MESSAGE request:
a)	if the MCVideo user identified by the MCVideo ID in the application/resource-lists MIME body contained in the SIP MESSAGE request is not affiliated with the MCVideo group identified by the <mcvideo-request-uri> in the application/vnd.3gpp. mcvideo-info+xml MIME body as determined by the procedures of subclause 6.3.6:
i)	shall determine if the MCVideo user is eligible to be affiliated with the MCVideo group as determined by subclause 8.2.2.3.8; and
ii)	if the MCVideo user is not eligible for affiliation, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.4 and skip the rest of the steps below;
4)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [11] and IETF RFC 3428 [33];
5)	shall include an Accept-Contact header field containing the g.3gpp.mcvideo media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [20];
6)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcvideo" along with parameters "require" and "explicit" according to IETF RFC 3841 [20];
7)	shall copy the contents of the application/vnd.3gpp.mcvideo-info+xml MIME body in the received SIP MESSAGE request into an application/vnd.3gpp.mcvideo-info+xml MIME body included in the outgoing SIP MESSAGE request with the following clarifications:
a)	shall set the <mcvideo-calling-group-id> to the MCVideo group identity contained in the <mcvideo-request-uri> element contained in the application/vnd.3gpp.mcvideo-info+xml MIME body included in the received SIP MESSAGE request; and
b)	shall set the <mcvideo-request-uri> element of the application/vnd.3gpp. mcvideo-info+xml MIME body in the outgoing SIP MESSAGE request to the MCVideo ID of the targeted MCVideo user contained in the application/resource-lists MIME body contained in the received SIP MESSAGE request;
8)	if the received SIP MESSAGE request is a "SIP MESSAGE request for group selection change request for controlling MCVideo function":
a)	if the targeted MCVideo user is not affiliated to the identified MCVideo group and was determined to be eligible to be affiliated with the MCVideo group in step 3) a) i) above, shall include in the application/vnd.3gpp.mcvideo-info+xml MIME body with the <mcvideoinfo> element containing the <mcvideo-Params> element with the <anyExt> element an <affiliation-required> element set to a value of "true";
9)	shall set the Request-URI to the public service identity of the terminating participating MCVideo function associated with the targeted MCVideo user;
NOTE:	How the controlling MCVideo function finds the address of the terminating MCVideo participating function is out of the scope of the current release.
10)	shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcvideo";
11)	shall copy the public user identity of the calling MCVideo user from the P-Asserted-Identity header field of the incoming SIP MESSAGE request into the P-Asserted-Identity header field of the outgoing SIP MESSAGE request; and
12)	shall send the SIP MESSAGE request according to according to rules and procedures of 3GPP TS 24.229 [11].
Upon receipt of SIP 2xx responses to the outgoing SIP MESSAGE requests, the controlling MCVideo function shall generate a SIP 200 (OK) response and forward the SIP 200 (OK) response to the originating participating MCVideo function.
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP MESSAGE request, controlling MCVideo function shall forward the error response to the originating participating MCVideo function.
*** Next change ***
[bookmark: _Toc533103092]11.2.2.1	Receipt of a SIP MESSAGE request for emergency notification from the served MCVideo client
Upon receipt of a "SIP MESSAGE request for emergency notification for originating participating MCVideo function", the participating MCVideo function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCVideo function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24] and skip the rest of the steps;
NOTE 1:	if the SIP MESSAGE request contains an emergency indication set to a value of "true" or an alert indication set to a value of "true", the participating MCVideo function can, according to local policy, choose to accept the request.
2)	shall determine the MCVideo ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP MESSAGE request, and shall authorise the calling user;
NOTE 2:	The MCVideo ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.
3)	if the MCVideo user is not affiliated with the MCVideo group as determined by subclause 9.2.2.2.11, shall perform the actions specified in subclause 9.2.2.2.12 for implicit affiliation;
4)	if the actions for implicit affiliation specified in step 3) above were performed but not successful in affiliating the MCVideo user due to the MCVideo user already having N2 simultaneous affiliations, shall reject the "SIP MESSAGE request for emergency notification for originating participating MCVideo function" with a SIP 486 (Busy Here) response with the warning text set to "102 too many simultaneous affiliations" in a Warning header field as specified in subclause 4.4. and skip the rest of the steps.
NOTE 3:	N2 is the total number of MCVideo groups that an MCVideo user can be affiliated to simultaneously as specified in 3GPP TS 23.379 [3].
NOTE 4:	As this is a request for MCVideo emergency services, the participating MCVideo function can choose to accept the request.
5)	shall determine the public service identity of the controlling MCVideo function associated with the group identity in the received SIP MESSAGE request;
6)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [11] and IETF RFC 3428 [33];
7)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCVideo function associated with the group identified by the <mcvideo-request-uri> element contained in the <mcvideoinfo> element containing the <mcvideo-Params> element of the application/vnd.3gpp.mcvideo-info+xml MIME body in the incoming SIP MESSAGE request;
8)	shall copy the contents of the application/vnd.3gpp. mcvideo-info+xml MIME body in the received SIP MESSAGE request into an application/vnd.3gpp.mcvideo-info+xml MIME body as specified in clause F.1 included in the outgoing SIP MESSAGE request;
9)	shall set the <mcvideo-calling-user-id> element of the <mcvideoinfo> element containing the <mcvideo-Params> element to the MCVideo ID determined in step 2) above;
10)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcvideo-location-info+xml MIME body as specified in clause F.3 shall copy the contents of the application/vnd.3gpp.mcvideo-location-info+xml MIME body in the received SIP MESSAGE request into an application/vnd.3gpp.mcvideo-location-info+xml MIME body included in the outgoing SIP MESSAGE request;
11)	shall set the P-Asserted-Identity in the outgoing SIP MESSAGE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP MESSAGE request; and
12)	shall send the SIP MESSAGE request as specified to 3GPP TS 24.229 [11].
Upon receipt of a SIP 2xx response in response to the SIP MESSAGE request sent in step 10):
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [11] with the follow clarifications:
a)	shall include the public user identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response;
2)	if the procedures of subclause 9.2.2.2.12 for implicit affiliation were performed in the present subclause, shall complete the implicit affiliation by performing the procedures of subclause 9.2.2.2.13; and
3)	shall send the SIP 200 (OK) response to the MCVideo client according to 3GPP TS 24.229 [11].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the sent SIP MESSAGE request and if the implicit affiliation procedures of subclause 9.2.2.2.12 were invoked in the present subclause, the participating MCVideo function shall perform the procedures of subclause 9.2.2.2.14.
*** Next change ***
[bookmark: _Toc533103209]F.1.4	IANA registration template
Editor’s note: The MIME type application/vnd.3gpp.mcvideo-info +xml as defined in this subclause is to be registered in the IANA registry for Application Media Types based upon the following template. The registration is to be started Your Name:
<MCC name>
Your Email Address:
<MCC email address>
Media Type Name:
Application
Subtype name:
vnd.3gpp.mcvideo-affiliation-command+xml
Required parameters:
None
Optional parameters:
"charset"	the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in section 9.1 of IETF RFC 7303.
Encoding considerations:
binary.
Security considerations:
Same as general security considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. In addition, this media type provides a format for exchanging information in SIP, so the security considerations from IETF RFC 3261 apply.
The information transported in this media type does not include active or executable content.
Mechanisms for privacy and integrity protection of protocol parameters exist. Those mechanisms as well as authentication and further security mechanisms are described in 3GPP TS 24.229.
This media type does not include provisions for directives that institute actions on a recipient's files or other resources.
This media type does not include provisions for directives that institute actions that, while not directly harmful to the recipient, may result in disclosure of information that either facilitates a subsequent attack or else violates a recipient's privacy in any way.
This media type does not employ compression.
Interoperability considerations:
Same as general interoperability considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. Any unknown XML elements and any unknown XML attributes are to be ignored by recipient of the MIME body.
Published specification:
3GPP TS 24.281 "Mission Critical Video (MCVideo) call control" version 14.1.0, available via http://www.3gpp.org/specs/numbering.htm.
Applications which use this media type:
Applications supporting the mission critical video as described in the published specification.
Fragment identifier considerations:
The handling in section 5 of IETF RFC 7303 applies.
Restrictions on usage:
None
Provisional registration? (standards tree only):
N/A
Additional information:
1.	Deprecated alias names for this type: none
2.	Magic number(s): none
3.	File extension(s): none
4.	Macintosh File Type Code(s): none
5.	Object Identifier(s) or OID(s): none
Intended usage:
Common
Person to contact for further information:
-	Name: <MCC name>
-	Email: <MCC email address>
-	Author/Change controller:
i)	Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
ii)	Change controller: <MCC name>/<MCC email address>
when work on the MCImp-MCVIDEO-CT WID completes.
Your Name:
<MCC name>
Your Email Address:
<MCC email address>
Media Type Name:
Application
Subtype name:
vnd.3gpp.mcvideo-info+xml
Required parameters:
None
Optional parameters:
"charset"	the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in section 9.1 of IETF RFC 7303.
Encoding considerations:
binary.
Security considerations:
Same as general security considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. In addition, this media type provides a format for exchanging information in SIP, so the security considerations from IETF RFC 3261 apply.
The information transported in this media type does not include active or executable content.
Mechanisms for privacy and integrity protection of protocol parameters exist. Those mechanisms as well as authentication and further security mechanisms are described in 3GPP TS 24.229.
This media type does not include provisions for directives that institute actions on a recipient's files or other resources.
This media type does not include provisions for directives that institute actions that, while not directly harmful to the recipient, may result in disclosure of information that either facilitates a subsequent attack or else violates a recipient's privacy in any way.
This media type does not employ compression.
Interoperability considerations:
Same as general interoperability considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. Any unknown XML elements and any unknown XML attributes are to be ignored by recipient of the MIME body.
Published specification:
3GPP TS 24.281 "Mission Critical Video (MCVideo) signalling control" version 14.0.0, available via http://www.3gpp.org/specs/numbering.htm.
Applications which use this media type:
Applications supporting the service continuity as described in the published specification.
Fragment identifier considerations:
The handling in section 5 of IETF RFC 7303 applies.
Restrictions on usage:
None
Provisional registration? (standards tree only):
N/A
Additional information:
1.	Deprecated alias names for this type: none
2.	Magic number(s): none
3.	File extension(s): none
4.	Macintosh File Type Code(s): none
5.	Object Identifier(s) or OID(s): none
Intended usage:
Common
Person to contact for further information:
-	Name: <MCC name>
-	Email: <MCC email address>
-	Author/Change controller:
i)	Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
ii)	Change controller: <MCC name>/<MCC email address>

*** Next change ***
[bookmark: _Toc533103220]F.4.4	IANA registration template
Editor’s note: The MIME type application/ vnd.3gpp.mcvideo-affiliation-command+xml as defined in this subclause needs to be registered in the IANA registry for Application Media Types based upon the template which will be added here. 
Your Name:
<MCC name>
Your Email Address:
<MCC email address>
Media Type Name:
Application
Subtype name:
vnd.3gpp.mcvideo-affiliation-command+xml
Required parameters:
None
Optional parameters:
"charset"	the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in section 9.1 of IETF RFC 7303.
Encoding considerations:
binary.
Security considerations:
Same as general security considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. In addition, this media type provides a format for exchanging information in SIP, so the security considerations from IETF RFC 3261 apply.
The information transported in this media type does not include active or executable content.
Mechanisms for privacy and integrity protection of protocol parameters exist. Those mechanisms as well as authentication and further security mechanisms are described in 3GPP TS 24.229.
This media type does not include provisions for directives that institute actions on a recipient's files or other resources.
This media type does not include provisions for directives that institute actions that, while not directly harmful to the recipient, may result in disclosure of information that either facilitates a subsequent attack or else violates a recipient's privacy in any way.
This media type does not employ compression.
Interoperability considerations:
Same as general interoperability considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. Any unknown XML elements and any unknown XML attributes are to be ignored by recipient of the MIME body.
Published specification:
3GPP TS 24.281 "Mission Critical Video (MCVideo) signalling control; Protocol specification" version 15.0.0, available via http://www.3gpp.org/specs/numbering.htm.
Applications which use this media type:
Applications supporting the mission critical video as described in the published specification.
Fragment identifier considerations:
The handling in section 5 of IETF RFC 7303 applies.
Restrictions on usage:
None
Provisional registration? (standards tree only):
N/A
Additional information:
1.	Deprecated alias names for this type: none
2.	Magic number(s): none
3.	File extension(s): none
4.	Macintosh File Type Code(s): none
5.	Object Identifier(s) or OID(s): none
Intended usage:
Common
Person to contact for further information:
-	Name: <MCC name>
-	Email: <MCC email address>
-	Author/Change controller:
i)	Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
ii)	Change controller: <MCC name>/<MCC email address>
*** End of change ***
