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1. Introduction
This contribution provides the text for subclause 106.6.3.3.2 IWF in the role of an MCPTT server.
Changes in 8641 :

- References to a Service Configuration document have been removed.

- An Editor’s Note has been added regarding how the IWF obtains the information to make a determination of integrity protection and how to obtain the necessary keys if integrity protection is enabled.

2. Proposal

It is proposed to agree the following changes to 3GPP TR 24.833 v0.4.0.
* * * First Change * * * *

106.6.3.3.2
Integrity protection at the IWF
The IWF determines locally whether sending integrity protected content from the IWF to an MCPTT server is enabled.

Editor’s Note: What information the IWF may need to make such a local determination and how to obtain the keys necessary to integrity protect content sent between itself and an MCPTT server is FFS.

When sending integrity protected content, the IWF shall use the appropriate keying information specified in subclause 106.6.3.2 and shall perform the procedures in 3GPP TS 24.379 [81] subclause 6.6.3.3.3 to integrity protect XML MIME bodies.

NOTE:
Each XML MIME body is integrity protected separately.

* * * End Changes * * * *

