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1. Introduction
Adds procedure for a reInvite to the IWF as a CF to cancel an emergency.
2. Reason for Change
This subclause only pertains to requests originating from an MCPTT client. The IWF as a CF does not 'receive' reInvite requests from internally, rather it sources them as a PF as in 111.1.1.4.5.
-
Removed step where the IWF polices actions based upon resource-priority values (orig step 4).
-
Removed step to forward reInvite to the client, the client is internal.

-
Refers to PF reInvite subclause which refers to client subclause, which tracks the emergency states for the LMR user. The referred subclauses also handle SDP and 200 OK.
-
200 OK processing is modified because referred subclauses do most of it.

-
Removed step about forwarding SIP messages, the IWF does not receive any SIP messages from internally.

Revision 1:

-
Added editor's note about the IWF sourcing a reinvite for cancellation

-
Changed "MCPTT user" to "user" where the user is the targetted user (homed in the IWF)  

-
Forwarding the reInvite has not been added because in this version the IWF as CF does not (yet) source a reInvite, the reInvite is received from MCPTT but need not be forwarded internally within the IWF.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP 3GPP TR 24.883-030.
* * * First Change * * * *

111.1.1.4.4
Receiving a SIP re-INVITE for cancellation of emergency private call 
Editor's Note:
Need to add procedures for the IWF sourcing an emergency private call upgrade.
In the procedures in this subclause:

1)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

2)
alert indication in an incoming SIP INVITE request refers to the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.
Upon receiving a SIP re-INVITE request with an emergency indication set to a value of "false", the IWF performing the controlling role:

1)
shall validate that the received SDP offer includes at least one media stream for which the media parameters and at least one codec or media format is acceptable by the IWF performing the controlling role and if not, reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;
2)
shall validate the request as described in 3GPP TS 24.379 [81], subclause 6.3.3.1.17 with the IWF acting as the controlling function;
3)
if the SIP re-INVITE request contains an unauthorised request for an MCPTT emergency private call cancellation as determined by local policy:

a)
shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response;
b)
shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in 3GPP TS 24.379 [81], Annex F.1 with an <emergency-ind> element set to a value of "true"; 
c)
if the SIP re-INVITE request contains an alert indication set to "false" and this is an unauthorised request for an MCPTT emergency alert cancellation as determined by local policy, shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to "true; and
d)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
4)
if the SIP re-INVITE request contains an authorised request for an MCPTT emergency private call cancellation as determined by subclause 106.3.3.1.13.4:
a)
shall clear the cache of the MCPTT ID of the originator of the MCPTT emergency private call that is no longer in an in-progress emergency private call state with the targeted user; and

b)
if the SIP re-INVITE request contains an alert indication set to "false" and this is an authorised request for an MCPTT emergency alert cancellation meeting the conditions specified in subclause 106.3.3.1.13.3:

i)
if the received SIP re-INVITE request contains an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, shall clear the cache of the MCPTT ID of user identified by the <originated-by> element as having an outstanding MCPTT emergency alert; and

ii)
if the received SIP re-INVITE request does not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, clear the cache of the MCPTT ID of the sender of the SIP re-INVITE request as having an outstanding MCPTT emergency alert; and
5)
shall perform the steps in subclause 111.1.1.3.3 but shall not forward the SIP 200 (OK) response.
If the SIP response has not yet been sent to the inviting MCPTT client, the IWF performing the controlling role:

1)
shall modify the SIP 200 (OK) response to the SIP re-INVITE request as specified in 3GPP TS 24.379 [81], subclause 6.3.3.2.3.2 with the IWF acting as the controlling function before continuing with the rest of the steps;

2)
if the received SIP re-INVITE request contains an alert indication set to a value of "false" and this is an unauthorised request for an MCPTT emergency alert cancellation as specified in subclause 6.3.3.1.13.3, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in 3GPP TS 24.379 [81], subclause 4.4 with the IWF acting as the MCPTT server.
NOTE:
When a SIP 200 (OK) response sent to the originator as a response to a SIP INVITE request that contained authorised request(s) for an MCPTT emergency private call cancellation and optionally an MCPTT emergency alert cancellation, the originator will consider a SIP 200 (OK) response populated in this manner as confirmation that its request(s) for cancellation of an MCPTT emergency private call and optionally an MCPTT emergency alert were accepted by the IWF performing the controlling role.
3)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

4)
shall send the SIP 200 (OK) response towards the inviting MCPTT client according to 3GPP TS 24.229 [4].
Upon receiving a SIP ACK to the SIP 200 (OK) response sent towards the inviting MCPTT client, and the SIP 200 (OK) response was sent with the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in 3GPP TS 24.379 [81], subclause 4.4 with the IWF acting as the MCPTT server, the IWF performing the controlling role shall follow the procedures in subclause 106.3.3.1.18.
