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1. Introduction
Adds procedure for IWF private call originating, the client portion.
2. Reason for Change
Needed to set the headings in the request normally set by the client, and for emergency states tracking. It's called by the PF subclause 111.1.1.3.1.1.
- Removed setting of request uri, which is done in the calling procedure.
- Removed first to answer steps

- Removed priority call authorization steps. It's an internal IWF matter.
- Removed p-preferred-service, it's only for a client to tell a proxy which service it wants. The IWF knows that it wants.

Revision 1:

- Removed "client" from title 

- Removed note re e2ee being out of scope

- Removed "shall instruct the key management client to" from step 6a
- Changed "performing the MCPTT client role" to "acting as the MCPTT client"

- Removed "if IWF is initiating a private call" (step 9) and promoted items under step 9 to B1.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP 3GPP TR 24.883-030.
* * * First Change * * * *

111.1.1.2.1.1
Originating procedures
This subclause is referenced from other procedures.
To establish an MCPTT private call the IWF performing the participating role shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The IWF performing the participating role:

1)
if originating an MCPTT emergency private call or originating an MCPTT private call and the MCPTT emergency state is already set, the IWF performing the participating role, shall comply with the procedures in subclause 106.2.8.3.2; 

2)
shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

3)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

4)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref contain with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];
5)
for the establishment of a private call shall insert in the SIP INVITE request a MIME resource-lists body with the MCPTT ID of the invited MCPTT user, according to rules and procedures of IETF RFC 5366 [20];
6)
if a security context needs to be established between the IWF and the MCPTT client and if the user homed in the IWF is initiating a private call then:

a)
if necessary, request keying material from the key management server as described in 3GPP TS 33.180 [78];

b)
shall use the keying material to generate a PCK as described in 3GPP TS 33.180 [78];

c)
shall use the PCK to generate a PCK-ID with the four most significant bits set to "0001" to indicate that the purpose of the PCK is to protect private call communications and with the remaining twenty-eight bits being randomly generated as described in 3GPP TS 33.180 [78];

d)
shall encrypt the PCK to a UID associated to the MCPTT client using the MCPTT ID and KMS URI of the invited user and a time related parameter as described in 3GPP TS 33.180 [78];
NOTE 1:
How the IWF obtains the KMS URI of the invited user is out of scope of the present document. 
e)
shall generate a MIKEY-SAKKE I_MESSAGE using the encapsulated PCK and PCK-ID as specified in 3GPP TS 33.180 [78]; and

f)
shall add the MCPTT ID of the originating user homed in the IWF to the initiator field (IDRi) of the I_MESSAGE as described in 3GPP TS 33.180 [78]; and
g)
shall sign the MIKEY-SAKKE I_MESSAGE using the originating user homed in the IWF's signing key provided in the keying material together with a time related parameter, and add this to the MIKEY-SAKKE payload, as described in 3GPP TS 33.180 [78];

7)
shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarification given in subclause 106.2.1 and with a media stream of the offered media-floor control entity;
8)
if implicit floor control is required, shall comply with the conditions specified in subclause 106.4;
9)
if force of automatic commencement mode at the invited MCPTT client is requested by the user homed in the IWF, shall include in the SIP INVITE request a Priv-Answer-Mode header field with the value "Auto" according to the rules and procedures of IETF RFC 5373 [18];
10)
if force of automatic commencement mode at the invited MCPTT client is not requested by the user homed in the IWF:
a)
if automatic commencement mode at the invited MCPTT client is requested by the user homed in the IWF, shall include in the SIP INVITE request an Answer-Mode header field with the value "Auto" according to the rules and procedures of IETF RFC 5373 [18]; and
b)
if manual commencement mode at the invited MCPTT client is requested by the user homed in the IWF, shall include in the SIP INVITE request an Answer-Mode header field with the value "Manual" according to the rules and procedures of IETF RFC 5373 [18]; and
11)
shall contain an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <session-type> element set to a value of "private"; and
12)
if the MCPTT emergency private call state of the user homed in the IWF is set to either "MEPC 2: emergency-pc-requested" or "MEPC 3: emergency-pc-granted" or the MCPTT emergency private priority state for this private call is set to "MEPP 2: in-progress", the IWF shall comply with the procedures in subclause 106.2.8.3.3.
NOTE 2:
Upon receiving a SIP 183(Session Progress) response to the SIP INVITE request the IWF performing the participating role's actions are out of scope of the present document.
Upon receiving a SIP 200 (OK) response to the SIP INVITE request the IWF performing the participating role:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5];
2)
if the MCPTT emergency private call state is set to "MEPC 2: emergency-pc-requested" or "MEPC 3: emergency-pc-granted", shall perform the actions specified in 3GPP TS 24.379 [81], subclause 6.2.8.3.4, with the IWF acting as the MCPTT client on behalf of the IWF user homed in the IWF; and 
3)
shall consider the call successfully established.
On receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request: 
1)
if the MCPTT emergency private call state is set to "MEPC 2: emergency-pc-requested"; or

2)
if the MCPTT emergency private call state is set to "MEPC 3: emergency-pc-granted";
the IWF performing the participating role shall perform the actions specified in 3GPP TS 24.379 [81], subclause 6.2.8.3.5, with the IWF acting as the MCPTT client on behalf of the IWF user homed in the IWF. 
On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing session, the IWF performing the participating role shall follow the actions specified in 3GPP TS 24.379 [81], subclause 6.2.8.3.7 with the IWF acting as the MCPTT client on behalf of the IWF user homed in the IWF.

