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1. Overall Description:

SA3 thank CT1 for the liaison statement (C1-186995/S3-183268) on initial NAS security. 
SA3 observe that the CT1 agreed CR proposes some changes to the stage 2 description of initial NAS security in TS 33.501. These changes are as follows:

· Updated the Cleartext IEs to include the Additional GUTI based on the SA2 and CT1 feedback
· The complete initial NAS message is included in the NAS Security Mode Complete message when the UE needs to include IEs from the initial NAS message in the NAS Security Mode Complete message
· UE automatically includes the complete initial NAS message in the NAS Security Mode Complete message in the case when the UE sends the initial NAS message without a security context

· HASH check is no longer needed to decide what is sent in the NAS Security Mode Complete message as it is now always the complete NAS message that is included

· The complete initial NAS message is included in the NAS container that ciphered and sent in the initial message along with the cleartext IEs when the UE has a 5G security context

As the complete initial NAS message is now returned to the AMF in the NAS Security Mode Complete message, there is no need for the HASH check at all as HASH check was intended to provide an integrity check for the IEs in the initial NAS message. SA3 have removed the HASH calculation and introduced a generic flag explicitly requesting the complete initial NAS message rather than including the HASH in the NAS Security Mode Command message. It is left to CT1 whether to use the HASH IE or a different IE to trigger the inclusion of the complete initial NAS message in the NAS Security Mode Complete.

2. Actions:

To CT1 group.

ACTION: 
SA3 asks CT1 group to take the above information into account in their further work on this topic.
3. Date of Next TSG-SA WG3 Meetings:
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