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	Reason for change:
	The UE that wants to use network slicing should receive allowed NSSAI during the registration procedure, or UCU procedure. If the UE receives rejected NSSAI, the UE shall consider the S-NSSAIs in the rejected NSSAI as forbidden with the condition.
However, it is not clear if an S-NSSAI is not in the allowed NSSAI nor in the rejected NSSAI. Consider the following scenario:
1. UE sends the registration request with 3 S-NSSAIs [A, B, C] in the requested NSSAI.

2. AMF returns the registration accept with S-NSSAI A in the allowed NSSAI and S-NSSAI B in the rejected NSSAI

3. For UE, whether the S-NSSAI C can be requested again or not is not clear.

Even though it is not desirable behavior that AMF does not respond with either allowed or rejected NSSAI, SA2 approved CR 0645R1 against TS 23.501 clarified this aspect by adding the following text:

“S-NSSAIs that the UE provides in the Requested NSSAI which are neither in the Allowed NSSAI nor provided as a rejected S-NSSAI, shall, by the UE, not be regarded as rejected, i.e. the UE may request to register these S-NSSAIs again next time the UE sends a Requested NSSAI.”
So it is clear that the UE can request to use certain S-NSSAI at any time, if that S-NSSAI is not in the rejected NSSAI. 
This CR proposes to add additional texts regarding this requirement to the subclauses regarding handling of rejected NSSAI and requested NSSAI.



	
	

	Summary of change:
	It is specified that the UE can at any time include S-NSSAI(s) in the requested NSSAI if the S-NSSAI(s) is not in the rejected NSSAI.


	
	

	Consequences if not approved:
	It is not clear how to handle certain S-NSSAI that was included in the requested NSSAI but not in the allowed NSSAI nor the rejected NSSAI.
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***** First change *****
4.6.2.1
General
Upon registration to a PLMN, the UE shall send to the AMF the requested NSSAI which includes one or more S-NSSAIs of the allowed NSSAI for the PLMN or the configured NSSAI and corresponds to the network slice(s) to which the UE wants to register if:

a)
the UE has a configured NSSAI for the current PLMN;

b)
the UE has an allowed NSSAI for the current PLMN; or

c)
the UE has neither allowed NSSAI for the current PLMN nor configured NSSAI for the current PLMN and has a configured NSSAI not associated with a PLMN.
At any time, the UE can include S-NSSAI(s) in the requested NSSAI if the S-NSSAI(s) is not in the rejected NSSAI. The UE NAS shall also provide the lower layers with the requested NSSAI, if available and the UE is in 5GMM-IDLE mode. If the UE has neither a configured NSSAI nor an allowed NSSAI valid for a PLMN and does not have any configured NSSAI that is not associated with any PLMN, the UE does not send a requested NSSAI when requesting registration towards the PLMN. In roaming scenarios the UE shall also provide the mapping of each S-NSSAI of the requested NSSAI to the S-NSSAIs of the configured NSSAI for the HPLMN, if available. The AMF verifies if the requested NSSAI is permitted based on the subscribed S-NSSAIs in the UE subscription and optionally the mapping information provided by the UE, and if so then the AMF shall provide the UE with the allowed NSSAI for the PLMN, and shall also provide the UE with the mapping of each S-NSSAI of the allowed NSSAI for the PLMN to the S-NSSAI(s) of the configured NSSAI for the HPLMN if available. The AMF shall not provide the UE with the mapping of multiple S-NSSAIs of the allowed NSSAI to the same S-NSSAI of the configured NSSAI for the HPLMN. The AMF may also query the NSSF to determine the allowed NSSAI for a given registration area as defined in 3GPP TS 23.501 [8].
The set of network slice(s) for a UE can be changed at any time while the UE is registered to a PLMN, and the change may be initiated by the network, or the UE. In this case, the allowed NSSAI and associated registration area may be changed during the registration procedure. The network may notify the UE of the change of the supported network slice(s) in order to trigger the registration procedure. Change in the allowed NSSAI may lead to AMF relocation subject to operator policy. See subclause 5.4.4 describing the generic UE configuration update procedure for further details.
***** Next change *****
4.6.2.2
NSSAI storage
If available, the configured NSSAI(s) shall be stored in a non-volatile memory in the ME as specified in annex C.
Each of the configured NSSAI stored in the UE is a set composed of at most 16 S-NSSAIs. Each of the allowed NSSAI stored in the UE is a set composed of at most 8 S-NSSAIs and is associated with a PLMN identity and an access type. Each of the configured NSSAI, and the rejected NSSAI is associated with a PLMN identity. The S-NSSAI(s) in the rejected NSSAI for the current PLMN and registration area combination are further associated with a registration area where the rejected S-NSSAI(s) is not available. The S-NSSAI(s) in the rejected NSSAI for the current PLMN shall be considered rejected for the current PLMN regardless of the access type. There shall be no duplicated PLMN identities in each of the list of configured NSSAI(s), allowed NSSAI(s), rejected NSSAI(s) for the current PLMN, and rejected NSSAI(s) for the current PLMN and registration area combination. An S-NSSAI shall not be considered rejected if it is not in the rejected NSSAI(s).
The UE stores NSSAIs as follows:
a)
The configured NSSAI shall be stored until a new configured NSSAI is received for a given PLMN. The network may provide to the UE the mapping of each S-NSSAI of the new configured NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN which shall also be stored in the UE. When the UE is provisioned with a new configured NSSAI for a PLMN, the UE shall:

1)
replace any stored configured NSSAI for this PLMN with the new configured NSSAI for this PLMN;

2)
delete any stored mapping of each S-NSSAI of the configured NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN and, if available, store the mapping of each S-NSSAI of the new configured NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN;

3)
delete any stored allowed NSSAI for this PLMN and, if available, the stored mapping of each S-NSSAI of the allowed NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN, if the UE received the new configured NSSAI for this PLMN and the "registration requested" indication in the same CONFIGURATION UPDATE COMMAND message but without any new allowed NSSAI for this PLMN included; and

4)
delete any rejected NSSAI for the current PLMN, and rejected NSSAI for the current PLMN and registration area combination.

If the UE receives an S-NSSAI associated with a PLMN ID from the network during the PDN connection establishment procedure in EPS as specified in 3GPP TS 24.301 [15], the UE may store the received S-NSSAI in the configured NSSAI for the PLMN identified by the PLMN ID associated with the S-NSSAI, if not already in the configured NSSAI;

The UE may continue storing a received configured NSSAI for a PLMN and mapping of each S-NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN, if available, when the UE registers in another PLMN. 

NOTE 1:
The maximum number of configured NSSAIs and associated mapping for PLMNs other than the HPLMN that need to be stored in the UE, and how to handle the stored entries, are up to UE implementation.
b)
The allowed NSSAI shall be stored until a new allowed NSSAI is received for a given PLMN. The network may provide to the UE the mapping of each S-NSSAI of the new allowed NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN (see subclauses 5.5.1.2 and 5.5.1.3) which shall also be stored in the UE. When a new allowed NSSAI for a PLMN is received, the UE shall:

1)
replace any stored allowed NSSAI for this PLMN with the new allowed NSSAI for this PLMN; and

2)
delete any stored mapping of each S-NSSAI of the allowed NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN and, if available, store the mapping of each S-NSSAI of the new allowed NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN.


The UE shall remove, if any, the stored rejected S-NSSAI(s) which is/are included in the new allowed NSSAI for the current PLMN;


If the UE receives the CONFIGURATION UPDATE COMMAND message indicating "registration requested" and contains no parameter (see subclauses 5.4.4.2 and 5.4.4.3), the UE shall delete any stored allowed NSSAI for this PLMN, and delete any stored mapping of each S-NSSAI of the allowed NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN, if available;
NOTE 2:
Whether the UE stores the allowed NSSAI and the mapping of the allowed NSSAI to the configured NSSAI for the HPLMN also when the UE is switched off is implementation specific.
c)
When the UE receives the S-NSSAI(s) included in rejected NSSAI in the REGISTRATION ACCEPT message or in the CONFIGURATION UPDATE COMMAND message, the UE shall store the S-NSSAI(s) into the rejected NSSAI based on the associated rejection cause(s). Once the UE is deregistered over all access types, the rejected NSSAI for the current PLMN shall be deleted. Once the UE is deregistered over an access type, the rejected NSSAI for the current PLMN and registration area combination corresponding to the access type shall be deleted. The UE shall delete, if any, the stored rejected NSSAI for the current PLMN and registration area combination if the UE moves out of the registration area; and

d)
When the UE receives the Network slicing indication IE with the Network slicing subscription change indication set to "Network slicing subscription changed" in the REGISTRATION ACCEPT message or in the CONFIGURATION UPDATE COMMAND message, the UE shall delete the network slicing information for each of the PLMNs that the UE has slicing information stored for (excluding the current PLMN). Additionally, the UE shall update the network slicing information for the current PLMN (if received) as specified above in bullets a), b) and c):

NOTE 3:
The UE does not delete the configured NSSAI not associated with a PLMN when it receives the Network slicing subscription change indication.
***** End change *****
