[bookmark: _Toc525229305]109.2.2.2.3	Receiving Procedure for handling affiliation status change from MCPTT client procedureof a user homed in the IWF
Upon receiving a SIP PUBLISH request such that:
1)	Request-URI of the SIP PUBLISH request contains either the public service identity identifying the originating participating MCPTT function serving the MCPTT user, or the public service identity identifying the terminating participating MCPTT function serving the MCPTT user;
2)	the SIP PUBLISH request contains an application/vnd.3gpp.mcptt-info+xml MIME body containing the<mcptt-request-uri> element which identifies an MCPTT ID served by the MCPTT server;
3)	the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9];
4)	the Event header field of the SIP PUBLISH request contains the "presence" event type; and
5)	SIP PUBLISH request contains an application/pidf+xml MIME body indicating per-user affiliation information according to subclause 9.3.1;
tWhen the MCPTT serverIWF determines that affiliation status should change for a user homed in the IWF, the IWF performing the participating role:
1)	shall identify determine the served MCPTT ID associated with the user homed in the IWF in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP PUBLISH request;
2)	if the Request-URI of the SIP PUBLISH request contains the public service identity identifying the originating participating MCPTT function serving the MCPTT user, shall identify the originating MCPTT ID from public user identity in the P-Asserted-Identity header field of the SIP PUBLISH request;
3)	if the Request-URI of the SIP PUBLISH request contains the public service identity identifying the terminating participating MCPTT function serving the MCPTT user, shall identify the originating MCPTT ID in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP PUBLISH request;
4)	if the originating MCPTT ID is different than the served MCPTT ID and the originating MCPTT ID is not authorized to modify affiliation status of the served MCPTT ID, shall send a 403 (Forbidden) response and shall not continue with the rest of the steps;
5)	if the Expires header field of the SIP PUBLISH request is not included or has nonzero value lower than 4294967295, shall send a SIP 423 (Interval Too Brief) response to the SIP PUBLISH request, where the SIP 423 (Interval Too Brief) response contains a Min-Expires header field set to 4294967295, and shall not continue with the rest of the steps;
[bookmark: _GoBack]62)	if the Expires header field of the SIP PUBLISH request has nonzero value, shall determine the candidate expiration interval to for the affiliation according to IETF RFC 3903 [37];
7)	if the Expires header field of the SIP PUBLISH request has zero value, shall set the candidate expiration interval to zero;
8)	shall respond with SIP 200 (OK) response to the SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37]. In the SIP 200 (OK) response, the MCPTT server:
a)	shall set the Expires header field according to IETF RFC 3903 [37], to the candidate expiration time;
9)	if the "entity" attribute of the <presence> element of the application/pidf+xml MIME body of the SIP PUBLISH request is different than the served MCPTT ID, shall not continue with the rest of the steps;
310)	shall identify determine the served MCPTT client ID associated with the user homed in the IWF in the "id" attribute of the <tuple> element of the <presence> element of the application/pidf+xml MIME body of the SIP PUBLISH request;
411)	shall consider an MCPTT user information entry such that:
a)	the MCPTT user information entry is in the list of MCPTT user information entries described in subclause 109.2.2.2.2; and
b)	the MCPTT ID of the MCPTT user information entry is equal to the served MCPTT ID;
	as the served MCPTT user information entry;
512)	shall consider an MCPTT client information entry such that:
a)	the MCPTT client information entry is in the list of MCPTT client information entries of the served MCPTT user information entry; and
b)	the MCPTT client ID of the MCPTT client information entry is equal to the served MCPTT client ID;
	as the served MCPTT client information entry;
613)	shall consider a copy of the list of the MCPTT group information entries of the served MCPTT client information entry as the served list of the MCPTT group information entries;
714)	if the candidate expiration interval is nonzero:
a)	shall construct the candidate list of the MCPTT group information entries as follows:
i)	for each MCPTT group ID which has an MCPTT group information entry in the served list of the MCPTT group information entries, such that the expiration time of the MCPTT group information entry has not expired yet, and which is indicated in a "group" attribute of an <affiliation> element of the <status> element of the <tuple> element of the <presence> root element of the application/pidf+xml MIME body of the SIP PUBLISH requestdetermined by the IWF to be a group to which the user homed in the IWF is to be affiliated:
A)	shall copy the MCPTT group information entry into a new MCPTT group information entry of the candidate list of the MCPTT group information entries;
B)	if the affiliation status of the MCPTT group information entry is "deaffiliating" or "deaffiliated", shall set the affiliation status of the new MCPTT group information entry to the "affiliating" state and shall reset the affiliating p-id of the new MCPTT group information entry; and
C)	shall set the expiration time of the new MCPTT group information entry to the current time increased with the candidate expiration interval;
ii)	for each MCPTT group ID which has an MCPTT group information entry in the served list of the MCPTT group information entries, such that the expiration time of the MCPTT group information entry has not expired yet, and which is determined by the IWF to be a group to which the user homed in the IWF is not to be affiliatednot indicated in any "group" attribute of the <affiliation> element of the <status> element of the <tuple> element of the <presence> root element of the application/pidf+xml MIME body of the SIP PUBLISH request:
A)	shall copy the MCPTT group information entry into a new MCPTT group information entry of the candidate list of the MCPTT group information entries; and
B)	if the affiliation status of the MCPTT group information entry is "affiliated" or "affiliating":
-	shall set the affiliation status of the new MCPTT group information entry to the "de-affiliating" state; and
-	shall set the expiration time of the new MCPTT group information entry to the current time increased with twice the value of timer F; and
iii)	for each MCPTT group ID:
A)	which does not have an MCPTT group information entry in the served list of the MCPTT group information entries; or
B)	which has an MCPTT group information entry in the served list of the MCPTT group information entries, such that the expiration time of the MCPTT group information entry has already expired;
and which is determined by the IWF to be a group to which the user homed in the IWF is to be affiliatedis indicated in a "group" element of the <affiliation> element of the <status> element of the <tuple> element of the <presence> root element of the application/pidf+xml MIME body of the SIP PUBLISH request:
A)	shall add a new MCPTT group information entry in the candidate list of the MCPTT group information list for the MCPTT group ID;
B)	shall set the affiliation status of the new MCPTT group information entry to the "affiliating" state;
C)	shall set the expiration time of the new MCPTT group information entry to the current time increased with the candidate expiration interval; and
D)	shall reset the affiliating p-id of the new MCPTT group information entry;
b)	determine the candidate number of MCPTT group IDs as the number of different MCPTT group IDs which have an MCPTT group information entry:
i)	in the candidate list of the MCPTT group information entries; or
ii)	in the list of the MCPTT group information entries of an MCPTT client information entry such that:
A)	the MCPTT client information entry is in the list of the MCPTT client information entries of the served MCPTT user information entry; and
B)	the MCPTT client ID of the MCPTT client information entry is not equal to the served MCPTT client ID;
	with the affiliation status set to the "affiliating" state or the "affiliated" state and with the expiration time which has not expired yet; and
c)	if the candidate number of MCPTT group IDs is bigger than N2 value of the served MCPTT ID, shall based on MCPTT service provider policy reduce the candidate MCPTT group IDs to that equal to N2;
NOTE:	The MCPTT service provider policy can determine to remove an MCPTT group ID based on the order it appeared in the PUBLISH request or based on the importance or priority of the MCPTT group or some other policy to determine which MCPTT groups are preferred.
815)	if the candidate expiration interval is zero, constructs the candidate list of the MCPTT group information entries as follows:
a)	for each MCPTT group ID which has an entry in the served list of the MCPTT group information entries:
i)	shall copy the MCPTT group entry of the served list of the MCPTT group information into a new MCPTT group information entry of the candidate list of the MCPTT group information entries;
ii)	shall set the affiliation status of the new MCPTT group information entry to the "de-affiliating" state; and
iii)	shall set the expiration time of the new MCPTT group information entry to the current time increased with twice the value of timer F;
916)	shall replace the list of the MCPTT group information entries stored in the served MCPTT client information entry with the candidate list of the MCPTT group information entries;
107)	shall perform the procedures specified in 3GPP TS 24.379 [81] subclause 9.2.2.2.6 for the served MCPTT ID and each MCPTT group ID:
a)	which does not have an MCPTT group information entry in the served list of the MCPTT group information entries and which has an MCPTT group information entry in the candidate list of the MCPTT group information entries with the affiliation status set to the "affiliating" state;
b)	which has an MCPTT group information entry in the served list of the MCPTT group information entries with the expiration time already expired, and which has an MCPTT group information entry in the candidate list of the MCPTT group information entries with the affiliation status set to the "affiliating" state;
c)	which has an MCPTT group information entry in the served list of the MCPTT group information entries with the affiliation status set to the "deaffiliating" state or the "deaffiliated" state and with the expiration time not expired yet, and which has an MCPTT group information entry in the candidate list of the MCPTT group information entries with the affiliation status set to the "affiliating" state; or
d)	which has an MCPTT group information entry in the served list of the MCPTT group information entries with the affiliation status set to the "affiliated" state and with the expiration time not expired yet, and which has an MCPTT group information entry in the candidate list of the MCPTT group information entries with the affiliation status set to the "de-affiliating" state.;
18)	shall identify the handled p-id in the <p-id> child element of the <presence> root element of the application/pidf+xml MIME body of the SIP PUBLISH request; and
19)	shall perform the procedures specified in subclause 9.2.2.2.5 for the served MCPTT ID.
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