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***** Next change *****
4.6.2.2
NSSAI storage
If available, the configured NSSAI(s) shall be stored in a non-volatile memory in the ME as specified in annex C.
Each of the configured NSSAI stored in the UE is a set composed of at most 16 S-NSSAIs. Each of the allowed NSSAI stored in the UE is a set composed of at most 8 S-NSSAIs and is associated with a PLMN identity and an access type. Each of the configured NSSAI, and the rejected NSSAI is associated with a PLMN identity. The S-NSSAI(s) in the rejected NSSAI for the current PLMN and registration area combination are further associated with a registration area where the rejected S-NSSAI(s) is not available. The S-NSSAI(s) in the rejected NSSAI for the current PLMN shall be considered rejected for the current PLMN regardless of the access type. There shall be no duplicated PLMN identities in each of the list of configured NSSAI(s), allowed NSSAI(s), rejected NSSAI(s) for the current PLMN, and rejected NSSAI(s) for the current PLMN and registration area combination.

The UE stores NSSAIs as follows:
a)
The configured NSSAI shall be stored until a new configured NSSAI is received for a given PLMN. The network may provide to the UE the mapping of each S-NSSAI of the new configured NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN which shall also be stored in the UE. When the UE is provisioned with a new configured NSSAI for a PLMN, the UE shall:

1)
replace any stored configured NSSAI for this PLMN with the new configured NSSAI for this PLMN;

2)
delete any stored mapping of each S-NSSAI of the configured NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN and, if available, store the mapping of each S-NSSAI of the new configured NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN;

3)
delete any stored allowed NSSAI for this PLMN and, if available, the stored mapping of each S-NSSAI of the allowed NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN, if the UE received the new configured NSSAI for this PLMN and the "registration requested" indication in the same CONFIGURATION UPDATE COMMAND message but without any new allowed NSSAI for this PLMN included; and

4)
delete any rejected NSSAI for the current PLMN, and rejected NSSAI for the current PLMN and registration area combination.

If the UE receives an S-NSSAI associated with a PLMN ID from the network during the PDN connection establishment procedure in EPS as specified in 3GPP TS 24.301 [15], the UE may store the received S-NSSAI in the configured NSSAI for the PLMN identified by the PLMN ID associated with the S-NSSAI, if not already in the configured NSSAI;

The UE may continue storing a received configured NSSAI for a PLMN and mapping of each S-NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN, if available, when the UE registers in another PLMN. 

NOTE 1:
The maximum number of configured NSSAIs and associated mapping for PLMNs other than the HPLMN that need to be stored in the UE, and how to handle the stored entries, are up to UE implementation.
b)
The allowed NSSAI shall be stored until a new allowed NSSAI is received for a given PLMN. The network may provide to the UE the mapping of each S-NSSAI of the new allowed NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN (see subclauses 5.5.1.2 and 5.5.1.3) which shall also be stored in the UE. When a new allowed NSSAI for a PLMN is received, the UE shall:

1)
replace any stored allowed NSSAI for this PLMN with the new allowed NSSAI for this PLMN; and

2)
delete any stored mapping of each S-NSSAI of the allowed NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN and, if available, store the mapping of each S-NSSAI of the new allowed NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN.


The UE shall remove, if any, the stored rejected S-NSSAI(s) which is/are included in the new allowed NSSAI for the current PLMN;


If the UE receives the CONFIGURATION UPDATE COMMAND message indicating "registration requested" and contains no other parameters (see subclauses 5.4.4.2 and 5.4.4.3), the UE shall delete any stored allowed NSSAI for this PLMN, and delete any stored mapping of each S-NSSAI of the allowed NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN, if available;
NOTE 2:
Whether the UE stores the allowed NSSAI and the mapping of the allowed NSSAI to the configured NSSAI for the HPLMN also when the UE is switched off is implementation specific.
c)
When the UE receives the S-NSSAI(s) included in rejected NSSAI in the REGISTRATION ACCEPT message or in the CONFIGURATION UPDATE COMMAND message, the UE shall store the S-NSSAI(s) into the rejected NSSAI based on the associated rejection cause(s). Once the UE is deregistered over all access types, the rejected NSSAI for the current PLMN shall be deleted. Once the UE is deregistered over an access type, the rejected NSSAI for the current PLMN and registration area combination corresponding to the access type shall be deleted. The UE shall delete, if any, the stored rejected NSSAI for the current PLMN and registration area combination if the UE moves out of the registration area; and

d)
When the UE receives the Network slicing indication IE with the Network slicing subscription change indication set to "Network slicing subscription changed" in the REGISTRATION ACCEPT message or in the CONFIGURATION UPDATE COMMAND message, the UE shall delete the network slicing information for each of the PLMNs that the UE has slicing information stored for (excluding the current PLMN). Additionally, the UE shall update the network slicing information for the current PLMN (if received) as specified above in bullets a), b) and c):

NOTE 3:
The UE does not delete the configured NSSAI not associated with a PLMN when it receives the Network slicing subscription change indication.
***** Next change *****
5.3.1.1
Establishment of the N1 NAS signalling connection

When the UE is in 5GMM-IDLE mode over 3GPP access and needs to transmit an initial NAS message, the UE shall request the lower layer to establish an RRC connection. Upon indication from the lower layers that the RRC connection has been established, the UE shall consider that the N1 NAS signalling connection over 3GPP access is established and enter 5GMM-CONNECTED mode over 3GPP access.
When the UE is in 5GMM-IDLE mode over non-3GPP access, and the UE receives an indication from the lower layers of access stratum connection establishment, the UE shall consider the N1 NAS signalling connection established enter 5GMM-CONNECTED mode over non-3GPP access and send an initial NAS message.
Initial NAS messages are:

a)
REGISTRATION REQUEST message;

b)
DEREGISTRATION REQUEST message; and
c)
SERVICE REQUEST message.
If the UE is capable of both N1 mode and S1 mode and lower layers provide an indication that the current E-UTRA cell is connected to both EPC and 5GCN, for the routing of the REGISTRATION REQUEST message during the initial registration procedure to the appropriate core network (EPC or 5GCN), the UE NAS provides the lower layers with the selected core network type information.

For the routing of the initial NAS message to the appropriate AMF, if the UE holds a valid 5G-GUTI, the UE NAS provides the lower layers with either the 5G-S-TMSI or the registered GUAMI, or neither the 5G-S-TMSI nor registered GUAMI according to the following rules:
a)
if the registration procedure for mobility and periodic update was triggered due to the last CONFIGURATION UPDATE COMMAND message that indicates "registration requested" including:

1)
no other parameters; or

2)
one or both of the Allowed NSSAI IE and the Configured NSSAI IE;


the UE NAS shall not provide the lower layers with the 5G-S-TMSI or the registered GUAMI; or

b)
if the service request procedure was initiated over non-3GPP access, the UE NAS shall provide the lower layers with the registered GUAMI, but shall not provide the lower layers with the 5G-S-TMSI;

c)
otherwise:
1)
if the tracking area of the current cell is in the registration area, the UE NAS shall provide the lower layers with the 5G-S-TMSI, but shall not provide the registered GUAMI to the lower layers; or
2)
if the tracking area of the current cell is not in the registration area, the UE NAS shall provide the lower layers with the registered GUAMI, but shall not provide the lower layers with the 5G-S-TMSI.
If the UE does not hold a valid 5G-GUTI, the UE NAS does not provide the lower layers with the 5G-S-TMSI or the registered GUAMI.
The UE NAS also provides the lower layers with the identity of the selected PLMN (see 3GPP TS 38.331 [30]). In a shared network, the UE shall choose one of the PLMN identities as specified in 3GPP TS 23.122 [5].

***** Next change *****
5.3.1.3
Release of the N1 NAS signalling connection

The signalling procedure for the release of the N1 NAS signalling connection is initiated by the network.

In N1 mode, upon indication from lower layers that the access stratum connection has been released, the UE shall enter 5GMM-IDLE mode and consider the N1 NAS signalling connection released.
If the UE is configured for eCall only mode as specified in 3GPP TS 31.102 [22] then:

-
if the N1 NAS signalling connection that was released had been established for eCall over IMS, the UE shall start timer T3444; and

-
if the N1 NAS signalling connection that was released had been established for a call to an HPLMN designated non-emergency MSISDN or URI for test or terminal reconfiguration service, the UE shall start timer T3445.

To allow the network to release the N1 NAS signalling connection, the UE:

a)
shall start the timer T3540 if the UE receives any of the 5GMM cause values #7, #11, #12, #13, or #15;

b)
shall start the timer T3540 if:

1)
the UE receives a REGISTRATION ACCEPT message;

2)
the UE has not set the "follow-on request pending" indication in the REGISTRATION REQUEST message;

3)
the UE has not included the Uplink data status IE in the REGISTRATION REQUEST message;
4)
the UE has not included the Allowed PDU session status IE or has included the Allowed PDU session status IE indicating there is no PDU session(s) for which the UE allowed the user-plane resource to be re-established over 3GPP access in the REGISTRATION REQUEST message;
5)
the registration procedure has been initiated in 5GMM-IDLE mode; and

6)
the user-plane resources for PDU sessions have not been set up;

c)
shall start the timer T3540 if the UE receives a REGISTRATION REJECT message indicating:

the 5GMM cause value #9 or #10;

d)
shall start the timer T3540 if the UE receives a SERVICE REJECT message indicating:

the 5GMM cause value #9 or #10; or

e)
shall start the timer T3540 if:

1)
the UE receives a CONFIGURATION UPDATE COMMAND message indicating registration requested with:

i)
either new allowed NSSAI information or new configured NSSAI information or both included;

ii)
the network slicing indication; or

iii)
no other parameters;

2)
the user-plane resources for PDU sessions have not been set up; and

3)
no PDU session for emergency services has been established.

Upon expiry of T3540,
-
in cases a) and b), the UE shall locally release the established NAS signalling connection;

-
in cases c) and d) the UE shall locally release the established N1 NAS signalling connection and the UE shall initiate the registration procedure as described in subclause 5.5.1.2.2 or 5.5.1.3.2; or

-
in case e), the UE shall locally release the established N1 NAS signalling connection and perform a new registration procedure as specified in subclause 5.5.1.3.2.
In case a),

-
upon receiving a request from upper layers to send NAS signalling associated with emergency services fallback or establishing a PDU session for emergency services, the UE shall stop timer T3540 and shall locally release the NAS signalling connection, before proceeding as specified in subclause 5.5.1.

In case b),

-
upon an indication from the lower layers that the user-plane resources for PDU sessions are set up, the UE shall stop timer T3540 and may send uplink signalling via the existing N1 NAS signalling connection or user data via user plane. If the uplink signalling is associated with emergency services fallback or establishing an emergency PDU session, the UE shall stop timer T3540 and send the uplink signalling via the existing NAS signalling connection; or

-
upon receipt of a DEREGISTRATION REQUEST message, the UE shall stop timer T3540 and respond to the network-initiated de-registration request as specified in subclause 5.5.2.3.

In case c),

-
upon an indication from the lower layers that the access stratum connection has been released, the UE shall stop timer T3540 and perform a new registration procedure as specified in subclause 5.5.1.2.2 or 5.5.1.2.3.

-
upon receiving a request from upper layers to send NAS signalling associated with emergency services fallback or establishing an emergency PDU session, the UE shall stop timer T3540 and shall locally release the NAS signalling connection, before proceeding as specified in subclause 5.5.1.

In case d),

-
upon an indication from the lower layers that the RRC connection has been released, the UE shall stop timer T3540 and perform a new registration procedure as specified in subclause 5.5.1.2.2 or 5.5.1.2.3.

-
upon receiving a request from upper layers to send NAS signalling associated with emergency services fallback or establishing an emergency PDU session, the UE shall stop timer T3540 and shall locally release the NAS signalling connection, before proceeding as specified in subclause 5.5.1.

In case e),

-
upon an indication from the lower layers that the RRC connection has been released, the UE shall stop timer T3540 and perform a new registration procedure as specified in subclause 5.5.1.3.2.
***** Next change *****
5.4.4.2
Generic UE configuration update procedure initiated by the network

The AMF shall initiate the generic UE configuration procedure by sending the CONFIGURATION UPDATE COMMAND message to the UE. 
The AMF shall in the CONFIGURATION UPDATE COMMAND message either:

a)
include one or more of the following parameters: 5G-GUTI, TAI list, allowed NSSAI that may include the mapping to the configured NSSAI for the HPLMN, LADN information, service area list, MICO indication NITZ information, configured NSSAI that may include the mapping to the configured NSSAI for the HPLMN, rejected NSSAI, network slicing indication, or operator-defined access category definitions;
b)
include the registration requested parameter; or
c)
include a combination of both a) and b).

If an acknowledgement from the UE is requested, the AMF shall indicate acknowledgement requested in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message and shall start timer T3555. Acknowledgement shall be requested for all parameters except when only NITZ is included.

To initiate parameter re-negotiation between the UE and network, the AMF shall indicate "registration requested" in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message.

If a new allowed NSSAI information or AMF re-configuration of supported S-NSSAIs requires an AMF relocation, the AMF shall indicate "registration requested" in the Configuration update indication IE and include the Allowed NSSAI IE in the CONFIGURATION UPDATE COMMAND message.

If the AMF includes a new configured NSSAI in the CONFIGURATION UPDATE COMMAND message and the new configured NSSAI requires an AMF relocation as specified in 3GPP TS 23.501 [8], the AMF shall indicate "registration requested" in the Configuration update indication IE in the message.

If the AMF indicates "registration requested" in the Configuration update indication IE, acknowledgement shall be requested.
If changes to the allowed NSSAI require the UE to initiate a registration procedure, but the AMF is unable to determine an allowed NSSAI for the UE as specified in 3GPP TS 23.501 [8], the CONFIGURATION UPDATE COMMAND message shall indicate "registration requested" and shall not contain any other parameters.

During an established 5GMM context, the network may send none, one, or more CONFIGURATION UPDATE COMMAND messages to the UE. If more than one CONFIGURATION UPDATE COMMAND message is sent, the messages need not have the same content.
5.4.4.3
Generic UE configuration update accepted by the UE

Upon receiving the CONFIGURATION UPDATE COMMAND message, the UE shall use the contents to update appropriate information stored within the UE.

If acknowledgement requested is indicated in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message, the UE shall send a CONFIGURATION UPDATE COMPLETE message.

If the UE receives a new 5G-GUTI in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new 5G-GUTI as valid, the old 5G-GUTI as invalid, stop timer T3519 if running, and delete any stored SUCI; otherwise, the UE shall consider the old 5G-GUTI as valid.
If the UE receives a new TAI list in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new TAI list as valid and the old TAI list as invalid; otherwise, the UE shall consider the old TAI list as valid.

If the UE receives a new service area list in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new service area list as valid and the old service area list as invalid; otherwise, the UE shall consider the old service area list, if any, as valid.

If the UE receives new NITZ information in the CONFIGURATION UPDATE COMMAND message, the UE considers the new NITZ information as valid and the old NITZ information as invalid; otherwise, the UE shall consider the old NITZ information as valid.
If the UE receives a LADN information IE in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the old LADN information as invalid and the new LADN information as valid, if any; otherwise, the UE shall consider the old LADN information as valid.

If the UE receives a new allowed NSSAI for the associated access type in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new allowed NSSAI as valid for the associated access type, store the allowed NSSAI for the associated access type as specified in subclause 4.6.2.2 and consider the old allowed NSSAI for the associated access type as invalid; otherwise, the UE shall consider the old Allowed NSSAI as valid for the associated access type.

If the UE receives a new configured NSSAI in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new configured NSSAI for the registered PLMN as valid and the old configured NSSAI for the registered PLMN as invalid; otherwise, the UE shall consider the old configured NSSAI for the registered PLMN as valid The UE shall store the new configured NSSAI as specified in subclause 4.6.2.2.
If the UE receives the Network slicing indication IE in the CONFIGURATION UPDATE COMMAND message with the Network slicing subscription change indication set to "Network slicing subscription changed", the UE shall delete the network slicing information for each and every PLMN except for the current PLMN as specified in subclause 4.6.2.2.
If the UE receives an operator-defined access category definitions IE in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the old operator-defined access category definitions as invalid and the new operator-defined access category definitions as valid, if any; otherwise, the UE shall consider the old new operator-defined access category definitions as valid.
If the CONFIGURATION UPDATE COMMAND message indicates "registration requested" in the Configuration update indication IE and:

a)
either a new allowed NSSAI or a new configured NSSAI or both are included and:

1)
an emergency PDU session exists, the UE shall, after the completion of the generic UE configuration update procedure and after the emergency PDU session is released, release the existing N1 NAS signalling connection, and start a registration procedure for mobility and periodic registration update as specified in subclause 5.5.1.3; or

2)
no emergency PDU Session exists, the UE shall, after the completion of the generic UE configuration update procedure, and the release of the existing N1 NAS signalling connection, start a registration procedure for mobility and periodic registration update as specified in subclause 5.5.1.3; or

b)
an MICO indication is included without a new allowed NSSAI or a new configured NSSAI, the UE shall, after the completion of the generic UE configuration update procedure, start a registration procedure for mobility and registration update as specified in subclause 5.5.1.3 to re-negotiate MICO mode with the network.

The UE receiving the rejected NSSAI in the CONFIGURATION UPDATE COMMAND message takes the following actions based on the rejection cause in the rejected NSSAI:
"S-NSSAI not available in the current PLMN"

The UE shall add the rejected S-NSSAI(s) in the rejected NSSAI for the current PLMN as specified in subclause 4.6.2.2 and not attempt to use this S-NSSAI in the current PLMN until switching off the UE or the UICC containing the USIM is removed. 

"S-NSSAI not available in the current registration area"

The UE shall add the rejected S-NSSAI(s) in the rejected NSSAI for the current PLMN and registration area combination as specified in subclause 4.6.2.2 and not attempt to use this S-NSSAI in the current registration area until switching off the UE, the UE moving out of the current registration area or the UICC containing the USIM is removed.
If the CONFIGURATION UPDATE COMMAND message indicates "registration requested" and contains no other parameters, the UE shall, after the completion of the generic UE configuration update procedure, and the release of the existing N1 NAS signalling connection, start a registration procedure for mobility and periodic registration update as specified in subclause 5.5.1.3.
5.4.4.4
Generic UE configuration update completion by the network

Upon receipt of the CONFIGURATION UPDATE COMPLETE message, the AMF shall stop the timer T3555.

If a new 5G-GUTI was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new 5G-GUTI as valid and the old 5G-GUTI as invalid.
If a new TAI list was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new TAI list as valid and the old TAI list as invalid.
If a new service area list was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new service area list as valid and the old service area list as invalid.
If new allowed NSSAI information was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new allowed NSSAI information as valid and the old allowed NSSAI information as invalid. If new configured NSSAI information was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new configured NSSAI information as valid and the old configured information as invalid. If there are active PDU sessions associated with S-NSSAI(s) not included in the new allowed NSSAI, the AMF shall notify the SMF(s) associated with these PDU sessions to initiate the network-requested PDU session release procedure according to subclause 6.3.3 in the present specification and subclause 5.15.5.2.2 in 3GPP TS 23.501 [8].
If registration requested was indicated in the CONFIGURATION UPDATE COMMAND message and:

a)
the CONFIGURATION UPDATE COMMAND message contained:

1)
an allowed NSSAI, a configured NSSAI or both;

2)
the network slicing indication; or

3)
no other parameters; and

b)
no PDU session for emergency services has been established for the UE;

then the AMF shall initiate the release of the N1 NAS signalling connection.

If a LADN information IE was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the old LADN information as invalid and the new LADN information as valid, if any. In this case, if the tracking area identity list received in the new LADN information does not include the current TA, the AMF shall indicate the SMF to release the PDU session for LADN or release the user-plane resources for the PDU session for LADN (see 3GPP TS 23.501 [8] and 3GPP TS 23.502 [9]).

***** End changes *****
