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1. Introduction
This pCR contains changes to TS 24.379 to move user profile checks to a non-controlling function from the controlling function for requests destined for a partner system. Changes for a controlling function to no longer check the user profile for requests originating in a partner system are listed in editor's notes.
First change adds an appendix heading to the TR for changes to TS 24.379 and a general section describing the change tracking.
Second change updates Functional connectivity models for non-controlling as proxy for partner CS

Third change adds new distinguishing string for SIP INVITEs to 6.3.1.1.
The fourth change, the CF obtains the organization by different means depending on whether the initiating user is homed in a partner system.

The fifth change adds a procedure for the non-CF to receive, check user profile parameters and forward an originating SIP INVITE. The subclause is based upon portions of the originating/terminating pairs: 10.1.1.4.1.1/10.1.1.4.2 and 10.1.2.4.1.1/10.1.2.4.2. Process-wise, the new subclause A.10.1.1.5.6 is executed by the NCF on an invite from the PF, when the invite is forwarded, it goes to one of the aforementioned subclauses pairs in the partner CF.
The sixth change allows also a non-CF to generate a rejection for an unauthorized emergency or imm peril call.

The seventh change is a new non-CF subclause for SIP re-INVITE for prearranged calls, to call new user profile checking subclauses The new subclause is based upon 10.1.1.4.7. Process-wise, the new subclause A.10.1.1.5.7 is executed by the NCF on a re-invite from the PF, when the re-invite is forwarded, it goes to 10.1.1.4.7 in the partner CF.
The eighth change is a new non-CF subclause for SIP re-INVITE for prearranged calls, to call new user profile checking subclauses specific for imminent peril. The new subclause is based upon 10.1.1.4.8.

The nineth change is a new non-CF subclause for SIP re-INVITE for chat calls, to call new user profile checking subclauses The new subclause is based upon 10.1.2.4.1.2. Process-wise, the new subclause A.10.1.2.5.2 is executed by the NCF on a re-invite from the PF, when the re-invite is forwarded, it goes to 10.1.2.4.1.2 in the partner CF.
The tenth change is a new non-CF subclause for SIP re-INVITE for chat calls, to call new user profile checking subclauses specific for imminent peril. The new subclause is based upon 10.1.2.4.1.3.

Rev 1:

-
Changed annex to pertain to one approach for user profile checking

-
Added underlining for changes to the existing TS, strikethrough font for removal of text to the existing TS
2. Reason for Change

Without this change, a controlling function would require access to a partner system user profiles in order to check emergency and imminent peril authorizations and organization name for originating users.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP 3GPP TR 24.883-030.
* * * First Change * * * *

Annex A (normative):
Proposed changes to 3GPP TS 24.379 [81] for non-controlling check of user profile
A.1
General

Editor's note:
The subclauses in this anxex are intended to be applied as CRs to 3GPP TS 24.379 [81] directly, whether or not the other clauses in the present document become a new TS or are moved to existing TSs. The letter A is prepended to target 3GPP TS 24.379 [81] subclause title numbers. References within the subclauses do not prepend the letter A since the text body will be directly ported to 3GPP TS 24.379 [81]. The following markup is required, so that it survives when tracking is cleared on the TR and still indicate the changes required to 3GPP TS 24.379 [81]: deleted text is highlighted in red, added text highlighted in green. Additionally, added text will be with underlined font and deleted text will be with a strikethru font.
The present annex provides one approach for checking user profile information in a multi-system scenario. In the current release of 3GPP TS 24.379, the controlling function checks the user profile document for the user's authorization to initiate priority calls and emergency alerts. Where the controlling function is in a partner system, the originating system is better suited to check the user profile. The approach in the present annex moves the user profile checks to a non-controlling function in the originating system.
* * * Second Change * * * *

A.5.3.2
Functional connectivity models

The following figures give an overview of the connectivity between the different functions of the MCPTT server as described in subclause 5.3.1.

NOTE:
Separate boxes are shown for each of the functions of the MCPTT server. In each MCPTT system, these functions can be physically combined into one MCPTT server or can be implemented on more than one MCPTT server. For example, there could be an instantiation of an MCPTT server that only serves as a controlling MCPTT function, but not as a participating MCPTT function for any MCPTT clients. When an MCPTT server supports more than one function, then sending requests from one function to another does not incur a traversal of the underlying IMS SIP core network.

Figure 5.3.2-1 shows the basic functions of the MCPTT server when operating within the primary MCPTT system.
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Figure 5.3.2-1: Functions of the MCPTT server in the primary MCPTT system

Figure 5.3.2-2 shows the use of the non-controlling MCPTT function of an MCPTT group within the primary MCPTT system. This can occur due to group re-grouping of groups within the same MCPTT system, where the MCPTT server(s) of one or more of the constituent groups are not controlled by the same controlling MCPTT function as that of the temporary group. The non-controlling MCPTT function of an MCPTT group either provide the identities of the users of the group to the controlling MCPTT function, or the non-controlling MCPTT function of an MCPTT group can invite the users of the group on behalf of the controlling MCPTT function.
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Figure 5.3.2-2: The non-controlling function operating in the primary MCPTT system

Figure 5.3.2-3 shows the roles of the MCPTT server in a mutual aid relationship between a primary MCPTT system and a partner MCPTT system. Here, the controlling MCPTT function is in the primary MCPTT system and the called user is homed in a partner MCPTT system.
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Figure 5.3.2-3: Mutual aid relationship between the primary MCPTT system and a partner MCPTT system with the controlling MCPTT function in the primary MCPTT system

Figure 5.3.2-4 shows the roles of the MCPTT server in a mutual aid relationship between a primary MCPTT system and a partner MCPTT system. Here, the controlling MCPTT function is in the partner MCPTT system.
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Figure 5.3.2-4: Mutual aid relationship between the primary MCPTT system and a partner MCPTT system with the controlling MCPTT function in the partner MCPTT system

Figure 5.3.2-5 shows the roles of the MCPTT server in a mutual aid relationship between a primary MCPTT system and a partner MCPTT with the use of a non-controlling MCPTT function of an MCPTT group within the partner MCPTT system. This can occur due to group re-grouping where the MCPTT server(s) of one or more of the constituent groups are homed on the partner system. If the primary MCPTT system and partner MCPTT system operate in a trusted mutual aid relationship, then the non-controlling MCPTT function of an MCPTT group can provide the identities of the users of the group to the controlling MCPTT function. If the primary MCPTT system and partner MCPTT system operate in an untrusted mutual aid relationship, then the non-controlling MCPTT function of an MCPTT group invites the users of the group on behalf of the controlling MCPTT function.
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Figure 5.3.2-5: Mutual aid relationship between the primary MCPTT system and a partner MCPTT system involving the use of a non-controlling MCPTT function of an MCPTT group in the partner MCPTT system

Figure 5.3.2-6 illustrates a functional connectivity model involving multiple partner systems where the partner system that owns the group does not home any of the group members.
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Figure 5.3.2-6: Mutual aid relationship between the primary MCPTT system and more than one partner MCPTT system

Other functional connectivity models can exist.

* * * Third Change * * * *

A.6.3.1.1
SIP INVITE request

The MCPTT server needs to distinguish between the following initial SIP INVITE requests for originations and terminations:

-
SIP INVITE requests routed to the participating MCPTT function as a result of processing initial filter criteria at the S-CSCF in accordance with the origination procedures as specified in 3GPP TS 24.229 [4] with the Request-URI set to a public service identity of the participating MCPTT function that identifies the pre-established session set-up. Such requests are known as "SIP INVITE request for establishing a pre-established session" in the procedures in the present document;

-
SIP INVITE requests routed to the participating MCPTT function as a result of processing initial filter criteria at the S-CSCF in accordance with the origination procedures as specified in 3GPP TS 24.229 [4] and the Request-URI is set to a public service identity of the participating MCPTT function that does not identify the pre-established session set-up. Such requests are known as "SIP INVITE request for originating participating MCPTT function" in the procedures in the present document;

-
SIP INVITE requests routed to the participating MCPTT function as a result of processing initial filter criteria at the S-CSCF in accordance with the termination procedures as specified in 3GPP TS 24.229 [4] and the Request-URI contains a PSI of the terminating participating MCPTT function. Such requests are known as "SIP INVITE request for terminating participating MCPTT function" in the procedures in the present document;

-
SIP INVITE requests routed to the controlling MCPTT function as a result of PSI routing on the originating side in accordance with the originating procedures as specified in 3GPP TS 24.229 [4], or as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [4], the Request-URI is set to a public service identity for MCPTT private call and the Contact header field does not contain the isfocus media feature tag specified in IETF RFC 3840 [16]. Such requests are known as "SIP INVITE request for controlling MCPTT function of a private call" in the procedures in the present document;

-
SIP INVITE requests routed to the controlling MCPTT function as a result of PSI routing on the originating side in accordance with the originating procedures as specified in 3GPP TS 24.229 [4], or as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [4], the Request-URI is set to a public service identity serving an MCPTT group and the Contact header field does not contain the isfocus media feature tag specified in IETF RFC 3840 [16]. Such requests are known as "SIP INVITE request for controlling MCPTT function of an MCPTT group" in the procedures in the present document;

-
SIP INVITE requests routed to the non-controlling MCPTT function of an MCPTT group as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [4], the Request-URI is set to a public service identity serving an MCPTT group and the Contact header field contains the isfocus media feature tag specified in IETF RFC 3840 [16]; Such requests are known as "SIP INVITE request for non-controlling MCPTT function of an MCPTT group" in the procedures in the present document;

-
SIP INVITE requests routed to the non-controlling MCPTT function as a result of PSI routing on the originating side in accordance with the originating procedures as specified in 3GPP TS 24.229 [4], or as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [4] and the Request-URI is set to a public service identity serving an MCPTT group hosted in a partner system. Such requests are known as "SIP INVITE request for non-controlling MCPTT function of an MCPTT group in a partner system" in the procedures in the present document;
-
SIP INVITE requests routed to the controlling MCPTT function as a result of PSI routing on the originating side in accordance with the originating procedures as specified in 3GPP TS 24.229 [4], or as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [4], the Request-URI is set to a public service identity for first-to-answer call and the Contact header field does not contain the isfocus media feature tag specified in IETF RFC 3840 [16]. Such requests are known as "SIP INVITE request for controlling MCPTT function of a first-to-answer call" in the procedures in the present document; and
-
SIP INVITE requests routed to the controlling MCPTT function as a result of PSI routing on the originating side in accordance with the originating procedures as specified in 3GPP TS 24.229 [4], or as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [4], the Request-URI is set to a public service identity for MCPTT ambient listening call and the Contact header field does not contain the isfocus media feature tag specified in IETF RFC 3840 [16]. Such requests are known as "SIP INVITE request for controlling MCPTT function of an ambient listening call" in the procedures in the present document.
* * * Fourth Change * * * *

A.6.3.3.1.12
Populate mcptt-info and location-info MIME bodies for emergency alert

This subclause is referenced from other procedures.

This subclause describes the procedures for populating the application/vnd.3gpp.mcptt-info+xml and application/vnd.3gpp.mcptt-location-info+xml MIME bodies for an MCPTT emergency alert. The procedure is initiated by the controlling MCPTT function when it has received a SIP request initiating an MCPTT emergency alert and generates a message containing the MCPTT emergency alert information required by 3GPP TS 23.379 [3].
The controlling MCPTT function:

1)
shall include, if not already present, an application/vnd.3gpp.mcptt-info+xml MIME body as specified in Annex F.1, and set the <alert-ind> element to a value of "true";

2)
if the initiating user is homed in the same system as the controlling MCPTT function: 
a)
shall determine the value of the MCPTT user's Mission Critical Organization from the <MissionCriticalOrganization> element, of the MCPTT user profile document (see the MCPTT user profile document in 3GPP TS 24.484 [50]); and
b)
shall include in the <mcpttinfo> element containing the <mcptt-Params> element containing an <mc-org> element set to the value of the MCPTT user's Mission Critical Organization; 
3)
if the initiating user is homed in a different system than the controlling MCPTT function, shall copy the <mcpttinfo> element containing the <mcptt-Params> element containing an <mc-org> element from the incoming SIP request to the outgoing SIP request; and
4)
shall copy the contents of the application/vnd.3gpp.mcptt-location-info+xml MIME body in the received SIP request into an application/vnd.3gpp.mcptt-location-info+xml MIME body included in the outgoing SIP request.
* * * Fifth Change * * * *

A.10.1.1.5.6
Procedures for SIP INVITE targeted to partner system

When receiving the "SIP INVITE request for non-controlling MCPTT function of an MCPTT group in a partner system", the MCPTT server in the same system as the participating MCPTT function acts as a non-controlling MCPTT function, performs user profile checking and forwards the invite to the controlling MCPTT function in the partner system.
NOTE 1:
This subclause is applicable to prearranged and chat group calls.
In the procedures in this subclause:

1)
MCPTT ID in an incoming SIP INVITE request refers to the MCPTT ID of the originating user from the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request;

2)
group identity in an incoming SIP INVITE request refers to the group identity from the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request;

3)
MCPTT ID in an outgoing SIP INVITE request refers to the MCPTT ID of the called user in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the outgoing SIP INVITE request;

4)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

5)
imminent peril indication in an incoming SIP INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.

Upon receipt of a " SIP INVITE request for non-controlling MCPTT function of an MCPTT group in a partner system", the non-controlling MCPTT function:

1)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";

2)
if received SIP INVITE request includes an application/vnd.3gpp.mcptt-info+xml MIME body with an <emergency-ind> element included or an <imminentperil-ind> element included, shall validate the request as described in subclause 6.3.3.1.17;
3)
if received SIP INVITE request includes an application/vnd.3gpp.mcptt-info+xml MIME body with an <emergency-ind> and if the <alert-ind> element is set to "true" in the received SIP INVITE request and the requesting MCPTT user and MCPTT group are authorised for the initiation of MCPTT emergency alerts as determined by the procedures of subclause 6.3.4.5.1, shall populate the application/vnd.3gpp.mcptt-info+xml MIME body and the application/vnd.3gpp.mcptt-location-info+xml MIME body as specified in subclause 6.3.3.1.12. Otherwise, shall set the <alert-ind> element to a value of "false"; 
Editor's note:
Add subclause 6.3.4.5.1, based upon 6.3.3.1.13.1, modified for the non-controlling function to only check for user profile authorizations. Modify subclause 6.3.3.1.13.1 to remove any user profile checking.
4)
if the SIP INVITE request contains an unauthorised request for an MCPTT emergency group call as determined by subclause 6.3.4.5.2:
Editor's note:
Add subclause 6.3.4.5.2, based upon 6.3.3.1.13.2, modified for the non-controlling function to only check for user profile authorizations. Modify subclause 6.3.3.1.13.2 to remove any user profile checking.
a)
shall reject the SIP INVITE request with a SIP 403 (Forbidden) response as specified in subclause 6.3.3.1.14; and

b)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;

5)
if the SIP INVITE request contains an unauthorised request for an MCPTT imminent peril group call as determined by subclause 6.3.4.5.6, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response with the following clarifications: 
Editor's note:
Add subclause 6.3.4.5.6, based upon 6.3.3.1.13.6, modified for the non-controlling function to only check for user profile authorizations. Modify subclause 6.3.3.1.13.6 to remove any user profile checking.
a)
shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a value of "false"; and

b)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;

6)
if a Resource-Priority header field is included in the SIP INVITE request: 

a)
if the Resource-Priority header field is set to the value indicated for emergency calls and the SIP INVITE request does not contain an emergency indication and the in-progress emergency state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps; or

b)
if the Resource-Priority header field is set to the value indicated for imminent peril calls and the SIP INVITE request does not contain an imminent peril indication and the in-progress imminent peril state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps;

7)
shall determine the public service identity of the controlling MCPTT function in the partner system associated with the group identity in the SIP INVITE request;
8) shall forward the SIP INVITE request to the controlling MCPTT function in the partner system.
NOTE 2:
How the non-controlling MCPTT server discovers the public service identity of the controlling MCPTT function in the partner system associated with the group identity is out of scope of the current release.

Upon receipt of a SIP 2xx, 4xx, 5xx or 6xx response to the above SIP INVITE request, the participating MCPTT function:

1)
shall generate a SIP response according to 3GPP TS 24.229 [4];

2)
shall include any warning header field(s) that were received in the incoming SIP response; and
3)
shall forward the SIP response to the oringinating participating MCPTT server according to 3GPP TS 24.229 [4];
* * * Sixth Change * * * *

A.6.3.3.1.14
Generating a SIP 403 response for priority call request rejection

If the non-controlling or controlling MCPTT function has received a SIP request with the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body is set to "true" and this is an unauthorised request for an MCPTT emergency call as determined by the procedures of subclause 6.3.4.5.2 for the non-controlling function or subclause 6.3.3.1.13.2 for the controlling function, the non-controlling or controlling MCPTT function shall:
1)
include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in Annex F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "false" and the <alert-ind> element set to a value of "false".
* * * Seventh Change * * * *

A.10.1.1.5.7
Receipt of a SIP re-INVITE request

In the procedures in this subclause:
1)
emergency indication in an incoming SIP re-INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

2)
imminent peril indication in an incoming SIP re-INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.
Upon receipt of a SIP re-INVITE request for an MCPTT session identity identifying an on-demand prearranged MCPTT group session, the non-controlling MCPTT function:

1)
if received SIP re-INVITE request includes an application/vnd.3gpp.mcptt-info+xml MIME body with an <emergency-ind> element included or an <imminentperil-ind> element included, shall validate the request as described in subclause 6.3.3.1.17;

2)
if the received SIP re-INVITE request contains an unauthorised request for an MCPTT emergency call as determined by subclause 6.3.4.5.2:

a)
shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response as specified in subclause 6.3.3.1.14; and

b)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;

3)
if the received SIP re-INVITE request contains an imminent peril indication set to "true" for an MCPTT imminent peril group call and this is an unauthorised request for an MCPTT imminent peril group call as determined by subclause 6.3.4.5.6, shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response with the following clarifications:

a)
shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a value of "false"; and

b)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;

4)
if a Resource-Priority header field is included in the received SIP re-INVITE request: 

a)
if the Resource-Priority header field is set to the value indicated for emergency calls and the SIP re-INVITE request does not contain an emergency indication and the in-progress emergency state of the group is set to a value of "false", shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps; and

b)
if the Resource-Priority header field is set to the value indicated for imminent peril calls and the SIP re-INVITE request does not contain an imminent peril indication and the in-progress imminent peril state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps;

5)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "true" and is an authorised request to initiate an MCPTT emergency group call as determined by subclause 6.3.4.5.2, the non-controlling MCPTT function shall:

a)
if the received SIP INVITE contains an alert indication set to a value of "true" and this is not an authorised request for an MCPTT emergency alert meeting the conditions specified in subclause 6.3.4.5.1, shall remove the <alert-ind> from element of the application/vnd.3gpp.mcptt-info+xml MIME body of the received SIP re-INVITE.

6)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "false" and is an unauthorised request for an MCPTT emergency group call cancellation as determined by subclause 6.3.4.5.4:
Editor's note:
Add subclause 6.3.4.5.4, based upon 6.3.3.1.13.4, modified for the non-controlling function to only check for user profile authorizations. Modify 6.3.3.1.13.4 to remove any user profile checks.
a)
shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response;

b)
shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in annex F.1 with an <emergency-ind> element set to a value of "true";

c)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
7)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "false" and is determined to be an authorised request for an MCPTT emergency call cancellation as specified in subclause 6.3.3.1.16 and the in-progress emergency state of the group to is set to a value of "true" the non-controlling MCPTT function:

a)
if an <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body is included and set to "false" and is determined to be an unauthorised request for an MCPTT emergency alert cancellation as specified in subclause 6.3.4.5.3 shall remove the <alert-ind> from element of the application/vnd.3gpp.mcptt-info+xml MIME body of the received SIP re-INVITE.
Editor's note:
Add subclause 6.3.4.5.3, based upon 6.3.3.1.13.3, modified for the non-controlling function to only check for user profile authorizations. Modify 6.3.3.1.13.3 to remove any user profile checks.
8)
if the received SIP re-INVITE request contains an imminent peril indication and the in-progress emergency group state of the group is set to a value of "false", shall perform the procedures specified in subclause A.10.1.1.5.8 and skip the rest of the steps.

9) shall forward the SIP re-INVITE request to the controlling MCPTT function in the partner system.

NOTE:
How the non-controlling MCPTT server discovers the public service identity of the controlling MCPTT function in the partner system associated with the group identity is out of scope of the current release.
Upon receipt of a SIP 2xx, 4xx, 5xx or 6xx response to the above SIP INVITE request, the participating MCPTT function:

1)
shall generate a SIP response according to 3GPP TS 24.229 [4];

2)
shall include any warning header field(s) that were received in the incoming SIP response; and

3)
shall forward the SIP response to the oringinating participating MCPTT server according to 3GPP TS 24.229 [4];
* * * Eighth Change * * * *

A.10.1.1.5.8
Handling of a SIP re-INVITE request for imminent peril session

This procedure is initiated by the non-controlling MCPTT function as the result of an action in subclause A.10.1.1.5.7.

In the procedures in this subclause:

1)
imminent peril indication in an incoming SIP re-INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.

When the non-controlling function receives a SIP re-INVITE request with an imminent peril indication set to "true", the non-controlling function:

1)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <imminentperil-ind> element set to a value of "false" and is an unauthorised request for an MCPTT imminent peril group call cancellation as determined by subclause 6.3.4.5.6 shall:

a)
reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP re-INVITE request; and

b)
include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in Annex F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a value of "false";
c) send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4]; and

d) skip the rest of the steps;

2) shall forward the SIP re-INVITE request to the controlling MCPTT function in the partner system.

NOTE:
How the non-controlling MCPTT server discovers the public service identity of the controlling MCPTT function in the partner system associated with the group identity is out of scope of the current release.
Upon receipt of a SIP 2xx, 4xx, 5xx or 6xx response to the above SIP INVITE request, the participating MCPTT function:

1)
shall generate a SIP response according to 3GPP TS 24.229 [4];

2)
shall forward the SIP response to the originating participating MCPTT function according to 3GPP TS 24.229 [4];
* * * Nineth Change * * * *

A.10.1.2.5.2
Receipt of a SIP re-INVITE request

In the procedures in this subclause:

1)
emergency indication in an incoming SIP re-INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

2)
imminent peril indication in an incoming SIP re-INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.

Upon receipt of a SIP re-INVITE request for an MCPTT session identity identifying a chat MCPTT group session, the non-controlling MCPTT function:

1)
if the received SIP re-INVITE request includes an application/vnd.3gpp.mcptt-info+xml MIME body with an <emergency-ind> element included or an <imminentperil-ind> element included, shall validate the request as described in subclause 6.3.3.1.17;

2)
if the SIP re-INVITE request contains an unauthorised request for an MCPTT emergency call as determined by subclause 6.3.4.5.2:

a)
shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response as specified in subclause 6.3.3.1.14; and

b)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
3)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "true" and is an authorised request to initiate an MCPTT emergency group call as determined by subclause 6.3.4.5.2, the controlling MCPTT function shall:

a)
if the in-progress emergency state of the group is set to a value of "true" and the MCPTT user is indicating a new emergency indication:

i)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <alert-ind> element set to a value of "true" and is an unauthorised request for an MCPTT emergency alert as determined by subclause 6.3.4.5.1, shall c remove the <alert-ind> from element of the application/vnd.3gpp.mcptt-info+xml MIME body of the received SIP re-INVITE.

b)
if the in-progress emergency state of the group is set to a value of "false":

i)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <alert-ind> element set to a value of "true" and this is an authorised request for an MCPTT emergency alert as specified in subclause 6.3.4.5.1, shall remove the <alert-ind> from element of the application/vnd.3gpp.mcptt-info+xml MIME body of the received SIP re-INVITE.

4)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "false" and is an unauthorised request for an MCPTT emergency group call cancellation as determined by subclause 6.3.4.5.4:

a)
shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response;

b)
shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in annex F.1 with an <emergency-ind> element set to a value of "true";

c)
if an <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body is included set to "false" and there is an outstanding MCPTT emergency alert for the MCPTT user, shall include in the application/vnd.3gpp.mcptt-info+xml MIME body and <alert-ind> element set to a value of "true"; and

d)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
5)
if the received SIP re-INVITE request contains an imminent peril indication, shall perform the procedures specified in subclause A.10.1.2.5.3 and skip the rest of the steps;

6)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <alert-ind> element set to a value of "true" and if this is an unauthorised request for an MCPTT emergency alert as determined by subclause 6.3.4.5.1, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;

7)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <alert-ind> element set to a value of "false" and if this is an unauthorised request for an MCPTT emergency alert cancellation as determined by subclause 6.3.4.5.3, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;

NOTE 1:
In this case, the request was for an imminent peril call but a higher priority MCPTT emergency call was already in progress on the group. Hence, the imminent peril call request aspect of the request is denied but the request is granted with emergency level priority.

8) shall forward the SIP re-INVITE request to the controlling MCPTT function in the partner system.

NOTE 2:
How the non-controlling MCPTT server discovers the public service identity of the controlling MCPTT function in the partner system associated with the group identity is out of scope of the current release.
Upon receiving a SIP 200 (OK) response to the forwarded SIP re-INVITE, the non-controlling MCPTT function shall:

2) forward the SIP 200 (OK) response to the originating participating MCPTT function.
Upon receiving a SIP ACK to the SIP 200 (OK) response sent towards the inviting MCPTT client, and the SIP 200 (OK) response was sent with the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4, the controlling MCPTT function shall follow the procedures in subclause 6.3.3.1.18, where the non-controlling function performs the controlling role.
* * * Tenth Change * * * *

A.10.1.2.5.3
Handling of a SIP re-INVITE request for imminent peril session

In the procedures in this subclause:

1)
imminent peril indication in an incoming SIP re-INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.

When the non-controlling function receives a SIP re-INVITE request with and imminent peril indication, the non-controlling function:

1)
if the SIP re-INVITE request contains an unauthorised request for an MCPTT imminent peril group call as determined by subclause 6.3.4.5.5, shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response with the following clarifications:

Editor's note:
Add subclause 6.3.4.5.5, based upon 6.3.3.1.13.5, modified for the non-controlling function to only check for user profile authorizations.

a)
shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in Annex F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a value of "false"; and

b)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;

2)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <imminentperil-ind> element set to a value of "false" and is an unauthorised request for an MCPTT imminent peril group call cancellation as determined by subclause 6.3.4.5.6 shall:

a)
reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP re-INVITE request; and

b)
include in the SIP 403 (Forbidden) response:

i)
include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in Annex F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a value of "false";

ii) send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4]; and

iii) skip the rest of the steps;

3) shall forward the SIP re-INVITE request to the partner system.

NOTE:
How the non-controlling MCPTT server discovers the public service identity of the the partner system associated with the group identity is out of scope of the current release.
Upon receiving a SIP 200 (OK) response to the forwarded SIP re-INVITE, the non-controlling MCPTT function shall:

1) forward the SIP 200 (OK) response to the originating participating MCPTT function.
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