[bookmark: _Toc525229425]110.1.1.5.4	SIP OPTIONS request authorization procedure
Upon receipt of an SIP OPTIONS request containing a P-Asserted-Identity header field containing the public service identity of a MCPTT server not authorized to send the SIP OPTIONS request, the IWF performing the non-controlling MCPTT functionrole of an MCPTT group shall send a SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and exit this subclause.
Upon receipt of an SIP OPTIONS request containing a P-Asserted-Identity header field containing the public service identity of a MCPTT server authorized to send the SIP OPTIONS request, the IWF performing the non-controlling role non-controlling MCPTT function of an MCPTT group shall perform the actions in this subclause.
The IWF performing the non-controlling role non-controlling MCPTT function shall retrieve the group document from the group management server for the MCPTT group ID contained in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP OPTIONS request with the following clarifications:
NOTE:	The action of the IWF performing the non-controlling role non-controlling MCPTT function of an MCPTT group on receipt of the SIP OPTIONS request mimics the actions of the IWF performing the non-controlling rolenon-controlling MCPTT function of an MCPTT group on receipt of the SIP INVITE request.
The IWF performing the non-controlling role non-controlling MCPTT function shall:
1)	if the IWF performing the non-controlling role non-controlling MCPTT function fails to retrieve the group document from the group management server, send a shall send the SIP 404 (Not Found) response to the SIP OPTIONS request with the warning text set to "113 group document does not exist" in a Warning header field as specified in subclause 4.4;
2)	if the IWF performing the non-controlling role non-controlling MCPTT function successfully retrieves the group document from the group management server or if the group document was already cached and if one of the following conditions are fulfilled:
a)	if the constituent MCPTT group is a chat group and the rules for joining a group conference as specified in 3GPP TS 24.379 [81] subclause 6.3.5.3 are fulfilled; or
[bookmark: _GoBack]b)	if the constituent MCPTT group is a prearranged group and the rules for initiating a prearranged group session as specified in 3GPP TS 24.379 [81] subclause 6.3.5.4;
Editor’s Note: The original text of step b) above is an incomplete sentence/phrase. Is it supposed to be a compound “if”, such as “if the group is prearranged and the rules for initiating have been satisfied”?
	then the IWF performing the non-controlling rolenon-controlling MCPTT function:
a)	shall send the SIP 200 (OK) response to the SIP OTIONS response as specified in 3GPP TS 24.229 [4] and the IETF RFC 3261 [24] populated as follows:
i)	shall include a warning text set to "147 user is authorized to initiate a temporary group call" in a Warning header field as specified in 3GPP TS 24.379 [81] subclause 4.4;
ii)	shall include an application/vnd.3gpp.mcptt-info MIME body with:
A)	the <session-type> element set to "chat", if the constituent MCPTT group is a chat group; and
B)	the <session-type> element set to "prearranged", if the constituent MCPTT group is a prearranged group; and
iii)	shall include the P-Asserted-Identity of the IWF performing the non-controlling role non-controlling MCPTT function of an MCPTT group; and
3)	if none of the conditions in step 2 above) are fulfilled, shall send a SIP 403 (Forbidden) response with the warning text set to "119 user is not authorised to initiate the group call" in a Warning header field as specified in 3GPP TS 24.379 [81] subclause 4.4.
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