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1. Introduction
Adds subclause
2. Reason for Change
The existing TS 24.379 subclause cannot be referenced because:
-
Refers to a changed subclause
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP 3GPP TR 24.883-030.
* * * First Change * * * *

110.1.1.4.8
Handling of a SIP re-INVITE request for imminent peril session
This procedure is initiated by the IWF performing the controlling role as the result of an action in subclause 110.1.1.4.7.

In the procedures in this subclause:

1)
imminent peril indication in an incoming SIP re-INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.

When the IWF performing the controlling role receives a SIP re-INVITE request with an imminent peril indication set to "true", the IWF performing the controlling role:

1)
if the in-progress emergency state of the group is set to a value of "false" and if the SIP re-INVITE request contains an imminent peril indication set to a value of "true" or the in-progress imminent peril state of the group to "true", the IWF performing the controlling role shall:
NOTE: 1
The calling procedure has already determined that this is not an unauthorised request for an MCPTT imminent peril call, therefore that check does not need to be repeated in the current procedure.

a)
if the in-progress imminent peril state of the group is set to a value of "true" and the MCPTT user is indicating a new imminent peril indication:

i)
for each of the other affiliated MCPTT member of the group generate a SIP MESSAGE request notification of the MCPTT user's imminent peril indication as specified in 3GPP TS 24.379 [81], subclause 6.3.3.1.11, with the IWF performing the controlling role, with the following clarifications;

A)
set the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "true"; and

B)
send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4];

b)
if the in-progress imminent peril state of the group is set to a value of "false";
i)
set the value of the in-progress imminent peril state of the group to "true";

ii)
generate SIP re-INVITE requests for the MCPTT imminent peril group call to MCPTT participants in the MCPTT group call as specified in 3GPP TS 24.379 [81], subclause 6.3.3.1.15, with the IWF performing the controlling role;

iii)
send the SIP re-INVITES to all of the other MCPTT participants in the MCPTT group call;

iv)
for each of the affiliated MCPTT members of the group not participating in the group call, generate a SIP MESSAGE request notification of the MCPTT user's imminent peril indication as specified in 3GPP TS 24.379 [81], subclause 6.3.3.1.11, with the IWF performing the controlling role, with the following clarifications;

A)
set the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "true"; and

B)
send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4]; and

c)
cache the information that the MCPTT user has initiated an MCPTT imminent peril call;
2)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <imminentperil-ind> element set to a value of "false" and is an unauthorised request for an MCPTT imminent peril group call cancellation as determined by subclause 106.3.3.1.13.6 shall:

a)
reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP re-INVITE request; and

b)
include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in Annex F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a value of "false";
c) send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4]; and
d) skip the rest of the steps;

3)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <imminentperil-ind> element set to a value of "false" and is determined to be an authorised request for an MCPTT imminent peril call cancellation as specified in subclause 106.3.3.1.13.6 and the in-progress imminent peril state of the group to is set to a value of "true" the IWF performing the controlling role shall:

a)
set the in-progress imminent peril state of the group to a value of "false";

b)
cache the information that the MCPTT user no longer has an outstanding MCPTT imminent peril group call;

c)
generate SIP re-INVITES requests to the other MCPTT participants in the MCPTT group call as specified in 3GPP TS 24.379 [81], subclause 6.3.3.1.15, with the IWF performing the controlling role. The MCPTT controlling function:

i)
for each MCPTT participant shall send the SIP re-INVITE request towards the MCPTT client as specified in 3GPP TS 24.229 [4]; and

ii)
Upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the IWF performing the controlling role interact with the media plane as specified in 3GPP TS 24.380 [5]; and
NOTE 2:
3GPP TS 24.379 [81], subclause 6.3.3.1.15, with the IWF performing the controlling role, will inform the affiliated and joined MCPTT members of the cancellation of the MCPTT group's in-progress emergency state and the cancellation of the MCPTT emergency alert if applicable.

d)
for each of the affiliated MCPTT members of the group not participating in the call shall:

i)
generate a SIP MESSAGE request notification of the cancellation of the MCPTT user's imminent peril call as specified in 3GPP TS 24.379 [81], subclause 6.3.3.1.11, with the IWF performing the controlling role;

ii)
set the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "false"; and
iii)
send the SIP MESSAGE request according to 3GPP TS 24.229 [4];
4)
shall include in the SIP 200 (OK) response an SDP answer according to 3GPP TS 24.229 [4] with the clarifications specified in 3GPP TS 24.379 [81], subclause 6.3.3.2.1, with the IWF performing the controlling role;

5)
shall include the "norefersub" option tag in a Supported header field according to IETF RFC 4488 [22];
6)
shall include the "tdialog" option tag in a Supported header field according to IETF RFC 4538 [23];

7)
shall interact with media plane as specified in 3GPP TS 24.380 [5]; and

8)
shall send the SIP 200 (OK) response towards the MCPTT client according to 3GPP TS 24.229 [4].

Upon receipt of a SIP 2xx response for an outgoing SIP MESSAGE request, shall handle according to 3GPP TS 24.229 [4].

