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	Reason for change:
	SA1 have decided that the Extended Local Emergency Numbers List is conditionally deleted upon PLMN change.

When using 3GPP access, see CR#6134 (C1-186019).

When using 3GPP and WLAN access or WLAN access only, the UE may be connected to a different PLMN via each access, and the WLAN access may be connected to the EPC or to 5GC. 
When the EENL is valid in the entire country, there are no issues.

When the EENL is valid in the PLMN, and the UE is connected to the same PLMN via each access, there are no issues.

When the EENL is valid in the PLMN, and the UE is connected to different PLMNs, there can be issues:



	
	

	Summary of change:
	· 
The UE cannot use URN information from PLMN A when attempting an emergency call with PLMN B, if the emergency information is PLMN specific.

· 
When the UE does not have URN information for the detected emergency number for the PLMN, the UE can attempt a normal call, if possible.

· 
When the UE does not have URN information for the detected emergency number for the PLMN and a normal call is not possible, the UE uses a default URN.



	
	

	Consequences if not approved:
	Emergency call routing may fail when a serving network receives the emergency call type for use in the IM CN subsystem from another serving network.
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	Other comments:
	


***** First change *****
W.2.2.6.1
General
Emergency session is supported over the WLAN access if the UE has failed or has not been able to use 3GPP access to set up an emergency session as described in 3GPP TS 23.167 [4B] annex J. IMS emergency session is also supported for UEs with unavailable IMSI (i.e. a UE without USIM) or unauthenticated IMSI.

Some jurisdictions allow emergency calls to be made when the UE does not contain an ISIM or USIM, or where the credentials are not accepted.

When the IM CN subsystem is selected as the domain for the emergency call attempt, and the UE uses WLAN access, the UE determines whether it is currently attached to its home operator's network (e.g. HPLMN) or not (e.g. VPLMN) after it has determined that the core network supports emergency bearer services.
To perform emergency registration, the UE shall request to establish an emergency PDU session as described in 3GPP TS 24.501 [258]. The procedures for PDU session establishment and P-CSCF discovery, as described in subclause W.2.2.1 of this specification apply accordingly.

When the UE detects an emergency number using the Extended emergency number list IE received either over 3GPP access (as defined in 3GPP TS 24.301 [8J]) or over non-3GPP access (see 3GPP TS 24.501 [258]), and:

-
the last received indication in the EENLV field within the Extended emergency number list IE indicates "Extended Local Emergency Numbers List is valid only in the PLMN from which this IE is received";

-
the emergency number is not stored in the ME, in the USIM or in the Local Emergency Number List; and
-
after successfully registering (see 3GPP TS 24.501 [258]) over WLAN with a new PLMN:

1)
the emergency number is not present in the new Extended Emergency Number List or no Extended Emergency Number List was received; or
2)
no Extended Emergency Number List was received over non-3GPP access;
then, if the UE performed:

-
a normal registration procedure (see 3GPP TS 24.501 [258]), the UE shall attempt the call using UE procedures for SIP that do not relate to emergency instead; and

-
an emergency registration procedure, the UE shall use the generic (sos) service, identified by urn:service:sos, when it initiates the emergency call in accordance with the procedures in subclause 5.1.6.

If the ME is equipped with a UICC, in order to find out whether the UE is attached to the home PLMN or to the visited PLMN, the UE shall compare the MCC and MNC values derived from its IMSI with the MCC and MNC of the PLMN the UE is attached to. If the MCC and MNC of the PLMN the UE is attached to do not match with the MCC and MNC derived from the IMSI, then for the purposes of emergency calls in the IM CN subsystem the UE shall consider to be attached to a VPLMN. If the ME is not equipped with a UICC, the procedure to find d out whether the UE is attached to the home PLMN or to the visited PLMN for the purpose of emergency calls in the IM CN subsystem, is implementation specific.
Editor's note [WI: 5GS_Ph1-IMSo5G, CR:6165]: It is FFS whether the case where the UE is in VPLMN and AMF is in HPLMN are covered.
When the UE recognizes a number as for an emergency call, the UE performs the procedures in subclause W.2.2.6.1A.
Editor's note [WI: 5GS_Ph1-IMSo5G, CR:6165]: Obtaining emergency numbers from DNS is FFS.
Once IPsec tunnel setup is completed, the UE shall follow the procedures described in subclause W.2.2.1 of this specification for establishment of IP-CAN bearer and P-CSCF discovery accordingly.

Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.2A.1.1 and subclause 5.1.3.1, if: 

-
the 380 (Alternate Service) response contains a Contact header field;

-
the value of the Contact header field is a service URN; and
-
the service URN has a top-level service type of "sos";

then the UE determines that "emergency service information is included" as described 3GPP TS 23.167 [4B].

Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.3.1, if the 380 (Alternate Service) response does not contain a Contact header field with service URN that has a top-level service type of "sos", then the UE determines that "no emergency service information is included" as described 3GPP TS 23.167 [4B].

Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.2A.1.1 and subclause 5.1.3.1, the UE shall proceed as follows:

1)
if a 3GPP access network is available and the UE has not already attempted to use a 3GPP access network to set up an emergency session as described in 3GPP TS 23.167 [4B] annex J, when the UE selects a domain in accordance with the conventions and rules specified in 3GPP TS 22.101 [1A] and 3GPP TS 23.167 [4B], the UE shall attempt to select a domain of the 3GPP access network, and:

-
if the CS domain is selected, the UE behaviour is defined in subclause 7.1.2 of 3GPP TS 23.167 [4B] and in annex B; and
-
if the IM CN subsystem is selected, the UE shall apply the procedures in subclause 5.1.6 with the exception of selecting a domain for the emergency call attempt;


In addition, when the UE determines that "it has not been able to use 3GPP access to set up an emergency session" in accordance with subclause J.1 of 3GPP TS 23.167 [4B], the UE shall apply the procedures in subclause 5.1.6 using WLAN, with the exception of selecting a domain for the emergency call attempt; and

2)
if a 3GPP access network is not available, then the UE shall apply the procedures in subclause 5.1.6 using WLAN, with the exception of selecting a domain for the emergency call attempt.

When the emergency registration expires, the UE should disconnect the emergency PDU session.
***** No more change *****
