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	Reason for change:
	If a USIM is present and the SNN check is successful, the UE shall handle the EAP-request/AKA'-challenge message. The ME shall create a partial native 5G NAS security context identified by the ngKSI value received together with the EAP-request/AKA'-challenge message and shall send an EAP-response/AKA’-challenge message. Upon reception of the EAP-response/AKA'-challenge message, if procedures for handling an EAP-response/AKA'-challenge message are not successful, the AUSF shall send an EAP-request/AKA'-notification message that implies failure. In this case, AUSF will not generate the KSEAF and then provide it to the SEAF and finally the AMF will not create a partial native 5G NAS security context identified by the ngKSI.
In above failure case, the UE maintains a partial native 5G NAS security context while the network has not corresponding partial native 5G NAS security context. In this case, the 5G NAS security context in the UE is useless, and meanwhile it may cause that the UE would fail to authenticate the network with 5GMM cause #71 "ngKSI already in use" when the network initiates the EAP based primary authentication and key agreement procedure using the same gnKSI next time.

Hence, it proposes the UE to delete the created partial native 5G NAS security context created in above failure case.

	
	

	Summary of change:
	It proposes to delete the parital native 5G NAS security context created by the ME when the UE successfully authenticates the network but the network fails to authenticates the UE.

	
	

	Consequences if not approved:
	Useless partial native 5G NAS security context exists in the UE and it may cause failed authentication next time.
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	Other comments:
	


***** First change *****
5.4.1.2.2.6
UE handling EAP-AKA' notification message

Upon receiving an EAP-request/AKA'-notification message, the UE shall send an EAP-response/AKA'-notification message as specified in IETF RFC 5448 [37]. If the received EAP-request/AKA'-notification message implies failure as specified in IETF RFC 5448 [40], the UE shall delete the partial native 5G NAS security context created in the earlier handling of an EAP-request/AKA'-challenge message.
***** End of change *****
