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1. Introduction

In CT1#110 meeting, CT1 has agreed the concept of always-on PDU session. The always-on PDU sessions are the PDU sessions for which user-plane resources will always be re-established during every transition from 5GMM-IDLE mode to 5GMM-CONNECTED mode. Also in CT1#110, CT1 has sent a LS C1-182809/S2-184683 asking SA2 to investigate a network control solution for this feature. However, in the SA2 reply LS C1-184111/S2-186173, it only clarified that how PDU session with no pending uplink data are included in the "List of PDU Sessions To Be Activated" depends on UE's implementation, nothing mentioned on network control solution. In CT1#111 Bis meeting, CT1 has discussed the network controlled always-on PDU session mechanism to be supported. 
This paper attempts to discuss the session management for always-on PDU sessions and proposes the way forward in CT1 based on some technical observations.

2. Discussion

2.1 The current session management for always-on PDU session
As per current TS 24.501, always-on PDU session is established based on indication from upper layers, and below NOTE is given under the term definition:

"NOTE 1:
How the upper layers in the UE are configured to provide an indication is out of scope of the specification."
Furthermore, as specified in procedural text (e.g. below text in Service Reqeust procedure), one can see that once an always-on PDU session is established as per indication from upper layers, the UE shall always request the network to re-establish the user-plane resources for it regardless of pending UL user data to be sent or not.   

                "If the UE has one or more active always-on PDU sessions and the user-plane resources for these PDU sessions are not established, the UE shall include the Uplink data status IE in the SERVICE REQUEST message and indicate that the UE has pending user data to be sent for those PDU sessions."
To activate the always-on PDU session, the interactions among related AMF, SMF and UPF are required.

However, as per the current solution for selective de-activation of  PDU session as described in TS 23.502:
"1.    The SMF determines that the UP connection of the PDU Session can be deactivated in following cases:

-
During handover procedure, if all the QoS Flows of a PDU Session are rejected by the target NG-RAN (as described in clause 4.9.1), or if a PDU Session is failed to setup indicated by the AMF (see step 7 of clause 4.9.1.3.3). SMF proceeds with step 2 and step 3, the steps 5 to 9 are skipped;

-
The UPF detects that the PDU Session has no data transfer for a specified Inactivity period as described in clause 4.4.2.2;

-
For a LADN PDU Session, the AMF notifies to the SMF that the UE moved out of the LADN service area; or

-
The AMF notifies to the SMF that the UE moved out of the Allowed Area.

The SMF may decide to release the UPF of N3 terminating point. In that case the SMF proceeds with step 2 and step 3. Otherwise, if the SMF decides to keep the UPF of N3 terminating points, the SMF proceeds with step 4. "
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There is no specific processing for always-on PDU session as the Network do not know whether the PDU session is always-on or not. 

Therefore, there will be inefficient de-activation/activation interactions for always-on PDU session(s).

Hence we could have:

Observation#1: For the current always-on PDU session mechanism, more de-activation/activation interactions for always-on PDU session(s) are caused by always-on PDU session(s) resulting in degraded network efficiency.
Proposal #1: Solution needs to worked out to impove the network efficiency for always-on PDU session.
2.2 How to manage always-on PDU session mechanism in 5GS?
The network controlled always-on PDU session mechanism(C1-184544 and C1-184858) as discussed in CT1#111 Bis meeting could be one way for the SMF to get the “always-on” information of the PDU session. And the SMF can implement the specific session management for the always-on PDU session to improve the network efficiency.

For the UE controlled always-on PDU session, the UE should also inform the network the “always-on” information of the PDU session. Then the the SMF can implement the specific session management for the always-on PDU session to improve the network efficiency.Therefore, indication for “Always-on PDU session is required” from UE is required for always-on PDU session during the PDU session establishment procedure.
Adding the new indication in a NAS message, there are typically two alternatives:

Alt#1: To re-use an existing IE with defining the spare bit(s); or

Alt#2: To define a new IE.
For Alt#1, as per PDU SESSION ESTABLISHMENT Request message definition, only ePCO IE can be reused which copied the same coding as ePCO IE defined in TS 24.008. Based on this, the evaluation of these two alternatives can be summarized in below table:

	Alternative
	Pros.
	Cons.

	Alt#1:
	· The existing ePCO IE can be reused without defining a new IE
	· It requires additional 4 octets in the ePCO IE including: Container ID (2 octets), Length of container contents (1 octet), and Container contents (1 octet)
· The indication has always to be included in the ePCO IE in case of ePCO IE has to be inlcuded when the always-on PDU session is requested to be established.

	Alt#2:
	· A type 1 IE can be defined for this new IE with 1 octet length.
· In case of the UE request to establish the always-on PDU session , the value is set to “Always-on PDU session is required”.
	· A new IE needs to be defined


Proposal #2: Alt#2 (to define a new IE) is adopted to provide UE indication for always-on PDU session.
3. Conclusion and Proposal

This paper discussed the session management for always-on PDU sessions and proposes the way forward to improve the network efficiency for always-on PDU session.

Based on the discussion, below obervations were provided:

Observation#1: For the current always-on PDU session mechanism, more de-activation/activation interactions for always-on PDU session(s) are caused by always-on PDU session(s) resulting in degraded network efficiency.
Based on above observations and other discussions, below proposals were proposed:
Proposal #1: Solution needs to worked out to impove the network efficiency for always-on PDU session.
Proposal #2: Alt#2 (to define a new IE) is adopted to provide UE indication for always-on PDU session.
Proposal #1, #2 are captured in CR C1-185299.
_1590923975.vsd
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