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1. Introduction
Adds subclause 106.3.3.4 Generating a SIP NOTIFY request
2. Reason for Change
The existing TS 24.379 subclause cannot be referenced because:

-
The requesting user can be either an IWF user or an MCPTT user in the 2nd step 2ai.
3. Conclusions

4. Proposal

It is proposed to agree the following change to 3GPP TR 24.883-020.
* * * First Change * * * *
106.3.3.4
Generating a SIP NOTIFY request
The IWF performing the controlling role shall generate a SIP NOTIFY request according to 3GPP TS 24.229 [4] with the clarification in this subclause.

In the SIP NOTIFY request, the IWF performing the controlling role:

1)
shall set the P-Asserted-Identity header field to the public service identity of the IWF performing the controlling role;

2)
shall include an Event header field set to the "conference" event package;

3)
shall include an Expires header field set to 3600 seconds according to IETF RFC 4575 [30], as default value;

4)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9]; and

5)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:
a)
the <mcptt-calling-group-id> set to the value of the MCPTT group ID;

b)
if the target is a MCPTT user, the value of <mcptt-request-uri> element set to the value of MCPTT ID of the targeted MCPTT user; and

c)
if the target is the non-controlling MCPTT function, the value of <mcptt-request-uri> element set to the constituent MCPTT group ID.
In the SIP NOTIFY request, the IWF performing the controlling role shall include an application/conference-info+xml MIME body according to IETF RFC 4575 [30] with the following limitations:

1)
the IWF performing the controlling role shall include the MCPTT group ID of the MCPTT group in the "entity" attribute of the <conference-info> element;

2)
for each non-IWF conntected participant in the MCPTT session with the exception of non-controlling MCPTT functions, the IWF performing the controlling role shall include a <user> element. The <user> element:
NOTE 1:
Non-controlling MCPTT functions will appear as a participant in temporary group sessions.
a)
shall include the "entity" attribute. The "entity" attribute:
i)
shall for the MCPTT client, which initiated, joined or re-joined an MCPTT session, include the MCPTT ID of the MCPTT user or the user served by the IWF, which originates SIP INVITE request; and
ii)
shall for an invited client include the MCPTT ID of the invited MCPTT user in case of a prearranged group call or chat group call;
b)
shall include a single <endpoint> element. The <endpoint> element:
i)
shall include the "entity" attribute; and
ii)
shall include the <status> element indicating the status of the MCPTT session according to RFC 4575; and
c)
may include the <roles> element.

NOTE 2:
The usage of <roles> is only applicable for human consumption.
