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1. Introduction
Adds subclause 106.3.3.1.13.7 Sending a SIP OPTIONS request to authorise an MCPTT user at a non-controlling MCPTT function of a MCPTT group
2. Reason for Change
The existing TS 24.379 subclause cannot be referenced because:

-
Removed references to group document elements, the IWF need not use a GMS or group documents.
3. Conclusions

4. Proposal

It is proposed to agree the following change to 3GPP TR 24.883-020.
* * * First Change * * * *
106.3.3.1.13.7
Sending a SIP OPTIONS request to authorise an MCPTT user at a non-controlling MCPTT function of a MCPTT group
This subclause is referenced from other procedures.
The IWF performing the controlling role:
1)
if the <associated-group-id> element is included in the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request, shall generate a SIP OPTIONS request according to 3GPP TS 24.229 [4] and the IETF RFC 3261 [24] populated as follows:

a)
shall set the Request-URI to the public service identity of the non-controlling MCPTT function associated with the MCPTT Group ID which was present in the <associated-group-id> element in the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request;
NOTE 1:
How the IWF performing the controlling role finds the address of the non-controlling MCPTT function is out of the scope of the current release.

b)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [9];
c)
shall include in the P-Asserted-Identity header field, the public service identity of the IWF performing the controlling role;
d)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body where:

i)
the <mcptt-request-uri> element shall be set to the value of the <associated-group-id> element in the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request; and

ii)
the <mcptt-calling-user-id> element is set to the same value as in the <mcptt-calling-user-id> element in the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request;

e)
shall include the following in the Contact header field:

i)
the g.3gpp.mcptt media feature tag; and
ii)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

f)
send the SIP OPTIONS request as specified in 3GPP TS 24.229 [4]; and

2)
if the <associated-group-id> element is not included in the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request, shall for each constituent MCPTT group not homed at the IWF performing the controlling role generate a SIP OPTIONS request according to 3GPP TS 24.229 [4] and IETF RFC 3261 [24] populated as follows:

a)
shall set the Request-URI to the public service identity of the non-controlling MCPTT function associated with the MCPTT group ID of the constituent group;
NOTE 2:
How the IWF performing the controlling role finds the address of the non-controlling MCPTT function is out of the scope of the current release.

b)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [9];
c)
shall include in the P-Asserted-Identity header field, the public service identity of the IWF performing the  controlling role;
d)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body where:

i)
the <mcptt-request-uri> element shall be set to the MCPTT group ID of the constituent group; and

ii)
the <mcptt-calling-user-id> element is set to the same value as in the <mcptt-calling-user-id> element in the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request;

e)
shall include the following in the Contact header field:
i)
the g.3gpp.mcptt media feature tag; and
ii)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

f)
send the SIP OPTIONS request as specified in 3GPP TS 24.229 [4].

Upon receipt of the first SIP 200 (OK) response to the SIP OPTIONS request with the mcptt-warn-code set to "147" in a Warning header field as specified in 3GPP TS 24.379 [81] subclause 4.4, with the IWF performing the MCPTT server role, the IWF performing the controlling role shall return a SIP 302 (Moved Temporarily) response to the "SIP INVITE request for controlling MCPTT function of an MCPTT group" populated as follows:

1)
the URI in the Contact header field set to the P-Asserted-Identity received in the SIP 200 (OK) response;

2)
an application/vnd.3gpp.mcptt-info MIME body with:

a)
the <mcptt-request-uri> element set to the same value as received in the <mcptt-request-uri> in the SIP 2xx response to the SIP OPTIONS request; and

b)
the <session-type> element set to the value received in the <session-type> element in the appication/vnd.3gpp.mcptt.info+xml MIME body of the received SIP 2xx response to the SIP OPTIONS request; and

3)
if more than one OPTIONS request were sent, shall remove any cached SIP response and ignore any other responses to any other OPTIONS request.

Upon receipt of a SIP 404 (Not Found) response to the SIP OPTIONS request such that the mcptt-warn-code set to "113" in a Warning header field as specified in 3GPP TS 24.379 [81] subclause 4.4, with the IWF performing the MCPTT server role, the controlling MCPTT function:

1)
if more than one SIP OPTIONS request were sent and if no other responses to SIP OPTIONS request are expected; shall send a SIP 404 (Not Found) response to "SIP INVITE request for controlling MCPTT function of an MCPTT group" and include the Warning header field received in the SIP 404 (Not Found) response; and

2)
if more than one OPTIONS request were sent and other responses to SIP OPTIONS request are expected, shall cache the received SIP 404 (Not Found) response.
Upon receipt of a SIP 403 (Forbidden) response to the SIP OPTIONS request, the mcptt-warn-code set to "106" or "109" in a Warning header field as specified in 3GPP TS 24.379 [81] subclause 4.4, with the IWF performing the MCPTT server role, and if more than one OPTIONS request were sent and if no other responses to the SIP OPTIONS request are expected, the IWF performing the controlling role: 
1)
if a SIP 404 (Not Found) response is cached, send a SIP 404 (Not Found) response to "SIP INVITE request for controlling MCPTT function of an MCPTT group" and include the Warning header field received in the SIP 404 (Not Found) response; and

2)
if a SIP 404 (Not Found) response is not cached, shall return a SIP 403 (Forbidden) response to "SIP INVITE request for controlling MCPTT function of an MCPTT group" and include the Warning header field received in the SIP 403 (Forbidden) response.
Upon receipt of any other response to the SIP OPTIONS response than specified above and if more than one OPTIONS request were sent and if no other responses to the SIP OPTIONS request are expected, the IWF performing the controlling role:

1)
if a SIP 404 (Not Found) response is cached, send a SIP 404 (Not Found) response to "SIP INVITE request for controlling MCPTT function of an MCPTT group" and include the Warning header field received in the SIP 404 (Not Found) response; and

2)
if a SIP 404 (Not Found) response is not cached, shall return a SIP 403 (Forbidden) response to "SIP INVITE request for controlling MCPTT function of an MCPTT group".
NOTE 3:
The reason for selecting the SIP 404 (Not Found) response when a SIP 404 (Not Found) response is cached is to indicate that it was a valid request but the MCPTT user identified in the <mcptt-calling-user-id> is not a member of any of the constituent MCPTT groups in the temporary group.
