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1. Introduction
24.379 part of 24.883 needs description of the impacts from LMR interworking on emergency notification handling
2. Reason for Change

Document impacts on IWF performing role of participating  MCPTT function
3. Conclusions

Describe IWF impact when performing participating MCPTT function, i.e. the handling of related SIP MESSAGE
4. Proposal

It is proposed to agree the following changes to 3GPP TS <TS number and version>.
* * * First Change * * * *

112.1.2
Participating MCPTT function procedures

112.1.2.1
Receipt of a SIP MESSAGE request for emergency notification from the served LMR user
Upon receipt of a request for emergency notification for originating participating MCPTT function, the IWF:

1)
shall determine the MCPTT ID of the calling user from signaling received from the originating LMR user and its network entities; 
2)
if the MCPTT ID is not affiliated with the MCPTT group as determined by subclause 9.2.2.2.11, shall perform the actions specified in subclause 9.2.2.2.12 for implicit affiliation;

3)
if the actions for implicit affiliation specified in step 2) above were performed but not successful in affiliating the LMR user due to the LMR user already having N2 simultaneous affiliations, shall skip the rest of the steps.

NOTE 3:
N2 is the total number of MCPTT groups that an user can be affiliated to simultaneously as specified in 3GPP TS 23.379 [3].
4)
shall determine the public service identity of the controlling MCPTT function associated with the group identity in the received request for emergency notification;
5)
shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];

6)
shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCPTT function associated with the group identified by the <mcptt-request-uri> element contained in the <mcpttinfo> element containing the <mcptt-Params> element of the application/vnd.3gpp.mcptt-info+xml MIME body in the incoming SIP MESSAGE request;

7)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 included in the outgoing SIP MESSAGE request based on information received from signaling received from the originating LMR user and ist network entities;

8)
shall set the <mcptt-calling-user-id> element of the <mcpttinfo> element containing the <mcptt-Params> element to the MCPTT ID determined in step 1) above;

9)
if location information is available in the receivbed request for emergency notification, include an application/vnd.3gpp.mcptt-location-info+xml MIME body as specified in Annex F.3 in the outgoing SIP MESSAGE request;

10)
shall set the P-Asserted-Identity in the outgoing SIP MESSAGE request to the public user associcated with the MCPTT ID; and

11)
shall send the SIP MESSAGE request as specified to 3GPP TS 24.229 [4].
Upon receipt of a SIP 2xx response in response to the SIP MESSAGE request:
1)
if the procedures of subclause 9.2.2.2.12 for implicit affiliation were performed in the present subclause, shall complete the implicit affiliation by performing the procedures of subclause 9.2.2.2.13. 
Upon receipt of a SIP 4xx, 5xx or 6xx response to the sent SIP MESSAGE request and if the implicit affiliation procedures of subclause 9.2.2.2.12 were invoked in the present subclause, the IWF shall perform the procedures of subclause 9.2.2.2.14.
112.1.2.2
Receipt of a SIP MESSAGE request for emergency notification for terminating LMR user
In the procedures in this subclause:

1)
emergency indication in an incoming SIP MESSAGE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

2)
alert indication in an incoming SIP MESSAGE request refers to the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.
Upon receipt of a "SIP MESSAGE requests for emergency notification for terminating participating MCPTT function", the IWF:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24] and skip the rest of the steps;
NOTE 1:
if the SIP MESSAGE request contains an emergency indication set to a value of "true" or an alert indication set to a value of "true", the IWF can by means beyond the scope of this specification choose to accept the request.

2)
shall use the MCPTT ID present in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP MESSAGE request to determine the terminating LMR user; 
3)
if the terminating LMR user is not served by the IWF the IWF shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response. Otherwise, continue with the rest of the steps;

4)
shall trigger signalling towards the terminating LMR user.

NOTE: LMR specific signalling is outside the scope of this specification.

The IWF shall generate s SIP 2xx response and follow the procedures specified in 3GPP TS 24.229 [4] based on indicatin received from the LMR user.

112.1.2.3
Receipt of a SIP MESSAGE request indicating successful delivery of emergency notification
Upon receipt of an indication for successful delivery of an emergency notification the IWF:

1)
shall generate an outgoing SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] and:
a)
shall include in the SIP MESSAGE request all needed Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6];

b)
shall set the Request-URI of the outgoing SIP MESSAGE request to the public user identity associated to user information received in signaling from the LMR system received ;

c)
shall generate an application/vnd.3gpp.mcptt-info+xml MIME body based on signalling recieved from the LMR system and include in the outgoing SIP MESSAGE request; and
d)
shall set the P-Asserted-Identity header field of the outgoing SIP MESSAGE request based on signallinge received from the LMR system; and
2)
shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4].
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