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1. Introduction
This discussion paper aim to discuss and clarify the transmission mechanism of SUCI in various NAS procedures. According to the current specification the UE behavior is not very clear whether to send same SUCI or different SUCI in Registration Request messages which are retransmitted during the Registration Retry procedure. In other NAS procedure also it is not clear whether the UE sends a new SUCI or reuse the SUCI in the subsequent NAS messages to the network.
2. Discussion
Fact 1: A SUCI is one time use subscription Identifier.

subscription concealed identifier: A one-time use subscription identifier, called The SUbscription Concealed Identifier (SUCI), which contains the concealed subscription identifier, e.g. the MSIN part of SUPI, and additional non-concealed information needed for home network routing and protection scheme usage.

Fact 2: Every time a SUCI is sent to the network, the network performs Authentication procedure.

According to the 33.501 (refer Annexe below) when a UE sends SUCI then the AMF initiates authentication service to the AUSF and which initiates a new authentication procedure. After the successful authentication procedure the AUSF transfer the SUPI to the AMF.
Fact 3: A UE sends same SUCI in Identity Response message until timer expires.
Fact 4: If a UE doesnot have a 5G-GUTI then the UE sends SUCI in the Deregistration Request message. (Refer Annex) 
Problem Description:
Problem statement 1: It is not clear whether the same or a new SUCI will be used in Registration Request messages during registration retry procedure.
According to the SUCI definition in spec TS 33.501 [1] a SUCI is one time use subscription identifier. From this definition it is not clear whether one time use of SUCI implies sending a SUCI in a single Registration Request message or all the Registration Request messages during maximum retry of Registration Procedure (on expiry of T3511 timer). 

Also the same SUCI is sent in the Identity Response messages while the Timer T3519 runnin. This behaviour also indicates that the same SUCI can be sent Registration Request message for a certain time.
Similarly it is not clear whether same SUCI or different SUCI will be used in Deregistration Request message sent during the retry of Deregistration procedure.
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Problem statement 2: Unnecessary executions of NAS authentication procedure.

According the subclause 6.1.2 of TS 33.501 (refer Annex below) every time a UE sends a SUCI the network performs authentication procedure. If a UE sends a new SUCI in a Registration Request message during the registration retry procedure the network will execute the authentication procedure even if previous authentication procedure was successful during previous registration procedure but previous registration procedure was not complete (e.g. Registration Accept message was not received by the UE) was not complete. This unnecessary authentication procedure will create additional signaling in the network. If a lot of UE at one location is going through this registration retry procedure (e.g. UEs are in bad coverage or UE are in weak non-3GPP coverage (non-3GPP Coverage is unstable easy to lost Registration Accept message). This unnecessary signaling may impact the system performance.
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Problem Statement 3: It is not clear if Deregistration Reques message will contain a new SUCI or the same SUCI which was sent in the previous Registration Request message.
A UE will send Deregistration Request message with SUCI when the UE does not have a valid SUCI (e.g. When a Registration procedure (using SUCI) is ongoing and the Deregistration procedure is initiated, (refer Annex below)). In this scenario it is not clear whether the UE will send same SUCI as sent in the last Registration Request message or a new SUCI in the Deregistration Request message.
If a new SUCI is sent then the network will perform the authentication procedure and after the SUPI is sent to the AMF then the AMF will find an existing UE context corresponding to the SUPI. After finding the UE context the network will executes deregistration procedure. This will cause unnecessary signaling due to authentication procedure and will delay the deregisration procedure.

If a UE sends the SUCI which was sent in the previous Registration Request message then the AMF will find the UE context based on the previous SUCI and will not executes Authentication procedure if authentication procedure was successful before. 
Problem statement 4: It is not clear whether the UE will send a new SUCI or the SUCI sent in previous IDENTITY RESPONSE message in Registration Request message or Deregistration Request message when timer T3519 is running.
When timer T3519 is running and the UE does not have a 5G-GUTI and registration retry timer T3511 expires then  it is not clear in this scenario whether the UE will send the SUCI sent in last Identity Response message or a new SUCI, in the registration request message after expiry of registration retry timer T3511.
Similarly When timer is T3519 is running and the UE does not have a 5G-GUTI and a deregistration procedure is initiated then  it is not clear in this scenario whether the UE will send the SUCI sent in last Identity Response message or a new SUCI.
4. Proposal

It is proposed to send an LS to SA3 asking SA3 to provide feedback for following scenarios.
1. Whether the UE will send same SUCI or a new SUCI in the Registration Request messages sent during the retry of the Registration Procedure?
2.Whethe the UE will send same SUCI or a new SUCI in the Deregistration Request messages sent during the retry of the Registration Procedure?

3. If the UE has no valid 5G-GUTI and the deregistration procedure is initiated before the UE receives Registration Accept message containing a 5G-GUIT, whether the UE will send a new SUCI or same SUCI  which was sent in the last Registration Request message, in Deregistration Request message?

4. If a SUCI reuse timer (T35xx) for identity procedure is running, then the UE will send a new SUCI or the same SUCI which was sent in the last IDENTITY RESPONSE message in the following Registration Requsest message or deregistration request message? 

Annex 
3GPP TS 33.501 v 15.1.0

subscription concealed identifier: A one-time use subscription identifier, called The SUbscription Concealed Identifier (SUCI), which contains the concealed subscription identifier, e.g. the MSIN part of SUPI, and additional non-concealed information needed for home network routing and protection scheme usage.

6.1.2
Initiation of authentication and selection of authentication method

The initiation of the primary authentication is shown in Figure 6.1.2-1. 
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Figure 6.1.2-1: Initiation of authentication procedure and selection of authentication method
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 Figure 6.1.3.1-1: Authentication procedure for EAP-AKA'
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Figure 6.1.3.2-1: Authentication procedure for 5G AKA
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5.5.2.2.1
UE-initiated de-registration procedure initiation

If the UE has a valid 5G-GUTI, the UE shall populate the 5GS mobile identity IE with the valid 5G-GUTI. If the UE does not have a valid 5G-GUTI, the UE shall populate the 5GS mobile identity IE with its SUCI.

5.4.3.3
Identification response by the UE

A UE shall be ready to respond to an IDENTITY REQUEST message at any time whilst in 5GMM-CONNECTED mode.

Upon receipt of the IDENTITY REQUEST message:

a)
if the identity type IE in the IDENTITY REQUEST message is not set to "SUCI", the UE shall send an IDENTITY RESPONSE message to the network. The IDENTITY RESPONSE message shall contain the identification parameters as requested by the network; and

b)
if the identity type IE in the IDENTITY REQUEST message is set to "SUCI", the UE shall:

1)
if timer T3519 is not running, generate a fresh SUCI as specified in 3GPP TS 33.501 [24], send an IDENTITY RESPONSE message with the SUCI, start timer T3519 and store the value of the SUCI sent in the IDENTITY RESPONSE message; and

2)
if timer T3519 is running, send an IDENTITY RESPONSE message with the stored SUCI.
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