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8.2.2
Authentication response

8.2.2.1
Message definition

The AUTHENTICATION RESPONSE message is sent by the UE to the AMF to deliver a calculated authentication response to the network. See table 8.2.2.1.1.

Message type:
AUTHENTICATION RESPONSE

Significance:

dual

Direction:


UE to network
Table 8.2.2.1.1: AUTHENTICATION RESPONSE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Authentication response message identity
	Message type

9.7
	M
	V
	1

	2D
	Authentication response parameter
	Authentication response parameter

9.10.3.15
	O
	TLV
	18

	78
	EAP message
	EAP message

9.10.2.2
	O
	TLV-E
	7-1503


8.2.2.2
Authentication response parameter
This IE is included if the message is sent in a 5G AKA based primary authentication and key agreement procedure.

8.2.2.3
EAP message
EAP message IE is included if the EAP message received in a related AUTHENTICATION REQUEST message was an EAP-request.

