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	Reason for change:
	The following text in C1-182751 (from CT1#110, Kunming) 

a standardized access category, that is used in combination with the access identities to determine the establishment cause
was merged into merged in C1-182827, revised to C1-182842 then to C1-182847 and agreed.

The intent of that text (in our understanding) is to allow multimedia priority services/operators to configure for access identity 1, a different (even special) RRC establishment cause.

However, the chosen text in effective means that if an Operator  wishes to set up an Operator-defined access category between 32 to 63, the Operator must also provide indication of an access category between 1 to 7 as well as an access identity so that RRC establishment cause can be determined (based on that indication of a standardized access category between 1 to 7 as well as an access identity).

Worse still, such Operators who do not have to (or wish to) configure a special RRC establishment cause for access identity 1, will nevertheless have to do that as otherwise there will not be an RRC establishment cause for Operator-defined access category.

We believe that forcing the Operator to have to input a standardized access category together with the access identities to be linked to Operator-defined access categories 32 to 63 is unneccessarily cumbursome as well as complicated. All that is actually required if for a default RRC establishment cause be used for a Operator-defined access category and that is what we propose.

We accept that multimedia proority services for access identity 1 much have the option to configure a special RRC establsihment cause. Thus we further propose to clarify on that.
Thirdly, when merging C1-182751 into C1-182827 (revised to C1-182842 then to C1-182847 and agreed), the following text was added to subclause 4.5.6
If the determined access category is an operator-defined access category and there is a standardized access category associated with the operator-defined access category as specified in subclause 4.5.3, the RRC establishment cause used by the UE is selected according to one or more determined access identities and the standardized access category associated with the operator-defined access category.
This text is not only confusing and difficult to read and comprehend, especially for implementers, the text brings in crossing over of references… i.e one place (subclause 4.5.6) refers to another (subclause 4.5.3) which then points back to the first place (i.e go see the subclause where the RRC establishment cause is specified, subclause 4.5.6).
We propose to clean up the confusion.


	
	

	Summary of change:
	1) Means to provide RRC establishment cause for Operator-defined access categories is introduced.
2) An Operator can indicate a specific RRC establishment cause to be use for Operator-define access categories of UEs that have Access Identity = 1.



	
	

	Consequences if not approved:
	It remains unknown what RRC establishment cause to use when requesting access for Operator-defined access categories.
Additionally, ability to indicate a MPS-specific RRC establishment cause is not possible.
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* * * First Change * * * *

4.5.3
Operator-defined access categories

Operator-defined access categories can be signalled to the UE using NAS signalling. Each operator-defined access category consists of the following parameters:
Editor's note:
The encoding of the operator-defined access categories is FFS.

Editor's note:
Whether the operator-defined access categories are sent to the UE in a CONFIGURATION UPDATE COMMAND message, a DL NAS TRANSPORT message or another NAS message is FFS.

a)
a precedence value which indicates in which order the UE shall evaluate the operator-defined categories for a match;

b)
an access category number in the 32-63 range that uniquely identifies the access category in the PLMN in which the access categories are being sent to the UE;
c)
one or more access category criteria type and associated access category criteria type values. The access category criteria type can be set to one of the following:

1)
DNN name;

2)
5QI;

Editor's note:
Whether the 5QI is a suitable access category criteria type is FFS.
3)
OS Id + OS App Id of application triggering the access attempt; or

4)
S-NSSAI; and
d)
RRCestablishment cause "MO_data" or "MO_signalling"; and
e)
optionally, the RRC establishment cause to be used for UE configured for access identity 1 in the registered PLMN.

Editor's note:
Other access category criteria types, in particular whether QFI is a suitable parameter, are FFS.


Editor's note:
[CR#0122] The special RRC establishment cause to be used with access identity 1 is FFS and its choice has to be coordinated with RAN2.
NOTE:
An access category criteria type can be associated with more than one access category criteria values. In this case, the access attempt matches the access category if the access criteria for the access attempt match any of the associated access criteria type values.
If the UE is configured with operator-defined access categories for a PLMN, then access control in 5GMM-IDLE mode will only be performed for the event a) defined in subclause 4.5.1.

If the UE is configured with operator-defined access categories for a PLMN, then access control in 5GMM-CONNECTED mode and in 5GMM-CONNECTED mode with RRC inactive indication will only be performed for the events 1) to 5) defined in subclause 4.5.1.
Upon receiving a NAS signalling message with operator-defined access category definitions, the UE shall store the operator-defined access category definitions for the registered PLMN.

* * * Next Change * * * *

4.5.6
Mapping between access categories/access identities and RRC establishment cause
When 5GMM requests the establishment of a NAS-signalling connection, the RRC establishment cause used by the UE shall be selected according to one or more determined access identities and the access category as specified in table 4.5.6.1.  For Operator-defined access categories (i.e access categories in the range of 32 to 63), the RRC establishment cause shall be that specified along with the Operator-defined access category, see subclause 4.5.3.
Table 4.5.6.1: Mapping table for access identities/access categories and RRC establishment cause
	Access identities
	Access categories
	RRC establishment cause is set to

	0
	0 (= MT_acc)
	MT access

	
	1 (= delay tolerant)
	FFS

	
	2 (= emergency)
	Emergency call

	
	3 (= MO_sig)
	MO signalling

	
	4 (= MO MMTel voice)
	MO voice call

	
	5 (= MO MMTel video)
	FFS

	
	6 (= MO SMS and SMSoIP)
	FFS

	
	7 (= MO_data)
	MO data

	1
	Any category
	"High priority access"

	2
	Any category
	"High priority access"

	11, 15
	Any category
	"High priority access"

	12,13,14,
	Any category
	"High priority access"

	NOTE:
See subclause 4.5.2, table 4.5.2.1 for use of the access identities of 0, 1, 2, and 11-15.


Editor's note:
It is FFS how to determine RRC establishment causes for the access category 1, 5, 6.
* * * End of Changes * * * *

