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1. Introduction

In CT1#110 meeting, CT1 has agreed the concept of always-on PDU session. The always-on PDU sessions are the PDU sessions for which user-plane resources will always be activated during every transition from 5GMM-IDLE mode to 5GMM-CONNECTED mode. Also in CT1#110, some operators attempted to seek a network control on always-on PDU sessions considering the UE may mark the PDU session as always-on even for operator categorised non-priority services, which impacts the network resources. Hence, CT1 has sent a LS C1-182809/S2-184683 asking SA2 to investigate a network control solution for this feature. However, in the SA2 reply LS C1-184111/S2-186173, it only clarified that how PDU session with no pending uplink data are included in the "List of PDU Sessions To Be Activated" depends on UE's implementation, nothing mentioned on network control solution. 

This paper attempts to discuss whether the network control solution for this feature is necessary and proposes the way forward in CT1 based on some technical observations.

2. Discussion

2.1 Why network controlled always-on PDU session mechanism is needed?
As per current TS 24.501, always-on PDU session is established based on indication from upper layers, and below NOTE is given under the term definition:

"NOTE 1:
How the upper layers in the UE are configured to provide an indication is out of scope of the specification."
Furthermore, as specified in procedural text (e.g. below text in Service Reqeust procedure), one can see once an always-on PDU session was established as per indication from upper layers, the UE shall always request the network to activate the user-plane resources for it regardless of pending UL user data to be sent or not.   

                "If the UE has one or more active always-on PDU sessions and the user-plane resources for these PDU sessions are not established, the UE shall include the Uplink data status IE in the SERVICE REQUEST message and indicate that the UE has pending user data to be sent for those PDU sessions."
It is important to bear in mind that the always-on PDU session was a compromized way of discussion on concurrent service request procedure and originally the companies pushed the concurrent service request was mainly for time sensive services like URLLC supported in 5G. That is to say, not all services need to be transported over always-on PDU session. Hence purely relying on the indication from upper layers to stick "always-on" to a PDU session is a dangerous way due to it is totally out of network control. As a result, it may be misused by upper layers of the UE which finally waste the network resources. 

Consider the following typical scenario:

(1) UE A was indicated by upper layers that all PDU sessions need to be established as always-on PDU sessions while most of then are actually not related to low latency applications. Therefore, user-pane resources of all the PDU sessions for UE A shall be activated during every transition from 5GMM-IDLE mode to 5GMM-CONNECTED mode.

(2) Meanwhile, UE B was indicated by upper layers that there is a need to send an uplink user data for a PDU session which is related to a delay sensitive application. When the UE moves from 5GMM-IDLE mode to 5GMM-CONNECTED mode, the UE indicates that it want to re-activate user-pane resources of the PDU session. However, the activation of user-plane resources for the PDU session is rejected due to insufficient resources at UPF due to it was allocated to UE A. 

In this scenario, UE A over-eats the user-plane network resourse which results in insufficient resources for other UEs. It's unfair for other UEs who really need network resouces for low latency applications and finally degrade the performance of the entire network. Hence we could have:

Observation#1: UE controlled always-on PDU session mechanism may be misused by upper layers and finally degrade the performance of the entire network.

Actually network hold more information on determing whether needs to guarantee the user-plane resouces for time sensitive servises in 5G. The SMF can refer the UE’s subscription data in UDM and/or UE policy informaiton retrieved from PCF and/or the local configuration/policy, to determine whether a PDU session needs to be marked as an always-on PDU session during a PDU session establishment procedure. Typically, the SMF can do this per selected DNN and/or S-NSSAI for the request PDU session base on said information. Hence, we believe it is a good alternative to provide network controlled always-on PDU session mechanism in 5GS. Hence, we would propose:

Proposal #1: The network controlled always-on PDU session mechanism is supported in 5GS.

2.2 How network controlled always-on PDU session mechanism co-exists with UE controlled always-on PDU session mechanism?
We would like to highlight that to have network controlled always-on PDU session mechanism in 5GS is not fully competing with UE controlled always-on PDU session mechanism in 5GS and they can co-exist in a nice way as following:

the UE was indicated by upper layers that a PDU session needs to be established as an always-on PDU session, then it initiates a new PDU session establishment procedure based on URSP to the network. During this procedure, based on the requested DNN and/or S-NSSAI and the information retrieved from UDM and/or PCF, the SMF can make follow three choices:

a) No decision on marking always-on PDU session for this PDU session;

b) To provide an explicit indication to the UE that this PDU session was established as an always-on PDU session;

c) To provide an explicit indication to the UE that this PDU session was NOT established as an always-on PDU session

For a), the UE controlled always-on PDU session mechanism will apply while for b) and c) the network controlled always-on PDU session mechnism is not applied. That is to say: once the network controlled always-on PDU session mechnism was applied, it will overwhelm the UE controlled always-on PDU session mechanism. The UE controlled always-on PDU session mechanism only applies when the network controlled always-on PDU session mechanism is not applied.

Hence, we could have:

Observation#2: The network controlled always-on PDU session mechanism can co-exist with the UE controlled always-on PDU session mechanism in 5GS.

Proposal #2: The UE controlled always-on PDU session mechanism only applies when the network controlled always-on PDU session mechanism is not applied.

2.3 How to implement network controlled always-on PDU session mechanism in 5GS?
As discussed in section 2.2, to enable network controlled and UE controlled mechanisms can co-exist well, three types of network indication are required for always-on PDU session during the PDU session establishment procedure:

a) No information on always-on PDU session;

b) Always-on PDU session is allowed; or

c) Always-on PDU session is not allowed.

Hence, from IE coding persective, two bits for this indication are required. For type a), the SMF could either provide an indication but set the value to indciate this type, or not provide such indication to the UE. If an IE was used to provide this network indication dedicatedly, then for type a), it is better to not provide such dedicated IE. If a general IE was used to provide this network indication which can be re-used for other network indication, then a value code for type a) is required.
Normally, when adding a new indication in a NAS message, there are typically two alternatives:

Alt#1: To re-use an existing IE with defining the spare bit(s); or

Alt#2: To define a new IE.
For Alt#1, as per PDU SESSION ESTABLISHMENT ACCEPT message definition, only ePCO IE can be reused which copied the same coding as ePCO IE defined in TS 24.008. Based on this, the evaluation of these two alternatives can be summarized in below table:

	Alternative
	Pros.
	Cons.

	Alt#1:
	· The existing ePCO IE can be reused without defining a new IE
	· It requires additional 4 octets in the ePCO IE including: Container ID (2 octets), Length of container contents (1 octet), and Container contents (1 octet)
· The network indication has always to be included in the ePCO IE in case of ePCO IE has to be inlcuded but the SMF decides to provide "No information on always-on PDU session" for which the SMF could have a choice to not send such indication to the UE

	Alt#2:
	· A type 1 IE can be defined for this new IE with 1 octet length.
· In case of the SMF decides to provide "No information on always-on PDU session", the SMF could have a choice to not include this IE to the UE
	· A new IE needs to be defined


Proposal #3: Alt#1 (to define a new IE) is adopted to provide network indication for always-on PDU session.

2.4 Whether CT1 can implement network controlled always-on PDU session mechanism without SA2 guidance?
In the SA2 reply LS S2-186173, it only clarified that how PDU session with no pending uplink data are included in the "List of PDU Sessions To Be Activated" depends on UE's implementation, nothing mentioned on network control solution. Hence, there is no stage 2 guidance on this.

We believe CT1 can make final decision on this topic without SA2 guidance based on following considerations:

(1) The always-on PDU session was a compromized way of discussion on concurrent service request procedure which originally triggered in CT1 only. The handling of concurrent/collided NAS procedures is CT1’s remit, not SA2.
(2) CT1 agreed the UE controlled always-on PDU session mechanism without any stage 2 involvement due to it is a pure implementation issue without any system-level impact.
(3) The network controlled always-on PDU session mechanism proposed in this paper is mainly to enhance the UE controlled always-on PDU session mechanism. The main difference between them are: the UE controlled always-on PDU session mechanism is based on the indication from upper layers, while the network controlled always-on PDU session mechanism is based on the indication from the network. There is also no system-level impact.
(4) Based on the detail proposal in section 2.3 on implementation of the network controlled always-on PDU session mechanism, the required changes are only to add a network indication (either to reuse eixistin ePCO IE or to define a new IE) in the PDU SESSION ESTABLISHMENT ACCEPT message together with the SMF and UE internal handling. This is a detail implementation issue and should be ok without SA2 guidance.

(5) This is not the first time for CT1 to make the final decision on implementation specific issues and then ask SA2 to do the required alignment if necessary, e.g. for UL/DL 5GSM message transport between the UE and the AMF, it was agreed by CT1 to only use the UL/DL NAS TRANSPORT message then SA2 changed their specs to align with CT1. Note that originally, SA2 specified that the Service Accept message can also carry the DL 5GSM message.
(6) Also this is not the first time for the CT1 to add some new implementaion specific NAS IEs without any changes in stage 2, e.g. the Re-attempt indicator IE added for retry restriction under RISE and the Extended EMM cause IE added for RAT restriction.

Hence, we could propose:

Proposal #4: CT1 can decide to implement network controlled always-on PDU session mechnism without SA2 guidance.

3. Conclusion and Proposal

This paper discussed whether the network control solution for the always-on PDU sessions is necessary and how to inform UE which PDU sessions UE are allowed to be established as always-on.

Based on the discussion, below obervations were provided:

Observation#1: UE controlled always-on PDU session mechanism may be misused by upper layers and finally degrade the performance of the entire network.

Observation#2: The network controlled always-on PDU session mechanism can co-exist with the UE controlled always-on PDU session mechanism in 5GS.

Based on above observations and other discussions, below proposals were proposed:
Proposal #1: The network controlled always-on PDU session mechanism is supported in 5GS.

Proposal #2: The UE controlled always-on PDU session mechanism only applies when the network controlled always-on PDU session mechanism is not applied.

Proposal #3: Alt#1 (to define a new IE) is adopted to provide network indication for always-on PDU session.

Proposal #4: CT1 can decide to implement network controlled always-on PDU session mechnism without SA2 guidance.

Proposal #1, #2 and #3 are captured in CR C1-184316.

