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1. Introduction
The specification is not consistent on the use of terminology to refer to registation procedure for initial registration and for mobility and periodic registration update.
2. Reason for Change
Consistent use of terminology should bee applied to avoid misunderstanding and help readers (implementers).
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.501 v1.1.1.
* * * First Change * * * *

5.1.3.2.1.4.4
5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE

The substate 5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE is chosen by the UE if the registration procedure for mobility and periodic registration update failed due to a missing response from the network. No 5GMM procedure except:

a)
mobility and periodic registration update procedure over 3GPP access; and

b)
mobility registration procedure over non-3GPP access

shall be initiated by the UE in this substate. No data shall be sent or received.

NOTE:
The registration procedure for mobility and periodic registration update over non-3GPP access can be triggered by e.g. the change of UE network capability or renegotiating some parameters.
* * * Next Change * * * *

4.6.2.2
NSSAI storage
If available, the configured NSSAI(s) shall be stored in a non-volatile memory in the ME as specified in annex C.
Each of the configured NSSAI stored in the UE is a set composed of at most 16 S-NSSAIs. Each of the allowed NSSAI stored in the UE is a set composed of at most 8 S-NSSAIs and is associated with a PLMN identity and an access type. Each of the configured NSSAI, and the rejected NSSAI is associated with a PLMN identity. The S-NSSAI(s) in the rejected NSSAI for the current PLMN and registration area combination are further associated with a registration area where the rejected S-NSSAI(s) is not available. There shall be no duplicated PLMN identities in each of the list of configured NSSAI(s), allowed NSSAI(s), rejected NSSAI(s) for the current PLMN, and rejected NSSAI(s) for the current PLMN and registration area combination.

The UE stores NSSAIs as follows:
a)
The configured NSSAI shall be stored until a new configured NSSAI is received for a given PLMN. The network may provide to the UE the mapping of the new configured NSSAI to the configured NSSAI for the HPLMN which shall also be stored in the UE. When the UE is provisioned with a new configured NSSAI for a PLMN, the UE shall:

1)
replace any stored configured NSSAI for this PLMN with the new configured NSSAI for this PLMN;

2)
delete any stored mapping of the configured NSSAI to the configured NSSAI for the HPLMN and, if available, store the mapping of the new configured NSSAI to the configured NSSAI for the HPLMN;

3)
delete any stored allowed NSSAI for this PLMN and, if available, the stored mapping of the allowed NSSAI to the configured NSSAI for the HPLMN; and

4)
delete any rejected NSSAI for the current PLMN, and rejected NSSAI for the current PLMN and registration area combination.

If the UE receives an S-NSSAI associated with a PLMN ID from the network during the PDN connection establishment procedure in EPS as specified in 3GPP TS 24.301 [15], the UE may store the received S-NSSAI in the configured NSSAI for the PLMN identified by the PLMN ID associated with the S-NSSAI, if not already in the configured NSSAI. If the configured NSSAI for the registered PLMN is updated, the UE shall perform the registration procedure for mobility and periodic registration update indicating "mobility registration updating" in the 5GS registration type IE of the REGISTRATION REQUEST message (see subclause 5.5.1.3) and the UE shall store the allowed NSSAI or rejected NSSAI in case any NSSAI is received from the AMF.
b)
The allowed NSSAI shall be stored until a new allowed NSSAI is received for a given PLMN. The network may provide to the UE the mapping of the new allowed NSSAI to the configured NSSAI for the HPLMN (see subclauses 5.5.1.2 and 5.5.1.3) which shall also be stored in the UE. When a new allowed NSSAI for a PLMN is received, the UE shall:

1)
replace any stored allowed NSSAI for this PLMN with the new allowed NSSAI for this PLMN; and

2)
delete any stored mapping of the allowed NSSAI to the configured NSSAI for the HPLMN and, if available, store the mapping of the new allowed NSSAI to the configured NSSAI for the HPLMN.


The UE shall remove, if any, the stored rejected S-NSSAI(s) which is/are included in the new allowed NSSAI for the current PLMN.
NOTE:
Whether the UE stores the allowed NSSAI also when the UE is switched off is implementation specific.
c)
When the UE receives the S-NSSAI(s) included in rejected NSSAI in the REGISTRATION ACCEPT message, the UE shall store the S-NSSAI(s) into the rejected NSSAI based on the associated rejection cause(s). Once the UE is deregistered, the rejected NSSAI for the current PLMN and the rejected NSSAI for the current PLMN and registration combination shall be deleted. The UE shall delete, if any, the stored rejected NSSAI for the current PLMN and registration area combination if the UE moves out of the registration area.
* * * Next Change * * * *

4.8.2.3
Single-registration mode without N26 interface

At inter-system change from N1 mode to S1 mode in EMM-IDLE mode when at least one PDU session context supporting interworking to EPS is active, the UE shall proceed as follows:

a)
if the UE supports sending an ATTACH REQUEST message containing a PDN CONNECTIVITY REQUEST message with request type set to "handover" to transfer a PDU session from N1 mode to S1 mode and the UE has received an "interworking without N26 supported" indication from the network, the UE shall:

1)
enter substates EMM-DEREGISTERED.NORMAL-SERVICE and 5GMM-REGISTERED.NO-CELL-AVAILABLE;

2)
map each PDU session context supporting interworking to EPS to the default EPS bearer context of the corresponding PDN connection(s) and set the state of each default EPS bearer context, as specified in subclause 6.1.4; and
3)
initiate an EPS attach procedure and include a PDN CONNECTIVITY REQUEST message with request type set to "handover" in the ATTACH REQUEST message to activate a default EPS bearer context for one of the PDU sessions for which interworking to EPS is supported.


After successful completion of the attach procedure, the UE shall attempt to activate each of the other default EPS bearer contexts, if any, by initiating a stand-alone PDN connectivity procedure with request type set to "handover" in the PDN CONNECTIVITY REQUEST message; and
b)
otherwise, enter substates EMM-REGISTERED.NORMAL-SERVICE and 5GMM-REGISTERED.NO-CELL-AVAILABLE and initiate a tracking area update procedure (see 3GPP TS 24.301 [15]).

At inter-system change from N1 mode to S1 mode in EMM-IDLE mode when no PDU session context supporting interworking to EPS is active, the UE shall enter substates EMM-DEREGISTERED.NORMAL-SERVICE and 5GMM-DEREGISTERED.NO-CELL-AVAILABLE, and initiate an attach procedure.

At inter-system change from S1 mode to N1 mode in 5GMM-IDLE mode, the UE shall:

a)
enter substate 5GMM-REGISTERED.NORMAL-SERVICE and substate EMM-REGISTERED.NO-CELL-AVAILABLE;

b)
map the default EPS bearer context(s) of the PDN connection(s), if any, to the corresponding PDU session context(s) and set the state of each PDU session context, as specified in subclause 6.1.4; and

c)
initiate the registration procedure for mobility and periodic registration update indicating "mobility registration updating" in the 5GS registration type IE of the REGISTRATION REQUEST message (see subclause 5.5.1.3).

After having successfully registered in N1 mode the UE shall:

a)
if the UE supports the PDU session establishment procedure with request type set to "existing PDU session" to transfer a PDN connection from S1 mode to N1 mode and the UE has received an "interworking without N26 supported" indication from the network, attempt to transfer all existing PDN connections, if any, for which interworking to 5GS is supported from S1 mode to N1 mode by initiating the PDU session establishment procedure with request type set to "existing PDU session"; and

b)
otherwise, establish PDU sessions corresponding to all existing PDN connections, if any, by initiating the PDU session establishment procedure with request type set to "initial request".

See subclause 5.1.4.3 for coordination between 5GMM and EMM and subclause 6.1.4 for coordination between 5GSM and ESM.
* * * Next Change * * * *

5.1.4.2
Coordination between 5GMM and EMM with N26 interface

A UE that is not registered shall be in state EMM-DEREGISTERED and state 5GMM-DEREGISTERED.

In N1 mode, upon successful completion of a registration procedure, the UE operating in single-registration mode shall enter substates 5GMM-REGISTERED.NORMAL-SERVICE and EMM-REGISTERED.NO-CELL-AVAILABLE.

At inter-system change from S1 mode to N1 mode, the UE shall enter substates 5GMM-REGISTERED.NORMAL-SERVICE and EMM-REGISTERED.NO-CELL-AVAILABLE and initiate a registration procedure for mobility and periodic registration update indicating "mobility registration updating" in the 5GS registration type IE of the REGISTRATION REQUEST messagee.
In S1 mode, upon successful completion of an attach or tracking area updating procedure, the UE operating in single-registration mode shall enter substates 5GMM-REGISTERED.NO-CELL-AVAILABLE and EMM-REGISTERED.NORMAL-SERVICE.
At inter-system change from N1 mode to S1 mode when there is no active PDU session context for which interworking to EPS is supported as specified in subclause 6.1.4, and EMM-REGISTERED without PDN connection is not supported by the UE or the MME, the UE shall enter state 5GMM-DEREGISTERED and state EMM-DEREGISTERED and then initiate the EPS attach procedure. If EMM-REGISTERED without PDN connection is supported by the UE and the MME, the UE shall enter substates EMM-REGISTERED.NORMAL-SERVICE and 5GMM-REGISTERED.NO-CELL-AVAILABLE and initiate a tracking area updating procedure.
At inter-system change from N1 mode to S1 mode when there is at least one active PDU session context for which interworking to EPS is supported as specified in subclause 6.1.4, the UE shall enter substates EMM-REGISTERED.NORMAL-SERVICE and 5GMM-REGISTERED.NO-CELL-AVAILABLE and initiate a tracking area updating procedure (see 3GPP TS 24.301 [15]).
5.1.4.3
Coordination between 5GMM and EMM without N26 interface
A UE operating in the single-registration mode that is not registered shall be in state EMM-DEREGISTERED and in state 5GMM-DEREGISTERED.

In N1 mode, upon successful completion of a registration procedure, the UE operating in the single-registration mode shall enter substates 5GMM-REGISTERED.NORMAL-SERVICE and EMM-REGISTERED.NO-CELL-AVAILABLE.

At inter-system change from N1 mode to S1 mode in 5GMM-IDLE mode, the UE shall behave as specified in subclause 4.8.2.3.

In S1 mode, upon successful completion of an attach or tracking area updating procedure, the UE operating in the single-registration mode shall enter substates 5GMM-REGISTERED.NO-CELL-AVAILABLE and EMM-REGISTERED.NORMAL-SERVICE.
At inter-system change from S1 mode to N1 mode in 5GMM-IDLE mode, the UE operating in the single-registration mode shall enter substates EMM-REGISTERED.NO-CELL-AVAILABLE and 5GMM- REGISTERED.NORMAL-SERVICE and then initiate the registration procedure for mobility and periodic registration update indicating "mobility registration updating" in the 5GS registration type IE of the REGISTRATION REQUEST message (see subclause 5.5.1.3).

* * * Next Change * * * *

5.2.3.2.3
ATTEMPTING-REGISTRATION-UPDATE

The UE in 3GPP access:

a)
shall not send any user data;

b)
shall initiate a registration procedure for mobility and periodic registration update on the expiry of timers T3502 or T3511 or T3346;
c)
shall initiate a registration procedure for mobility and periodic registration update when entering a new PLMN, if timer T3346 is running and the new PLMN is not equivalent to the PLMN where the UE started timer T3346, the PLMN identity of the new cell is not in the forbidden PLMN lists, and the tracking area is not in one of the lists of forbidden tracking areas;
d)
shall initiate a registration procedure for mobility and periodic registration update when the tracking area of the serving cell has changed, if timer T3346 is not running, the PLMN identity of the new cell is not in one of the forbidden PLMN lists and the tracking area is not in one of the lists of forbidden tracking areas;
e)
may initiate a registration procedure for mobility and periodic registration update upon request of the upper layers to establish a PDU session for emergency services;

f)
may perform de-registration locally and initiate an registration procedure for initial registration for emergency services even if timer T3346 is running;
g)
shall initiate registration procedure for mobility and periodic registration update upon reception of paging or NOTIFICATION message with access type indicating 3GPP access; and

h)
if configured for eCall only mode as specified in 3GPP TS 31.102 [20], shall perform the eCall inactivity procedure at expiry of timer T3444 or timer T3445 (see subclause 5.5.3).
NOTE:
Timers T3444 and T3445 are specified in 3GPP TS 24.301 [15].
The UE in non-3GPP access:
a)
shall not send any user data; and

b)
shall initiate registration procedure for mobility and periodic registration update on the expiry of timers T3502 or T3511.

* * * Next Change * * * *

5.3.1.1
Establishment of the N1 NAS signalling connection

When the UE is in 5GMM-IDLE mode over 3GPP access and needs to transmit an initial NAS message, the UE shall request the lower layer to establish an RRC connection. Upon indication from the lower layers that the RRC connection has been established, the UE shall consider that the N1 NAS signalling connection over 3GPP access is established and enter 5GMM-CONNECTED mode over 3GPP access.
When the UE is in 5GMM-IDLE mode over non-3GPP access, and the UE receives an indication from the lower layers of access stratum connection establishment, the UE shall consider the N1 NAS signalling connection established enter 5GMM-CONNECTED mode over non-3GPP access and send an initial NAS message.
Initial NAS messages are:

a)
REGISTRATION REQUEST message;

b)
DEREGISTRATION REQUEST message; and
c)
SERVICE REQUEST message.
If the UE is capable of both N1 mode and S1 mode and lower layers provide an indication that the current E-UTRA cell is connected to both EPC and 5GCN, for the routing of the REGISTRATION REQUEST message during the initial registration procedure to the appropriate core network (EPC or 5GCN), the UE NAS provides the lower layers with the selected core network type information.

For the routing of the initial NAS message to the appropriate AMF, if the UE holds a valid 5G-GUTI, the UE NAS provides the lower layers with either the 5G-S-TMSI or the registered GUAMI, or neither the 5G-S-TMSI nor registered GUAMI according to the following rules:
a)
if the registration procedure for mobility and periodic update was triggered due to the update of the allowed NSSAI or the configured NSSAI included in the last CONFIGURATION UPDATE COMMAND message, the UE NAS shall not provide the lower layers with the 5G-S-TMSI or the registered GUAMI; or

b)
otherwise:
1)
if the tracking area of the current cell is in the registration area, the UE NAS shall provide the lower layers with the 5G-S-TMSI, but shall not provide the registered GUAMI to the lower layers; or
2)
if the tracking area of the current cell is not in the registration area, the UE NAS shall provide the lower layers with the registered GUAMI, but shall not provide the lower layers with the 5G-S-TMSI.
If the UE does not hold a valid 5G-GUTI, the UE NAS does not provide the lower layers with the 5G-S-TMSI or the registered GUAMI.
The UE NAS also provides the lower layers with the identity of the selected PLMN (see 3GPP TS 38.331 [28]). In a shared network, the UE shall choose one of the PLMN identities as specified in 3GPP TS 23.122 [5].

* * * Next Change * * * *

5.3.1.3
5GMM-CONNECTED mode with RRC inactive indication
This subclause is only applicable for UE's 5GMM mode over 3GPP access.

The UE is in 5GMM-CONNECTED mode with RRC inactive indication when the UE is in:

a)
5GMM-CONNECTED mode over 3GPP access at the NAS layer; and

b)
RRC_INACTIVE state at the AS layer (see 3GPP TS 38.300 [25]).

Unless stated otherwise, the UE behavior in 5GMM-CONNECTED mode with RRC inactive indication follows the UE behavior in 5GMM-CONNECTED over 3GPP access, except that:

a)
the UE shall apply the mobility restrictions; and

b)
the UE shall perform the PLMN selection procedures

as in 5GMM-IDLE mode over 3GPP access.

The UE shall transition from 5GMM-CONNECTED mode over 3GPP access to 5GMM-CONNECTED mode with RRC inactive indication upon indication from the lower layers that the UE has transitioned to RRC_INACTIVE state.

Upon trigger of a procedure which requires sending of a NAS message, the UE in 5GMM-CONNECTED mode with RRC inactive indication over 3GPP access shall request the lower layers to transition to RRC_CONNECTED state (see 3GPP TS 38.300 [25]).

The UE shall transition from 5GMM-CONNECTED mode with RRC inactive indication to 5GMM-CONNECTED mode over 3GPP access upon receving from the lower layers indication that the UE has transitioned to RRC_CONNECTED state (see 3GPP TS 38.300 [25]).

NOTE:
The AMF can be aware of the transition between 5GMM-CONNECTED mode and 5GMM-CONNECTED mode with RRC inactive indication for a UE (see 3GPP TS 23.502 [9]).
The UE shall trigger a transition from 5GMM-CONNECTED mode with RRC inactive indication to 5GMM-IDLE mode upon selection of a PLMN that is not an equivalent PLMN to the registered PLMN. 

The UE shall transition from 5GMM-CONNECTED mode with RRC inactive indication to 5GMM-IDLE mode over 3GPP access and initiate a registration procedure for mobility and periodic registration update (i.e. the 5GS registration type IE set to "mobility registration updating" in the REGISTRATION REQUEST message) for NAS signalling connection recovery as specified in subclause 5.5.1.3.2, upon receving from the lower layers:

a)
indication that the transition from RRC_INACTIVE state to RRC_CONNECTED state has failed.

The UE shall transition from 5GMM-CONNECTED mode with RRC inactive indication to 5GMM-IDLE mode over 3GPP access upon receving from the lower layers:

a)
indication of transition from RRC_INACTIVE to RRC_IDLE;

b)
AMF paging indication; or

c)
indication of cell selection to E-UTRAN or another RAT that the UE supports.

The UE shall not trigger a transition from 5GMM-CONNECTED mode with RRC inactive indication to 5GMM-IDLE mode upon entering a new PLMN which is in the list of equivalent PLMNs.
* * * Next Change * * * *

5.3.4
Registration areas

Within the 5GS, the registration area is managed independently per access type, i.e., 3GPP access or non-3GPP access. The AMF assigns a registration area to the UE during the registration procedure. A registration area is defined as a set of tracking areas and each of these tracking areas consists of one or more cells that cover a geographical area. Tracking areas cannot overlap each other. Within the 5GS, the concept of "registration to multiple tracking areas" applies:

a)
A tracking area is identified by a TAI which is broadcast in the cells of the tracking area. The TAI is constructed from a TAC and a PLMN identifier. In case of a shared network, one or more TAC and multiple PLMN identifiers are broadcast.

b)
In order to reduce the tracking area update signalling within the 5GS, the AMF can assign several tracking areas to the UE. These tracking areas construct a list of tracking areas which is identified by a TAI list. When generating the TAI list, the AMF shall include only TAIs that are applicable on the access where the TAI list is sent. The AMF shall be able to allocate a TAI List over different NG-RAN access technologies.
c)
The UE considers itself registered to a list of tracking areas and does not need to trigger the registration procedure for mobility and periodic registration update (i.e. the 5GS registration type IE set to "mobility registration updating" in the REGISTRATION REQUEST message) as long as the UE stays in one of the tracking areas of the list of tracking areas received from the AMF.

d)
The UE will consider the TAI list as valid, until it receives a new TAI list in the next registration procedure for mobility and periodic registration update, or generic UE configuration update procedure, or the UE is commanded by the network to delete the TAI list by a reject message or it is deregistered from the 5GS. If the registration request is accepted or the TAI list is reallocated by the AMF, the AMF shall provide at least one entry in the TAI list. If the new and the old TAI list are identical, the AMF does not need to provide the new TAI list to the UE during mobility registration update or periodic registration update.

e)
The TAI list can be reallocated by the AMF.

f)-
When the UE is deregistered from the 5GS, the TAI list in the UE is invalid.

g)
The AMF allocates one 5G-GUTI, which is common between 3GPP access and non-3GPP access, to the UE.
h)
The UE includes the last visited registered TAI, if available, to the AMF. The last visited registered TAI is stored in a non-volatile memory in the USIM if the corresponding file is present in the USIM, else in the non-volatile memory in the ME, as described in annex C.
* * * Next Change * * * *

5.3.5
Service area restrictions
Service area restrictions are applicable only to 3GPP access.

The service area restrictions consist of either an allowed area, or a non-allowed area. The allowed area can contain up to 16 tracking areas or include all tracking areas in a PLMN. The non-allowed area can contain up to 16 tracking areas. The network conveys the service area restrictions to the UE by including either an allowed area, or a non-allowed area, but not both, in the Service area list IE of a REGISTRATION ACCEPT message or a CONFIGURATION UPDATE COMMAND message.

If the network does not convey the service area restrictions to the UE in the Service area list IE of a REGISTRATION ACCEPT message, the UE shall treat all tracking areas in the registered PLMN and its equivalent PLMN(s) as allowed area and delete the stored list of "allowed tracking areas" or the stored list of "non-allowed tracking areas" for the registered PLMN and its equivalent PLMN(s).

When the UE receives a Service area list IE with an allowed area indication during a registration procedure or a generic UE configuration update procedure:

a)
if the "Type of list" included in the Service area list IE does not indicate all TAIs belonging to the PLMN are allowed area, the UE shall delete the old list of "allowed tracking areas" and store the tracking areas in the allowed area as the list of "allowed tracking areas". If the UE has a stored list of "non-allowed tracking areas" for the registered PLMN, the UE shall delete that list; or

b)
if the "Type of list" included in the Service area list IE indicates all TAIs belonging to the PLMN are allowed area, the UE shall treat all tracking areas in the registered PLMN are allowed area and delete the stored list of "allowed tracking areas" or the stored list of "non-allowed tracking areas" for the registered PLMN.

When the UE receives a Service area list IE with a non-allowed area indication during a registration procedure or a generic UE configuration update procedure, the UE shall delete the old list of "non-allowed tracking areas" and store the tracking areas in the non-allowed area as the list of "non-allowed tracking areas". If the UE has a stored list of "allowed tracking areas" for the registered PLMN, the UE shall delete that list.

If the UE has a stored list of "allowed tracking areas":

a)
while camped on a cell whose TAI is in the list of "allowed tracking areas", the UE is allowed to initiate any 5GMM and 5GSM procedures; and

b)
while camped on a cell whose TAI is not in the list of "allowed tracking areas":
1)
if the UE is in 5GMM-IDLE mode over 3GPP access, the UE:

i)
shall not perform the registration procedure for mobility and periodic registration update with the Uplink data status IE except for emergency services; and

ii)
shall not initiate a service request procedure except for emergency services or for responding to core network paging; and
2)
if the UE is in 5GMM-CONNECTED mode or 5GMM-CONNECTED mode with RRC inactive indication over 3GPP access, the UE:

i)
shall not perform the registration procedure for mobility and periodic registration update with the Uplink data status IE except for emergency services;

ii)
shall not initiate a service request procedure except for emergency services; and

iii)
shall not initiate a 5GSM procedure except for emergency services.

If the UE has a stored list of "non-allowed tracking areas":

a)
while camped on a cell whose TAI is not in the list of "non-allowed tracking areas", the UE is allowed to initiate any 5GMM and 5GSM procedures; and

b)
while camped on a cell whose TAI is in the list of "non-allowed tracking areas":

1)
if the UE is in 5GMM-IDLE mode over 3GPP access, the UE:

i)
shall not perform the registration procedure for mobility and periodic registration update with the Uplink data status IE except for emergency services; and

ii)
shall not initiate a service request procedure except for emergency services or for responding to core network paging; and
2)
if the UE is in 5GMM-CONNECTED mode or 5GMM-CONNECTED mode with RRC inactive indication over 3GPP access, the UE:

i)
shall not perform the registration procedure for mobility and periodic registration update with the Uplink data status IE except for emergency services;

ii)
shall not initiate a service request procedure except for emergency services; and

iii)
shall not initiate a 5GSM procedure except for emergency services.

The list of "allowed tracking areas", as well as the list of "non-allowed tracking areas" shall be erased when:

a)
the UE is switched off;

b)
the UICC containing the USIM is removed; and

c)
periodically (with a period in the range 12 to 24 hours).
When the list of "allowed tracking areas" or the list of "non-allowed tracking areas" is erased, the UE performs cell selection procedure.

The UE shall evaluate the information in the list of "5GS forbidden tracking areas for roaming" and in the list of "5GS forbidden tracking areas for regional provision of service" before evaluating the information in the list of "allowed tracking areas" or the list of "non-allowed tracking areas".
5.3.6
Mobile initiated connection only mode

The UE can request the use of mobile initiated connection only (MICO) mode during the registration procedure (see 3GPP TS 23.501 [8] and 3GPP TS 23.502 [9]). The UE shall not request use of MICO mode over non-3GPP access. Furthermore, the UE in 3GPP access shall not request the use of MICO mode during:
a)
a registration procedure for initial registration for emergency services (see subclause 5.5.1.2);

b)
a registration procedure for mobility and periodic registration update (see subclause 5.5.1.3) for initiating a PDU session for emergency services if the UE is in the state 5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE; or

c)-
a registration procedure for mobility and periodic registration update  (see subclause 5.5.1.3)when the UE has a PDU session for emergency services established.

If the UE requests the use of MICO mode, the network can accept the use of MICO mode by providing a MICO indication when accepting the registration procedure. The UE may use MICO mode only if the network has provided the MICO indication IE during the last registration procedure.

If the network accepts the use of MICO mode, the AMF may include an "all PLMN registration area allocated" indication in the MICO indication IE to the UE.

If the network accepts the use of MICO mode, the UE may deactivate the AS layer and activate MICO mode by entering the state 5GMM-REGISTERED.NO-CELL-AVAILABLE if:
a)
the UE is in 5GMM-IDLE mode for 3GPP access; and

b)
in the 5GMM-REGISTERED.NORMAL-SERVICE state for 3GPP access.

When MICO mode is activated all NAS timers are stopped and associated procedures aborted except for timers T3512, T3346, T3396, T35cd, T35ef, any backoff timers, and the timer T controlling the periodic search for HPLMN or EHPLMN or higher prioritized PLMNs (see 3GPP TS 23.122 [5]).

The UE may deactivate MICO mode and activate the AS layer at any time. Upon deactivating MICO mode, the UE may initiate 5GMM procedures (e.g. for the transfer of mobile originated signalling or user data).

When a PDU session for emergency services is successfully established after the MICO mode was enabled, the UE the UE and the AMF shall locally disable MICO mode. The UE and the AMF shall not enable MICO mode until the AMF accepts the use of MICO mode in the next registration procedure. To enable an emergency call back, the UE should wait for a UE implementation-specific duration of time before requesting the use of MICO mode after the release of the emergency PDU session
If the AMF accepts the use of MICO mode, the AMF starts the implicit de-registration timer for 3GP access when entering 5GMM-IDLE mode for 3GPP access.
Upon successful completion of an attach procedure or tracking area updating procedure after inter-system change from N1 mode to S1 mode (see 3GPP TS 24.301 [15]), the UE operating in single-registration mode shall locally disable MICO mode. After inter-system change from S1 mode to N1 mode, the UE operating in single-registration mode may re-negotiate MICO mode with the network during the registration procedure for mobility and periodic registration update.

* * * Next Change * * * *

5.4.1.3.7
Abnormal cases

a)
Lower layer failure:


Upon detection of lower layer failure before the AUTHENTICATION RESPONSE message is received, the network shall abort the procedure.

b)
Expiry of timer T3560:


The network shall, on the first expiry of the timer T3560, retransmit the AUTHENTICATION REQUEST message and shall reset and start timer T3560. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3560, the network shall abort the 5G AKA based primary authentication and key agreement procedure and any ongoing 5GMM specific procedure and release the N1 NAS signalling connection.

c)
Authentication failure (5GMM cause #20 "MAC failure"):


The UE shall send an AUTHENTICATION FAILURE message, with 5GMM cause #20 "MAC failure" according to subclause 5.4.1.3.6, to the network and start timer T3520 (see example in figure 5.4.1.3.7.1). Furthermore, the UE shall stop any of the retransmission timers that are running (e.g. T3510, T3517 or T3521). Upon the first receipt of an AUTHENTICATION FAILURE message from the UE with 5GMM cause #20 "MAC failure", the network may initiate the identification procedure described in subclause 5.4.3. This is to allow the network to obtain the SUCI from the UE. The network may then check that the 5G-GUTI originally used in the authentication challenge corresponded to the correct SUPI. Upon receipt of the IDENTITY REQUEST message from the network, the UE shall send the IDENTITY RESPONSE message.

NOTE 1:
Upon receipt of an AUTHENTICATION FAILURE message from the UE with 5GMM cause #20 "MAC failure", the network may also terminate the 5G AKA based primary authentication and key agreement procedure (see subclause 5.4.1.3.5).


If the mapping of 5G-GUTI to SUPI in the network was incorrect, the network should respond by sending a new AUTHENTICATION REQUEST message to the UE. Upon receiving the new AUTHENTICATION REQUEST message from the network, the UE shall stop the timer T3520, if running, and then process the challenge information as normal. If the mapping of 5G-GUTI to SUPI in the network was correct, the network should terminate the 5G AKA based primary authentication and key agreement procedure by sending an AUTHENTICATION REJECT message (see subclause 5.4.1.3.5).

If the network is validated successfully (an AUTHENTICATION REQUEST message that contains a valid SQN and MAC is received), the UE shall send the AUTHENTICATION RESPONSE message to the network and shall start any retransmission timers (e.g. T3510, T3517 or T3521) if they were running and stopped when the UE received the first failed AUTHENTICATION REQUEST message.


If the UE receives the second AUTHENTICATION REQUEST message while T3520 is running, and the MAC value cannot be resolved, the UE shall follow the procedure specified in this subclause, item c, starting again from the beginning, or if the message contains a UMTS authentication challenge, the UE shall follow the procedure specified in item d. If the SQN is invalid, the UE shall proceed as specified in item f.
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Figure 5.4.1.3.7.1: Authentication failure during 5G AKA based primary authentication and key agreement procedure

d)
Authentication failure (5GMM cause #26 "non-5G authentication unacceptable"):

The UE shall send an AUTHENTICATION FAILURE message, with 5GMM cause #26 "non-5G authentication unacceptable", to the network and start the timer T3520 (see example in figure 5.4.1.3.7.1). Furthermore, the UE shall stop any of the retransmission timers that are running (e.g. T3510, T3517 or T3521). Upon the first receipt of an AUTHENTICATION FAILURE message from the UE with 5GMM cause #26 "non-5G authentication unacceptable", the network may initiate the identification procedure described in subclause 5.4.3. This is to allow the network to obtain the SUCI from the UE. The network may then check that the 5G-GUTI originally used in the authentication challenge corresponded to the correct SUPI. Upon receipt of the IDENTITY REQUEST message from the network, the UE shall send the IDENTITY RESPONSE message.
NOTE 2:
Upon receipt of an AUTHENTICATION FAILURE message from the UE with 5GMM cause #26 "non-5G authentication unacceptable", the network may also terminate the 5G AKA based primary authentication and key agreement procedure (see subclause 5.4.1.3.5).


If the mapping of 5G-GUTI to SUPI in the network was incorrect, the network should respond by sending a new AUTHENTICATION REQUEST message to the UE. Upon receiving the new AUTHENTICATION REQUEST message from the network, the UE shall stop the timer T3520, if running, and then process the challenge information as normal. If the mapping of 5G-GUTI to SUPI in the network was correct, the network should terminate the 5G AKA based primary authentication and key agreement procedure by sending an AUTHENTICATION REJECT message (see subclause 5.4.1.3.5).
e)
Authentication failure (5GMM cause #29 "ngKSI already in use"):

The UE shall send an AUTHENTICATION FAILURE message, with 5GMM cause #29 "ngKSI already in use", to the network and start the timer T3520 (see example in figure 5.4.1.3.7.1). Furthermore, the UE shall stop any of the retransmission timers that are running (e.g. T3510, T3517 or T3521). Upon the first receipt of an AUTHENTICATION FAILURE message from the UE with 5GMM cause #29 "ngKSI already in use", the network performs necessary actions to select a new ngKSI and send the same authentication challenge to the UE.

NOTE 3:
Upon receipt of an AUTHENTICATION FAILURE message from the UE with 5GMM cause #29 "ngKSI already in use", the network may also re-initiate the 5G AKA based primary authentication and key agreement procedure (see subclause 5.4.1.3.2).


Upon receiving the new AUTHENTICATION REQUEST message from the network, the UE shall stop the timer T3520, if running, and then process the challenge information as normal.

f)
Authentication failure (5GMM cause #21 "synch failure"):


The UE shall send an AUTHENTICATION FAILURE message, with 5GMM cause #21 "synch failure", to the network and start the timer T3520 (see example in figure 5.4.1.3.7.1). Furthermore, the UE shall stop any of the retransmission timers that are running (e.g. T3510, T3517 or T3521). Upon the first receipt of an AUTHENTICATION FAILURE message from the UE with the 5GMM cause #21 "synch failure", the network shall use the returned AUTS parameter from the authentication failure parameter IE in the AUTHENTICATION FAILURE message, to re-synchronise. The re-synchronisation procedure requires the AMF to delete all unused authentication vectors for that SUPI and obtain new vectors from the UDM/AUSF. When re-synchronisation is complete, the network shall initiate the 5G AKA based primary authentication and key agreement procedure. Upon receipt of the AUTHENTICATION REQUEST message, the UE shall stop the timer T3520, if running.

NOTE 4:
Upon receipt of two consecutive AUTHENTICATION FAILURE messages from the UE with 5GMM cause #21 "synch failure", the network may terminate the 5G AKA based primary authentication and key agreement procedure by sending an AUTHENTICATION REJECT message.


If the network is validated successfully (a new AUTHENTICATION REQUEST message is received which contains a valid SQN and MAC) while T3520 is running, the UE shall send the AUTHENTICATION RESPONSE message to the network and shall start any retransmission timers (e.g. T3510, T3517 or T3521), if they were running and stopped when the UE received the first failed AUTHENTICATION REQUEST message.


Upon receipt of an AUTHENTICATION REJECT message, the UE shall perform the actions as specified in subclause 5.4.1.3.5.
g)
Network failing the authentication check:


If the UE deems that the network has failed the authentication check, then it shall request RRC to locally release the RRC connection and treat the active cell as barred (see 3GPP TS 38.304 [26]). The UE shall start any retransmission timers (e.g. T3510, T3517 or T3521), if they were running and stopped when the UE received the first AUTHENTICATION REQUEST message containing an invalid MAC or SQN or if the new ngKSI was already in use.
Editor's note:
It is FFS if the RRC will provide the barring service.
h)
Transmission failure of AUTHENTICATION RESPONSE message or AUTHENTICATION FAILURE message indication from lower layers (if the 5G AKA based primary authentication and key agreement procedure is triggered by a registration procedure for mobility and periodic registration update)


The UE shall stop the timer T3520, if running, and re-initiate the mobility registration update procedure.

i)
Transmission failure of AUTHENTICATION RESPONSE message or AUTHENTICATION FAILURE message indication with TAI change from lower layers (if the 5G AKA based primary authentication and key agreement procedure is triggered by a service request procedure)


The UE shall stop the timer T3520, if running.


If the current TAI is not in the TAI list, the 5G AKA based primary authentication and key agreement procedure shall be aborted and a registration procedure for mobility and periodic registration update shall be initiated.


If the current TAI is still part of the TAI list, it is up to the UE implementation how to re-run the ongoing procedure that triggered the 5G AKA based primary authentication and key agreement procedure.

j)
Transmission failure of AUTHENTICATION RESPONSE message or AUTHENTICATION FAILURE message indication without TAI change from lower layers (if the 5G AKA based primary authentication and key agreement procedure is triggered by a service request procedure)


The UE shall stop the timer T3520, if running. It is up to the UE implementation how to re-run the ongoing procedure that triggered the 5G AKA based primary authentication and key agreement procedure.
k)
Lower layers indication of non-delivered NAS PDU due to handover


If the AUTHENTICATION REQUEST message could not be delivered due to an intra AMF handover and the target TA is included in the TAI list, then upon successful completion of the intra AMF handover the AMF shall retransmit the AUTHENTICATION REQUEST message. If a failure of handover procedure is reported by the lower layer and the N1 NAS signalling connection exists, the AMF shall retransmit the AUTHENTICATION REQUEST message.

For items c, d, e, and f whether or not the UE is registered for emergency services:


The UE shall stop timer T3520, if the timer is running and the UE enters 5GMM-IDLE mode, e.g. upon detection of a lower layer failure, release of the N1 NAS signalling connection, or as the result of an inter-system handover to S1 mode.


The UE shall deem that the network has failed the authentication check or assume that the authentication is not genuine and proceed as described in item g above if any of the following occurs:

-
the timer T3520 expires;

-
the UE detects any combination of the authentication failures: 5GMM causes #20 "MAC failure", #21 "synch failure", #26 "non-5G authentication unacceptable" or #29 “ngKSI already in use”, during three consecutive authentication challenges. The authentication challenges shall be considered as consecutive only, if the authentication challenges causing the second and third authentication failure are received by the UE, while the timer T3520 started after the previous authentication failure is running.

For items c, d, e, and f:


Depending on local requirements or operator preference for emergency services, if the UE has a PDU session for emergency services established or is establishing a PDU session for emergency services, the AMF need not follow the procedures specified for the authentication failure specified in the present subclause. The AMF may respond to the AUTHENTICATION FAILURE message by initiating the security mode control procedure selecting the "null integrity protection algorithm" 5G-IA0, null ciphering algorithm 5G-EA0 or may abort the 5G AKA based primary authentication and key agreement procedure and continue using the current security context, if any. The AMF shall release all non-emergency PDU sessions, if any, by initiating a PDU session release procedure. If there is an ongoing PDU session establishment procedure, the AMF shall release all non-emergency PDU sessions upon completion of the PDU session establishment procedure. The network shall consider the UE to be registered for emergency services.


If a UE has a PDU session for emergency services established or is establishing a PDU session for emergency services and sends an AUTHENTICATION FAILURE message to the AMF with the 5GMM cause appropriate for these cases (#20, #21, #26, or #29 respectively) and receives the SECURITY MODE COMMAND message before the timeout of timer T3520, the UE shall deem that the network has passed the authentication check successfully, stop timer T3520, respectively, and execute the security mode control procedure.

If a UE has a PDU session for emergency services established or is establishing a PDU session for emergency services when timer T3520 expires, the UE shall not deem that the network has failed the authentication check and not behave as described in item g. Instead the UE shall continue using the current security context, if any, release all non-emergency PDU sessions, if any, by initiating UE-requested PDU session release procedure. If there is an ongoing PDU session establishment procedure, the UE shall release all non-emergency PDU sessions upon completion of the PDU session establishment procedure. The UE shall start any retransmission timers (e.g. T3510, T3517 or T3521) if:

-
they were running and stopped when the UE received the AUTHENTICATION REQUEST message and detected an authentication failure;

-
the procedures associated with these timers have not yet been completed.

The UE shall consider itself to be registered for emergency services.
* * * Next Change * * * *

5.4.4.1
General
The purpose of this procedure is to allow the AMF to update UE configuration by providing new parameter information within the command or requesting the UE to perform a registration procedure for mobility and periodic registration update towards the network to update the parameters (see subclause 5.5.1.3).

The procedure may be initiated by the network and can only be used when the UE has an established 5GMM context, and the UE is in 5GMM-CONNECTED mode. The AMF may require a confirmation response in order to ensure that the parameter has been updated by the UE.

The following parameters are supported by the generic UE configuration update procedure without the need for triggering the UE to perform the registration procedure for mobility and periodic registration update:

a)
5G-GUTI;
b)
TAI list;
c)
Service area list;

d)
Network identity and time zone information (Full name for network, short name for network, local time zone, universal time and local time zone, network daylight saving time);

e)
LADN information; and

f)
Rejected NSSAI.
Editor's note:
It is FFS which configuration parameters are updated by this procedure (e.g. policy information).
Editor's note:
It is FFS whether the case when configuration provided by a different NF than the AMF is covered by this or a different NAS procedure (e.g. UE route selection policies (URSP) provided by PCF).

The following parameters may trigger the UE to perform a registration procedure for mobility and periodic registration update:
a)
Allowed NSSAI; or

b)
Configured NSSAI.

The following parameter requires triggering the UE to perform a registration procedure for mobility and periodic registration update:

a)
MICO.

Editor's note:
Other parameters requiring negotiation are FFS.
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Figure 5.4.4.1.1: Generic UE configuration update procedure

* * * Next Change * * * *

5.4.4.3
Generic UE configuration update accepted by the UE

Upon receiving the CONFIGURATION UPDATE COMMAND message, the UE shall use the contents to update appropriate information stored within the UE.

If acknowledgement requested is indicated in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message and:

a)
if all information elements included are successfully accepted by the UE; or

b)
if "registration requested" in the Configuration update indication IE is indicated;
the UE shall send a CONFIGURATION UPDATE COMPLETE message.

If the UE receives a new 5G-GUTI in the CONFIGURATION UPDATE COMMAND message, the UE considers the new 5G-GUTI as valid and the old 5G-GUTI as invalid; otherwise, the UE shall consider the old 5G-GUTI as valid.
If the UE receives a new TAI list in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new TAI list as valid and the old TAI list as invalid; otherwise, the UE shall consider the old TAI list as valid.

If the UE receives a new service area list in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new service area list as valid and the old service area list as invalid; otherwise, the UE shall consider the old service area list, if any, as valid.

If the UE receives new NITZ information in the CONFIGURATION UPDATE COMMAND message, the UE considers the new NITZ information as valid and the old NITZ information as invalid; otherwise, the UE shall consider the old NITZ information as valid.
If the UE receives a LADN information IE in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the old LADN information as invalid and the new LADN information as valid, if any; otherwise, the UE shall consider the old LADN information as valid.

If the UE receives a MICO indication and an indication for "registration requested" in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message, the UE shall send a REGISTRATION REQUEST message as specified in subclause 5.5.1.3 to re-negotiate MICO mode with the network. If there is also a new allowed NSSAI in the CONFIGURATION UPDATE COMMAND message, the UE shall send a REGISTRATION REQUEST message after releasing the existing NAS signalling connection as described below for updating the allowed NSSAI, and re-negotiate MICO mode with the network.
If the UE receives a new allowed NSSAI in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new allowed NSSAI as valid, store the allowed NSSAI as specified in subclause 4.6.2.2 and consider the old allowed NSSAI as invalid; otherwise, the UE shall consider the old Allowed NSSAI as valid.

If the UE receives an allowed NSSAI in the CONFIGURATION UPDATE COMMAND message and the UE has one or more PDU session contexts associated with S-NSSAI(s) not included in the received allowed NSSAI, the UE shall locally release all such PDU session context(s).

If the UE receives a new configured NSSAI in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new configured NSSAI for the registered PLMN as valid and the old configured NSSAI for the registered PLMN as invalid; otherwise, the UE shall consider the old configured NSSAI for the registered PLMN as valid The UE shall store the new configured NSSAI as specified in subclause 4.6.2.2 and perform a registration procedure for mobility and periodic registration update as specified in subclause 5.5.1.3 to obtain a new allowed NSSAI.

If the CONFIGURATION UPDATE COMMAND message indicates "registration requested" in the Configuration update indication IE and a new allowed NSSAI is included, the UE shall wait for the network to release the N1 NAS signalling connection. When N1 NAS signalling connection is released, the UE shall start a registration procedure for mobility and periodic registration update including the new allowed NSSAI in the requested NSSAI IE as specified in subclause 5.3.1.2. If the UE was registered over both 3GPP access and non-3GPP access with the same PLMN, the UE should register again over both 3GPP access and non-3GPP access on the same PLMN. In this case, the UE should first register over the 3GPP access.

The UE receiving the rejected NSSAI in the CONFIGURATION UPDATE COMMAND message takes the following actions based on the rejection cause in the rejected NSSAI:
"S-NSSAI not available in the current PLMN"l

The UE shall add the rejected S-NSSAI(s) in the rejected NSSAI for the current PLMN as specified in subclause 4.6.2.2 and not attempt to use this S-NSSAI in the current PLMN until switching off the UE or the UICC containing the USIM is removed. 

"S-NSSAI not available in the current registration area"

The UE shall add the rejected S-NSSAI(s) in the rejected NSSAI for the current PLMN and registration area combination as specified in subclause 4.6.2.2 and not attempt to use this S-NSSAI in the current registration area until switching off the UE, the UE moving out of the current registration area or the UICC containing the USIM is removed.
Editor's note:
Further details on handling of specific IEs are FFS.

Editor's note:
it is FFS whether the AMF indicates which access technology the parameters in the message are associated to.

Editor's note:
Whether the configured NSSAI and allowed NSSAI can be received together in one CONFIGURATON UPDATE COMMAND message is FFS.

* * * Next Change * * * *

5.5.1.3.2
Mobility and periodic registration update initiation

The UE in state 5GMM-REGISTERED shall initiate the mobility and periodic registration updating procedure by sending a REGISTRATION REQUEST message to the AMF,

a)
when the UE detects entering a tracking area that is not in the list of tracking areas that the UE previously registered in the AMF;

b)
when the periodic registration updating timer Te expires;

c)
when requested by the CONFIGURATION UPDATE COMMAND message;

d)
when the UE in state 5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE either receives a paging or the UE receives a NOTIFICATION message with access type indicating 3GPP access over the non-3GPP access for PDU sessions associated with 3GPP access;

e)
upon inter-system change from S1 mode to N1 mode;

f)
when the UE receives an indication of "RRC Connection failure" from the lower layers and has no signalling or user uplink data pending (i.e. when the lower layer requests NAS signalling connection recovery);

g)
when the UE changes the 5GMM capability or the S1 UE network capability or both;

h)
when the UE's usage setting changes; or
i)
when the UE needs to change the slice(s) currently registered to.

If item b) is the only reason for initiating the mobility and periodic registration updating procedure, the UE shall indicate "periodic registration updating" in the 5GS registration type IE; otherwise the UE shall indicate "mobility registration updating".

If the UE indicates "mobility registration updating" in the 5GS registration type IE and the UE supports S1 mode, the UE shall:

-
set the S1 mode bit to "S1 mode supported" in the 5GMM capability IE of the REGISTRATION REQUEST message;

-
include the S1 UE network capability IE in the REGISTRATION REQUEST message; and

-
if the UE supports sending an ATTACH REQUEST message containing a PDN CONNECTIVITY REQUEST message with request type set to "handover" to transfer a PDU session from N1 mode to S1 mode, set the HO attach bit to "attach request message containing PDN connectivity request with request type set to handover to transfer PDU session from N1 mode to S1 mode supported" in the 5GMM capability IE of the REGISTRATION REQUEST message.

If the UE operating in the single-registration mode performs inter-system change from S1 mode to N1 mode and has one or more valid policy sections, the UE shall include the Policy section identifier list IE in the REGISTRATION REQUEST message.
The UE in state 5GMM-REGISTERED shall initiate the registration for mobility and periodic registration update by sending a REGISTRATION REQUEST message to the AMF when the UE needs to request the use of SMS over NAS transport or the current requirements to use SMS over NAS transport change in the UE. The UE shall include the SMS requested IE in the REGISTRATION REQUEST message as specified in subclause 5.5.1.2.2.

When initiating a periodic registration update and the requirements to use SMS over NAS transport have not changed in the UE, the UE shall not include the SMS requested IE in the REGISTRATION REQUEST message.

If the UE no longer requires the use of SMS over NAS transport, then the UE shall include the SMS requested IE in the REGISTRATION REQUEST message with the SMS requested bit set to "SMS over NAS not supported".

After sending the REGISTRATION REQUEST message to the AMF the UE shall start timer T3510. If timer T3502 is currently running, the UE shall stop timer T3502. If timer T3511 is currently running, the UE shall stop timer T3511.

If the last visited registered TAI is available, the UE shall include the last visited registered TAI in the REGISTRATION REQUEST message.

The UE shall handle the 5GS mobility identity IE in the REGISTRATION REQUEST message as follows:

a)
if the UE is operating in the single-registration mode, performs inter-system change from S1 mode to N1 mode, and the UE holds a valid 4G-GUTI, the UE shall include the 5G-GUTI mapped from the 4G-GUTI as specified in 3GPP TS 23.003 [4] in the 5GS mobility identity IE. Additionally, if the UE holds a valid 5G‑GUTI, the UE shall include the 5G-GUTI in the Additional GUTI IE in the REGISTRATION REQUEST message; and

b)
for all other cases, if the UE holds a valid 5G-GUTI, the UE shall indicate the 5G-GUTI in the 5GS mobile identity IE.

If the UE supports MICO mode and requests the use of MICO mode, then the UE shall include the MICO indication IE in the REGISTRATION REQUEST message.
If the UE is initiating the registration procedure for mobility and periodic registration update, the UE may include the Uplink data status IE to indicate which PDU session(s) have pending user data to be sent. If the UE has one or more active always-on PDU sessions and the user-plane resources for these PDU sessions are not established, the UE shall include the Uplink data status IE and indicate that the UE has pending user data to be sent for those PDU sessions. If the UE is located outside the LADN service area, the UE shall not include the PDU session for LADN in the Uplink data status IE.

When the registration procedure for mobility and periodic registration update is initiated in 5GMM-IDLE mode, the UE may include a PDU session status IE in the REGISTRATION REQUEST message, indicating which PDU sessions associated with the access type the REGISTRATION REQUEST message is sent over are active in the UE.
If the UE received a paging message with the access type indicating non-3GPP access, the UE shall include the Allowed PDU session status IE in the REGISTRATION REQUEST message indicating the PDU session(s) that the UE allows to re-activate over 3GPP access.

If the UE operating in the single-registration mode performs inter-system change from S1 mode to N1 mode, the UE:

a)
shall include the UE status IE with the EMM registration status set to "UE is in EMM-REGISTERED state" in the REGISTRATION REQUEST message;

NOTE 1:
Inclusion of the UE status IE with this setting corresponds to the indication that the UE is "moving from EPC" as specified in 3GPP TS 23.502 [9], subclause 4.11.1.3.3 and 4.11.2.3.

b)
may include the PDU session status IE in the REGISTRATION REQUEST message indicating the status of the PDU session(s) mapped during the intersystem change from S1 mode to N1 mode from the PDN connection(s) for which the EPS indicated that interworking to 5GS is supported, if any (see subclause 6.1.4); and

c)
shall include a TRACKING AREA UPDATE REQUEST message as specified in 3GPP TS 24.301 [15] in the EPS NAS message container IE in the REGISTRATION REQUEST message.

If the UE operating in the single-registration mode performs inter-system change from S1 mode to N1 mode and the UE has at least one PDN connection with active EPS bearer context(s) for which interworking to 5GS is supported as specified in subclause 6.1.4, the UE shall include the S-NSSAI(s) associated with the established PDN connection(s) for which interworking to 5GS is supported in the Requested NSSAI IE of the REGISTRATION REQUEST message.
The UE shall include the requested NSSAI containing the S-NSSAI(s) corresponding to the slices to which the UE wishes to register and may include the mapping of requested NSSAI which is the mapping of each S-NSSAI of the requested NSSAI to the S-NSSAI of the configured NSSAI for the HPLMN, if available, in the REGISTRATION REQUEST message. If the UE has allowed NSSAI or configured NSSAI for the current PLMN, the requested NSSAI shall be either:

a)
the configured NSSAI for the current PLMN, or a subset thereof as described below, if the UE has no allowed NSSAI for the current PLMN;

b)
the allowed NSSAI for the current PLMN, or a subset thereof as described below, if the UE has an allowed NSSAI for the current PLMN; or

c)
the allowed NSSAI for the current PLMN, or a subset thereof as described below, plus one or more S-NSSAIs from the configured NSSAI for which no corresponding S-NSSAI is present in the allowed NSSAI and those are neither in the rejected NSSAI for the current PLMN nor in the rejected NSSAI for the current PLMN and registration area combination.

If the UE has neither allowed NSSAI for the current PLMN nor configured NSSAI for the current PLMN and has a configured NSSAI not associated with a PLMN, the UE shall include the S-NSSAI(s) in the Requested NSSAI IE of the REGISTRATION REQUEST message using the configured NSSAI not associated with a PLMN. If the UE has no allowed NSSAI for the current PLMN, no configured NSSAI for the current PLMN, and no configured NSSAI not associated with a PLMN, the UE shall not include a requested NSSAI in the REGISTRATION REQUEST message.

The subset of configured NSSAI provided in the requested NSSAI consists of one or more S-NSSAIs in the configured NSSAI applicable to this PLMN, if the S-NSSAI is neither in the rejected NSSAIs for the current PLMN nor in the rejected NSSAI for the current PLMN and registration area combination.
The subset of allowed NSSAI provided in the requested NSSAI consists of one or more S-NSSAIs in the allowed NSSAI for this PLMN.

NOTE 2:
How the UE selects the subset of configured NSSAI or allowed NSSAI to be provided in the requested NSSAI is implementation.

NOTE 3:
The number of S-NSSAI(s) included in the requested NSSAI cannot exceed eight.

If the UE wishes to prolong the established NAS signalling connection after the completion of the registration procedure for mobility and periodic registration update, it shall set the "follow-on request pending" indication to 1.
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Figure 5.5.1.3.2.1: Registration procedure for mobility and periodic registration update

* * * Next Change * * * *

5.5.1.3.4
Mobility and periodic registration update accepted by the network
If the registration update request has been accepted by the network, the AMF shall send a REGISTRATION ACCEPT message to the UE. If the AMF assigns a new 5G-GUTI for the UE, a 5G-GUTI shall be included in the REGISTRATION ACCEPT message. In this case, the AMF shall start timer T3550.

If timer T3513 is running in the AMF, the AMF shall stop timer T3513 if a paging request was sent with the access type indicating non-3GPP and the REGISTRATION REQUEST message includes the Allowed PDU session status IE.

If timer T3565 is running in the AMF, the AMF shall stop timer T3565 when a REGISTRATION REQUEST message is received.

The AMF may include a new TAI list for the UE in the REGISTRATION ACCEPT message. The UE, upon receiving a REGISTRATION ACCEPT message, shall delete its old TAI list and store the received TAI list. If there is no TAI list received, the UE shall consider the old TAI list as valid.
The AMF may include new service area restrictions in the Service area list IE in the REGISTRATION ACCEPT message. The UE, upon receiving a REGISTRATION ACCEPT message with new service area restrictions shall act as described in subclause 5.3.5.
If the Service area list IE is not included in the REGISTRATION ACCEPT message, any tracking area in the registered PLMN and its equivalent PLMN(s) is considered as an allowed tracking area as described in subclause 5.3.5.
If the AMF assigns a new 5G-GUTI for the UE, a 5G-GUTI shall be included in the REGISTRATION ACCEPT message. In this case the AMF shall start timer T3550 and enter state 5GMM-COMMON-PROCEDURE-INITIATED as described in subclause 5.1.3.2.3.3.

The AMF shall include the MICO indication IE in the REGISTRATION ACCEPT only if the MICO indication IE was included in the REGISTRATION REQUEST message, the AMF supports and accepts the use of MICO mode. If the AMF supports and accepts the use of MICO mode, the AMF may indicate "all PLMN registration area allocated" in the MICO indication IE in the REGISTRATION ACCEPT message. If "all PLMN registration area allocated" is indicated in the MICO indication IE, the AMF shall not assign and include the TAI list in the REGISTRATION ACCEPT message.
The AMF may include the T3512 value IE in the REGISTRATION ACCEPT message only if the REGISTRATION REQUEST message was sent over the 3GPP access.

The AMF may include the non-3GPP de-registration timer value IE in the REGISTRATION ACCEPT message only if the REGISTRATION REQUEST message was sent for the non-3GPP access.

If the REGISTRATION ACCEPT message includes an MICO indication IE indicating "all PLMN registration area allocated", the UE shall treat all TAIs in the current PLMN as a registration area and delete its old TAI list.

If the REGISTRATION ACCEPT message included a T3512 value IE, the UE shall use the value in T3512 value IE as periodic registration update timer (T3512). If the T3512 value IE is not included, the UE shall use the value currently stored, e.g. from a prior REGISTRATION ACCEPT message.
If the REGISTRATION ACCEPT message included a non-3GPP de-registration timer value IE, the UE shall use the value in non-3GPP de-registration timer value IE as non-3GPP de-registration timer. If non-3GPP de-registration timer value IE is not included, the UE shall use the value currently stored, e.g. from a prior REGISTRATION ACCEPT message.

If the REGISTRATION ACCEPT message contains a 5G-GUTI, the UE shall return a REGISTRATION COMPLETE message to the AMF to acknowledge the received 5G-GUTI.

Upon receiving a REGISTRATION COMPLETE message, the AMF shall stop timer T3550 and change to state 5GMM-REGISTERED. The 5G-GUTI, if sent in the REGISTRATION ACCEPT message, shall be considered as valid.
If the REGISTRATION REQUEST message contained the SMS requested IE with the supported accesses bits indicating that the UE supports SMS delivery over NAS via 3GPP access only, or via both 3GPP access and non-3GPP access and:

a)
the SMSF address is stored in the UE 5GMM context and:

1)
the UE is considered available for SMS; or

2)
the UE is considered not available for SMS and the SMSF has confirmed that the activation of the SMS service is successful; or

b)
the SMSF address is not stored in the UE 5GMM context, the SMSF selection is successful and the SMSF has confirmed that the activation of the SMS service is successful;
then the AMF shall include the SMS allowed IE in the REGISTRATION ACCEPT message as specified in subclause 5.5.1.2.4. If the UE 5GMM context does not contain an SMSF address or the UE is not considered available for SMS, then the AMF shall:
a)
store the SMSF address in the UE 5GMM context if not stored already; and

b)
store the contents of the SMS allowed IE in the UE 5GMM context and consider the UE available for SMS.
If SMSF selection in the AMF or SMS activation via the SMSF is not successful, then the AMF shall not include the SMS allowed IE in the REGISTRATION ACCEPT message. If the AMF does not allow the use of SMS over NAS, then the AMF shall not include the SMS allowed IE in the REGISTRATION ACCEPT message.

If the REGISTRATION REQUEST message contained the SMS requested IE with the "supported accesses" bits set to "SMS over NAS not supported", then the AMF shall:

a)
mark the 5GMM context to indicate that the UE is not available for SMS over NAS; and

NOTE:
The AMF can notify the SMSF that the UE is deregistered from SMS over NAS based on local configuration.

b)
not include the SMS allowed IE in the REGISTRATION ACCEPT message.

The AMF shall include the allowed NSSAI for the current PLMN and may include the mapping of the allowed NSSAI to the configured NSSAI for the HPLMN contained in the requested NSSAI from the UE if available, in the REGISTRATION ACCEPT message if the UE included the requested NSSAI in the REGISTRATION REQUEST message and the AMF allows one or more S-NSSAIs in the requested NSSAI. The AMF may also include rejected NSSAI in the REGISTRATION ACCEPT message. Rejected NSSAI contains S-NSSAI(s) which was included in the requested NSSAI but rejected by the network associated with rejection cause(s).
If the S-NSSAI(s) associated with the existing PDU session(s) of the UE is not included in the requested NSSAI of the REGISTRATION REQUEST message, the AMF shall release the PDU session context(s) associated with the S-NSSAI(s) locally and shall request the SMF to release those PDU session context(s) locally, without peer-to-peer signalling between the network and the UE.
The UE receiving the rejected NSSAI in the REGISTRATION ACCEPT message takes the following actions based on the rejection cause in the rejected NSSAI:
"S-NSSAI not available in the current PLMN"

The UE shall add the rejected S-NSSAI(s) in the rejected NSSAI for the current PLMN as specified in subclause 4.6.2.2 and not attempt to use this S-NSSAI in the current PLMN until switching off the UE or the UICC containing the USIM is removed.
"S-NSSAI not available in the current registration area"

The UE shall add the rejected S-NSSAI(s) in the rejected NSSAI for the current PLMN and registration area combination as specified in subclause 4.6.2.2 and not attempt to use this S-NSSAI in the current registration area until switching off the UE, the UE moving out of the current registration area or the UICC containing the USIM is removed.
If the UE did not include the requested NSSAI in the REGISTRATION REQUEST message or none of the requested NSSAI are present in the subscribed S-NSSAIs, and one or more subscribed S-NSSAIs marked as default are available, the AMF shall put the subscribed S-NSSAIs marked as default in the allowed NSSAI of the REGISTRATION ACCEPT message. The AMF shall determine a registration area such that all S-NSSAIs of the allowed NSSAI are available in the registration area.
If the REGISTRATION ACCEPT message contains the allowed NSSAI, then the UE shall store the included allowed NSSAI together with the PLMN identity of the registered PLMN and the registration area as specified in subclause 4.6.2.2. If the UE has one or more PDU session contexts associated with S-NSSAI(s) not included in the received allowed NSSAI, the UE shall locally release all such PDU session context(s).
If the Uplink data status IE is included in the REGISTRATION REQUEST message, the AMF shall:
a)
indicate the SMF to re-activate the user-plane resources for the corresponding PDU session; and
b)
include PDU session reactivation result IE in the REGISTRATION ACCEPT message to indicate the user-plane resources reactivation result of the PDU sessions the UE requested to re-activate.
If the Uplink data status IE is not included in the REGISTRATION REQUEST message, the AMF may indicate the SMF to re-activate the user-plane resources for the PDU sessions.
If a PDU session status IE is included in the REGISTRATION REQUEST message, the AMF shall:
a)
release all those PDU session locally (without peer-to-peer signalling between the network and the UE) which are in 5GSM state PDU SESSION ACTIVE on the AMF side associated with the access type the REGISTRATION REQUEST message is sent over, but are indicated by the UE as being in 5GSM state PDU SESSION INACTIVE; and
b)
include a PDU session status IE in the REGISTRATION ACCEPT message to indicate which PDU sessions associated with the access type the REGISTRATION REQUEST message is sent over are active in the AMF.
If the Allowed PDU session status IE is included in the REGISTRATION REQUEST message, the AMF shall:

a)
indicate the SMF to re-activate the user-plane resources for the corresponding PDU sessions allowed to be re-activated over 3GPP access and have indicated pending downlink data if there is at least one PDU session that can be re-activated over 3GPP access;

b)
notify the SMF that have indicated pending downlink data, that reactivation of the user-plane resources for the corresponding PDU sessions cannot be performed if not allowed to be re-activated over 3GPP access, if any; and

c)
include the PDU session reactivation result IE in the REGISTRATION ACCEPT message to indicate the successfully reactivated user-plane resources for the corresponding PDU session contexts, if any.

If the AMF has included the PDU session reactivation result IE in the REGISTRATION ACCEPT message and there exist one or more PDU sessions for which the user-plane resources cannot be re-activated, then the AMF may include the PDU session reactivation result error cause IE to indicate the cause of failure to re-activate the user-plane resources.
If the AMF needs to initiate PDU session status synchronization the AMF shall include a PDU session status IE in the REGISTRATION ACCEPT message to indicate the UE which PDU sessions are active in the AMF.

The AMF may include the LADN information in the REGISTRATION ACCEPT message as described in subclause 5.5.1.2.4. The UE, upon receiving the REGISTRATION ACCEPT message with the LADN information, shall delete its old LADN information (if any) and store the received new LADN information.
If the AMF does not include the LADN information in the REGISTATION ACCEPT message during registration procedure for mobility and periodic registration update, the UE shall delete its old LADN information.

If the PDU session status IE is included in the REGISTRATION ACCEPT message, the UE shall release all those PDU sessions locally (without peer-to-peer signalling between the network and the UE) which are in 5GSM state PDU SESSION ACTIVE on the UE side, but are indicated by the AMF as being in 5GSM state PDU SESSION INACTIVE.
The network informs the UE about the support of specific features, such as IMS voice over PS session, emergency services or emergency service fallback, in the 5GS network feature support information element. In a UE with IMS voice over PS session capability, the IMS voice over PS session indicator, emergency services and emergency service fallback indicator shall be provided to the upper layers. The upper layers take the IMS voice over PS session indicator into account when selecting the access domain for voice sessions or calls. When initiating an emergency call, the upper layers take the IMS voice over PS session indicator, emergency services indicator and emergency service fallback indicator into account for the access domain selection.
Editor's note:
Further details on mobility and periodic registration update accepted by the network are FFS.
The network informs the UE that the use of access identity 1 is valid in the RPLMN or equivalent PLMN by setting the MPS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message. Based on operator policy, the AMF sets the MPS indicator bit in the REGISTRATION ACCEPT message based on the MPS priority information in the user’s subscription context obtained from the UDM. Upon receiving a REGISTRATION ACCEPT message with the MPS indicator bit set, the UE shall act as described in subclause 4.5.2.
If the UE has indicated "follow-on request pending" in REGISTRATION REQUEST message, or the network has downlink signalling pending, the AMF shall not immediately release the NAS signalling connection after the completion of the registration procedure.
If the UE included in the REGISTRATION REQUEST message the UE status information IE with the EMM registration status set to "UE in EMM-REGISTERED state" and the AMF does not support N26 interface, the AMF shall operate as described in subclause 5.5.1.2.4.

If due to regional subscription restrictions or access restrictions the UE is not allowed to access the TA, but the UE has a PDU session for emergency services established, the AMF may accept the REGISTRATION REQUEST message and indicate to the SMF to release all non-emergency PDU sessions when the registration procedure is initiated in 5GMM-CONNECTED mode. When the registration procedure is initiated in 5GMM-IDLE mode, the AMF indicates to the SMF to release all non-emergency PDU sessions and informs the UE via the PDU session status IE in the REGISTRATION ACCEPT message. The AMF shall not indicate to the SMF to release the emergency PDU session. The network shall consider the UE to be registered for emergency service.
* * * Next Change * * * *

5.6.1.5
Service request procedure not accepted by the network
If the service request cannot be accepted, the network shall return a SERVICE REJECT message to the UE including an appropriate 5GMM cause value and stop timer T3517.
If the AMF needs to initiate PDU session status synchronisation or a PDU session status IE was included in the SERVICE REQUEST message, the AMF shall include a PDU session status IE in the SERVICE REJECT message to indicate which PDU sessions associated with the access type the SERVICE REJECT message is sent over are active in the AMF. If the PDU session status IE is included in the SERVICE REJECT message, then the UE shall deactivate all those PDU sessions locally (without peer-to-peer signalling between the network and the UE) which are active on the UE side associated with the access type the SERVICE REJECT message is sent over, but are indicated by the AMF as being inactive.

On receipt of the SERVICE REJECT message, if the message is integrity protected, the UE shall stop timer T3517 if running. If the SERVICE REJECT message was received without integrity protection, then the UE shall discard the message.

If the service request for mobile originated services is rejected due to general NAS level mobility management congestion control, the network shall set the 5GMM cause value to #22 "congestion" and assign a value for back-off timer T3346.
If the AMF determines that the UE is in a non-allowed area or is not in an allowed area as specified in subclause 5.3.5, then:

a)
if the service type IE in the SERVICE REQUEST message is set to "signalling" or "data", the AMF shall send a SERVICE REJECT message with the 5GMM cause value set to #28 "Restricted service area";

b)
otherwise, if the service type IE in the SERVICE REQUEST message is set to "mobile terminated services", "emergency services", "emergency services fallback" or "high priority access", the AMF shall continue the process as specified in subclause 5.6.1.4 unless for other reasons the service request cannot be accepted.

The UE shall take the following actions depending on the 5GMM cause value received in the SERVICE REJECT message.

#3

(Illegal UE);

#6

(Illegal ME); or
#7

(5GS services not allowed).

The UE shall set the 5GS update status to 5U3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.2.2) and shall delete any 5G-GUTI, last visited registered TAI, TAI list and ngKSI. The UE shall consider the USIM as invalid for 5GS services until switching off or the UICC containing the USIM is removed. The UE shall enter the state 5GMM-DEREGISTERED.


If S1 mode is supported by the UE, the UE shall handle the EMM parameters EMM state, GUTI, last visited registered TAI, TAI list and eKSI as specified in 3GPP TS 24.301 [15] for the case when the service request procedure is rejected with the EMM cause with the same value. The USIM shall be considered as invalid also for non-EPS services until switching off or the UICC containing the USIM is removed.
NOTE 1:
The possibility to configure a UE so that the radio transceiver for a specific radio access technology is not active, although it is implemented in the UE, is out of scope of the present specification.

#10

(Implicitly de-registered).

The UE shall enter the state 5GMM-DEREGISTERED.NORMAL-SERVICE. The UE shall delete any mapped 5G NAS security context or partial native 5G NAS security context.

If the rejected request was not for initiating a PDU session for emergency bearer services, the UE shall perform a new initial registration procedure.

NOTE 2:
User interaction is necessary in some cases when the UE cannot re-activate the PDU session(s) automatically.

If S1 mode is supported by the UE, the UE shall handle the EMM state as specified in 3GPP TS 24.301 [15] for the case when the service request procedure is rejected with the EMM cause with the same value.
#22
(Congestion).


If the T3346 value IE is present in the SERVICE REJECT message and the value indicates that this timer is neither zero nor deactivated, the UE shall proceed as described below, otherwise it shall be considered as an abnormal case and the behaviour of the UE for this case is specified in subclause 5.6.1.6.

If the rejected request was not for initiating a PDU session for emergency services, the UE shall abort the service request procedure and enter state 5GMM-REGISTERED, and stop timer T3517 if still running.


The UE shall stop timer T3346 if it is running.


If the SERVICE REJECT message is integrity protected, the UE shall start timer T3346 with the value provided in the T3346 value IE.


If the SERVICE REJECT message is not integrity protected, the UE shall start timer T3346 with a random value from the default range specified in 3GPP TS 24.008 [12].

For all other cases the UE stays in the current serving cell and applies normal cell reselection process. The service request procedure is started, if still necessary, when timer T3346 expires or is stopped.
#27
(N1 mode not allowed).

The UE capable of S1 mode shall disable the N1 mode radio capability (see subclause 4.9).
#28
(Restricted service area).

The UE shall perform the registration procedure for mobility and periodic registration update (see subclause 5.5.1.3).
* * * Next Change * * * *

5.6.2.2.1
General
The network shall initiate the paging procedure for 5GS services when NAS signalling messages or user data is pending to be sent to the UE in 5GMM-IDLE mode (see example in figure 5.6.2.2.1).
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Figure 5.6.2.2.1.1: Paging procedure

To initiate the procedure the 5GMM entity in the AMF requests the lower layer to start paging and shall start timer T3513. Upon reception of a paging indication, the UE shall initiate a service request procedure to respond to the paging (see 3GPP TS 23.502 [9]).

Editor's note:
It is FFS how the paging procedure is performed depending on different UE Identity of the paging message.

If downlink signalling or user data is pending to be sent over non-3GPP access, the 5GMM entity in the AMF shall indicate the lower layer that the paging is due to signalling or user data associated to non-3GPP access.

Upon reception of a paging indication, the UE shall stop the timer T3346, if running, and shall initiate:

-
a service request procedure over 3GPP access to respond to the paging as specified in subclauses 5.6.1; or
-
a registration procedure for mobility and periodic registration update over 3GPP access to respond to the paging as specified in subclauses 5.5.1.3.

The network shall stop timer T3513 for the paging procedure when an integrity-protected response is received from the UE and successfully integrity checked by the network. If the response received is not integrity protected, or the integrity check is unsuccessful, timer T3513 for the paging procedure shall be kept running.

Upon expiry of timer T3513, the network may reinitiate paging.

If the network, while waiting for a response to the paging sent without paging priority, receives downlink signalling or downlink data associated with priority user-plane resources for PDU sessions, the network shall stop the timer for the paging procedure (i.e. either timer T3413), and then initiate the paging procedure with paging priority.

* * * Next Change * * * *

5.6.3.2
Notification procedure initiation

The network shall initiate the notification procedure by sending the NOTIFICATION message to the UE and start timer T3565 (see example in figure 5.6.3.2.1).
For case a) in subclause 5.6.3.1, the NOTIFICATION message is sent from the network to the UE via 3GPP access with access type indicating non-3GPP access.
For case b) in subclause 5.6.3.1, the NOTIFICATION message is sent from the network to the UE via non-3GPP access with access type indicating 3GPP access.
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Figure 5.6.3.2.1: Notification procedure

For case a) in subclause 5.6.3.1, upon reception of NOTIFICATION message, the UE shall initiate a service request procedure over 3GPP access as specified in subclauses 5.6.1.

For case b) in subclause 5.6.3.1, upon reception of NOTIFICATION message:

a)
if the UE is in 5GMM-REGISTERED.NORMAL-SERVICE state, the UE shall initiate a service request procedure over 3GPP access as specified in subclauses 5.6.1;
b)
if the UE is in 5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE state, the UE shall initiate a registration procedure for mobility and periodic registration update over 3GPP access as specified in subclauses 5.5.1.3; or
c)
if the UE is in 5GMM-REGISTERED.NO-CELL-AVAILABLE state or 5GMM-REGISTERED.PLMN-SEARCH state, the UE shall respond with NOTIFICATION RESPONSE message indicating failure to re-activate the user plane resources of PDU sessions.

Upon reception of NOTIFICATION message:


For case b) in subclause 5.6.3.1, if the UE is in 5GMM-REGISTERED.NO-CELL-AVAILABLE state or 5GMM-REGISTERED.PLMN-SEARCH state and the PDU sessions associated with the 3GPP access are locally deactivated in the UE;

then the UE shall respond with NOTIFICATION RESPONSE message indicating with the PDU session status information element that its PDU sessions are locally deactivated.

For case b) in subclause 5.6.3.1, upon reception of NOTIFICATION message, the UE shall stop the timer T3346, if running.

5.6.3.3
Notification procedure completion

Upon reception of SERVICE REQUEST message or REGISTRATION REQUEST message, the AMF shall stop T3565 and proceed service request procedure as specified in subclauses 5.6.3.1 or registration procedure for mobility and periodic registration update as specified in subclauses 5.5.1.3. If no user-plane resources of PDU session(s) need to be re-activated, the AMF should notify the SMF that the UE was reachable but did not accept to re-activate the user-plane resources of PDU session(s).
Upon reception of NOTIFICATION RESPONSE message, the AMF shall stop T3565 and should notify the SMF that the UE is unreachable, and:

-
For case b) in subclause 5.6.3.1, if the NOTIFICATION RESPONSE message includes the PDU session status information element indicating that the PDU sessions associated with the 3GPP access are inactive in the UE, then the AMF shall release all those PDU sessions locally (without peer-to-peer signalling between the UE and the network) which are active on the AMF side associated with 3GPP access, but are indicated by the UE as being inactive, and shall request the SMF to release all those PDU sessions locally.

* * * Next Change * * * *

6.4.1.5
Handling the maximum number of established PDU sessions
If the maximum number of established PDU sessions is reached at the UE and the upper layers of the UE request connectivity to a DNN the UE shall not send a PDU SESSION ESTABLISHMENT message unless an established PDU session is released. If the UE needs to release an established PDU session, choosing which PDU session to release is implementation specific, however the UE shall not release the PDU session for emergency.

If the UE needs to release a PDU session in order to request an emergency PDU session, it shall either release a PDU session locally or via explicit signalling. If the UE performs local release, the UE shall perform a registration procedure for mobility and periodic registration update to indicate PDU session status to the network.
Editor's note:
How does the UE determine the maximum number of established PDU sessions is FFS.
* * * Next Change * * * *

8.2.6.5
Requested NSSAI
This IE shall be included by the UE when performing the registration registration procedure if:

a)
the UE has a configured NSSAI for the current PLMN;

b)
the UE has an allowed NSSAI for the current PLMN; or

c)
the UE has neither allowed NSSAI for the current PLMN nor configured NSSAI for the current PLMN and has a configured NSSAI not associated with a PLMN.

* * * Next Change * * * *

8.2.6.16
Policy section identifier list

This IE shall be included if the UE has one or more valid policy sections for the registration procedure for mobility and periodic registration update due to inter-system change from S1 mode to N1 mode of a UE operating in the single-registration mode or for the registration procedure for initial registration.

* * * End of Change(s) * * * *
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