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1. Introduction
This contribution proposes to update subclause 4.5.2 in TS 24.501, to clarify the use of access identity 1 by the UE when the UE is within its home country.

2. Reason for Change

Table 4.5.2.1 of TS 24.501 provides specifications concerning the use of access identity 1:  It indicates that the UE is configured for Multimedia Priority Service (MPS) in particular PLMNs, consistent with the following note:

NOTE 1:
Access Identity 1 is used by UEs configured for MPS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN, PLMNs equivalent to HPLMN, visited PLMNs of the home country, and configured visited PLMNs outside the home country.

Based on the above, the PLMNs where access identity 1 is valid are the following cases:
A.
HPLMN, PLMNs equivalent to HPLMN,

B.
Visited PLMNs of home country, and

C.
Configured visited PLMNs outside the home country.

During CT1#110, C1-182726 was agreed, which specified how the list of visited PLMNs outside of the home country is determined for the Unified Access Control (UAC) mechanism, in conjunction with access identity 1. With the agreed mechanism, the UDM provides the AMF an indication of subscription to MPS for the particular UE in the selected PLMN.  Based on operator policy, the AMF includes a corresponding MPS Indicator bit in the REGISTRATION ACCEPT message, to inform the UE whether configuration of access identity 1 is valid within the selected PLMN.
Observation 1:  The mechanism as agreed in C1-182726 addresses case C.

However, several drawbacks arise when considering the potential expansion of the above mechanism for access attempts when the UE is within its home country:
-
Selective use of access identity 1 within particular PLMNs in the home country is inconsistent with SA1 requirements, which indicate that access identity 1 is valid for all PLMNs within the home country.
-
The mechanism fails to provide for use of access identity 1 at the time of registration in the home country - which is a shortcoming compared with the corresponding legacy behavior as specified with LTE.
In LTE, Access Classes 11-15 are configured on the USIM, to entitle UEs to perform appropriate barring checks, and to set an appropriate Establishment Cause value, for access attempts when in the country of its HPLMN.

Observation 2:  A single new USIM configuration, which entitles the UE to use access identity 1, solves cases A and B if the legacy approach of LTE is carried forward.

Proposal: This contribution proposes that access identity 1 should be configured in the USIM.  The UE uses this information, in combination with an appropriate access category, to perform appropriate barring checks, and to set an appropriate Establishment Cause value, for access attempts when in the country of its HPLMN.
3. Proposal

It is proposed to agree the following changes to subclause 4.5.2 of 3GPP TS 24.501 V1.1.1.
* * * First Change * * * *

4.5.2
Determination of the access identities and access category associated with a request for access

When the UE needs to initiate an access attempt in one of the events listed in subclause 4.5.1, the UE shall determine one or more access identities from the set of standardized access identities, and one access category from the set of standardized access categories and operator-defined access categories, to be associated with that access attempt.

The set of the access identities applicable for the request is determined by the UE in the following way:

a)
for each of the access identities 1, 2, 11, 12, 13, 14 and 15 in table 4.5.2.1, the UE shall check whether the access identity is applicable in the selected PLMN, if a new PLMN is selected, or otherwise if it is applicable in the RPLMN or equivalent PLMN; and

b)
if none of the above access identities is applicable, then access identity 0 is applicable.

Table 4.5.2.1: Access Identities (according to 3GPP TS 22.261 [3], table 6.22.2.2-1)

	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for Multimedia Priority Service (MPS).

	2 (NOTE 2)
	UE is configured for Mission Critical Service (MCS).

	3-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:
Access Identity 1 is used by UEs configured for MPS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN, PLMNs equivalent to HPLMN, visited PLMNs of the home country, and configured visited PLMNs outside the home country.
NOTE 2:
Access Identity 2 is used by UEs configured for MCS, in the PLMNs where the configuration is valid. The PLMNs where the configuration is valid are HPLMN or PLMNs equivalent to HPLMN.
NOTE 3:
Access Identities 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Identities 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.


The UE uses the MPS indicator bit of the 5GS network feature support IE to determine if access identity 1 is valid when the UE is not in the country of its HPLMN (see 3GPP TS 23.122 [5]). Processing of the 5GS network feature support IE in the REGISTRATION ACCEPT message is described in subclause 5.5.1.2.4 and subclause 5.5.1.3.4.

Editor's note:
Need to clarify whether access identity 1 is considered valid prior to UE receipt of the REGISTRATION ACCEPT message.

When the UE is in the country of its HPLMN, the contents of the USIM files EFUAC_AIC and EFACC as specified in 3GPP TS 31.102 [20] and the rules specified in table 4.5.2.1 are used to determine the applicability of access identity 1 and access classes 11 - 15. When the UE is not in the country of its HPLMN, the contents of the USIM files EFUAC_AIC and EFACC are not applicable.
In order to determine the access category applicable for the access attempt, the NAS shall check the rules in table 4.5.2.2, and use the access category for which there is a match for barring check. If the access attempt matches more than one rule, the access category of the lowest rule number shall be selected.

Table 4.5.2.2: Mapping table for access categories
	Rule #
	Type of access attempt
	Requirements to be met
	Access Category

	1
	Response to paging
	Access attempt is for MT access


	0 (= MT_acc)


	2
	Emergency
	UE is attempting access for an emergency session (NOTE 1, NOTE 2)
	2 (= emergency)

	3
	Access attempt for operator-defined access category
	UE was provided with operator-defined access categories for the current PLMN, and access attempt is matching criteria of an operator-defined access category
	32-63 
(= based on operator classification)

	4
	Access attempt for delay tolerant service
	UE is configured for delay tolerant service, the PLMN is broadcasting one of the categories a, b or c, and the UE is a member of the broadcasted category in the selected PLMN or RPLMN/equivalent PLMN (NOTE 3)
	1 (= delay tolerant)

	5
	MO MMTel voice call
	Access attempt is for MO MMTel voice call 

or for NAS signalling connection recovery during ongoing MO MMTel voice call (NOTE 2)
	4 (= MO MMTel voice)


	6
	MO MMTel video call
	Access attempt is for MO MMTel video call 

or for NAS signalling connection recovery during ongoing MO MMTel video call (NOTE 2)
	5 (= MO MMTel video)


	7
	MO SMS over NAS or MO SMSoIP
	Access attempt is for MO SMS over NAS (NOTE 4) or MO SMS over SMSoIP transfer

or for NAS signalling connection recovery during ongoing MO SMS or SMSoIP transfer (NOTE 2)
	6 (= MO SMS and SMSoIP)


	8
	UE NAS initiated 5GMM specific procedures
	Access attempt is for MO signalling
	3 (= MO_sig)

	9
	UE NAS initiated 5GMM connection management procedures or 5GMM NAS transport procedure
	Access attempt is for MO data
	7 (= MO_data)

	NOTE 1:
This includes 5GMM specific procedures while the service is ongoing and 5GMM connection management procedures required to establish a PDU session with request type = "initial emergency request" or "existing emergency PDU session", or to re-establish radio bearers for such a PDU session.

NOTE 2:
Access for the purpose of NAS signalling connection recovery during an ongoing service is mapped to the access category of the ongoing service in order to derive an RRC establishment cause, but barring checks will be skipped for this access attempt.

NOTE 3:
If the UE selects a new PLMN, then the selected PLMN is used to check the membership; otherwise the UE uses the RLPMN or a PLMN equivalent to the RPLMN.
NOTE 4:
This includes the 5GMM connection management procedures triggered by the UE-initiated NAS transport procedure for transporting the MO SMS.


