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1. Introduction
N/A
2. Reason for Change
TS 24.501 v.1.1.1 is referring to wrong sub clause in 33.501.
3. Conclusions

Requirements concerning the concurrent running of security procedures are described in TS 33.501 subclause 6.9.5 and this is referred from TS 24.501.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.501 v.1.1.1.
* * * First Change * * * *

5.4.2.1
General
The purpose of the NAS security mode control procedure is to take an 5G NAS security context into use, and initialise and start NAS signalling security between the UE and the AMF with the corresponding 5G NAS keys and 5G security algorithms.
Furthermore, the network may also initiate the security mode control procedure in the following cases:

a)-
in order to change the NAS security algorithms for a current 5G NAS security context already in use; and

b)
in order to change the value of uplink NAS COUNT used in the latest SECURITY MODE COMPLETE message as described in 3GPP TS 33.501 [22], subclause 8.3.1.4.2.
For restrictions concerning the concurrent running of a security mode control procedure with other security related procedures in the AS or inside the core network see 3GPP TS 33.501 [22], subclause 6.9.5.
