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2. Reason for Change
Issue-1:

CT1 defined a new UE-PCF protocol for policy delivery in 24.501 annex D but did not define its name.

It is proposed that the name of the protocol is "UE policy delivery protocol (UPDP)".
Issue-2:

The message used to request changes of UE policies is called "MODIFY UE POLICY COMMAND". The changes include adding/modifying/deleting of a UE policy sections so the name does not fully fit the message purpose.

It is proposed to rename the message to "MANAGE UE POLICY COMMAND". It is also propose to align:

-
the procedure name to "network-requested UE policy management procedure"; and
-
"UE policy section modification list" to "UE policy section management list".
Issue-3:

The transport of messages of UE policy delivery protocol is independent from UE policy delivery protocol itself. Therefore, it is propose to centralize the information how the messages of UE policy delivery protocol are transported into separate subclause.

Issue-4:

UE policy delivery protocol message type is indicated as 1 octet in the messages (e.g. X.5.4.1.1) but as 1/2 octet in IE definition in D.6.1.

It is proposed to correct IE definition.
Issue-5: 
Names of IEs in messages are not aligned with names of IEs defined in D.6
Issue-6:

UE policy section can be bigger than 255 octet and is always included in MANAGE UE POLICY COMMAND. Thus, the coding should be LV-E. 
Issue-7:

Structure of UE policy section management list is not defined.
It is proposed to specify that the UE policy section management list contains a list of instructions how to change UE policy sections, where each instruction explicitly identifies an operation (add, replace, delete). Explicit indication of operator allow adding further operation in future.
Issue-8:

Structure of UE policy section management list result is not defined.

It is proposed to specify that UE policy section management list result contains a list of results, when each result contains:

-
identification of the failed instruction based on its order in the UE policy section management list; and

-
cause or failure.

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.501.
* * * Change * * *

Annex D (normative):
UE policy delivery protocol
D.1
General
The PCF can provide the UE with one or more UE policies using network-requested UE policy management procedure. The PCF provides each UE policy using one or more UE policy sections, each identified by a UE policy section identifier. The UE processes the UE policy sections, each identified by the UE policy section identifier, received from the PCF and informs the PCF of the result.
Editor's note:
How the PCF decides whether to divide a UE policy into UE policy sections needs to be specified by CT3.

The message coding rules for the messages exchanged between the UE and the PCF for UE policy delivery protocol are specified in subclause D.4.
D.2
Procedures

D.2.1
Network-requested UE policy management procedure

D.2.1.1
General

The purpose of the network-requested UE policy management procedure is to enable the network to:

a)
send one or more new UE policies to the UE;

b)
modify one or more UE policies stored at the UE; or

c)
delete one or more UE policies stored at the UE.

D.2.1.2
Network-requested UE policy management procedure initiation

In order to initiate the network-requested UE policy management procedure, the PCF shall create a MANAGE UE POLICY COMMAND message. 


The PCF shall send the MANAGE UE POLICY COMMAND message and shall start timer T35xx (see example in figure D.2.2.1).
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Figure D.2.2.1: Network-requested UE policy delivery procedure
Upon receipt of the MANAGE UE POLICY COMMAND message, the UE shall attempt to execute each instruction (i.e. store new UE policy sections and associated UE policy section identifiers, replace indicated stored UE policy sections and associated UE policy section identifiers, and delete indicated UE policy sections and associated UE policy section identifiers) in the UE policy section management list IE, starting with the first instruction in the UE policy section management list IE.


D.2.1.3
Network-requested UE policy management procedure accepted by the UE

If execution of all instructions in the received UE policy section management list IE is successful, the UE shall create a MANAGE UE POLICY COMPLETE message. The UE shall send the MANAGE UE POLICY COMPLETE message.



Upon receipt of the MANAGE UE POLICY COMPLETE message, the PCF shall stop timer T35xx.

D.2.1.4
Network-requested UE policy management procedure not accepted by the UE

If execution of one or more instructions in the received UE policy section management list IE fails, the UE shall create a MANAGE UE POLICY COMMAND REJECT message. In the MANAGE UE POLICY COMMAND REJECT message, the UE shall include a UE policy section management list result IE. In the UE policy section management list result IE,the UE shall include the order of each failed instruction and the UPDP cause indicating the cause of failure. The UE shall send the MANAGE UE POLICY COMMAND REJECT message.

Upon receipt of the MANAGE UE POLICY COMMAND REJECT message, the PCF shall stop timer T35xx.


Upon receipt of the N15 indication that the UE is not reachable, the PCF shall stop the T35xx.


D.2.1.5
Abnormal cases on the network side

Editor's note:
Abnormal cases are FFS.

D.2.1.6
Abnormal cases in the UE
Editor's note:
Abnormal cases are FFS.

D.2A
Transport of messages of UE policy delivery protocol

Editor's note:
Which NAS message is used to transport the MANAGE UE POLICY COMMAND message sent by the PCF is FFS.

Editor's note:
Which NAS message is used to transport the MANAGE UE POLICY COMPLETE message sent by the UE is FFS.

Editor's note:
Which NAS message is used to transport the MANAGE UE POLICY COMMAND REJECT message sent by the UE is FFS.

D.3
UE policy re-assembly at the UE

When entire ANDSP is needed, the UE re-assembles ANDSP by concatenation of the UE policy sections with the UE policy part set to "one or more WLANSP rule" and the the UE policy sections with the UE policy part set to "untrusted non-3GPP access selection information".
When entire URSP is needed, the UE re-assembles URSP by concatenation of the UE policy sections with the UE policy part set to "one or more URSP rule".
D.4
Message coding rules

Editor's note:
The message coding rules for the messages exchanged between the UE and the PCF for UE policy delivery protocol are FFS.

D.5
Message functional definition and contents

D.5.2
Manage UE policy command

D.5.2.1
Message definition
The MANAGE UE POLICY COMMAND message is sent by the PCF to the UE to request the UE to manage UE policies. See table D.5.2.1.1
Message type:
MANAGE UE POLICY COMMAND
Significance:

dual

Direction:


network to UE
Table D.5.2.1.1: MANAGE UE POLICY COMMAND message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	PTI
	Procedure transaction identity

9.6,
	M
	V
	1

	
	MANAGE UE POLICY COMMAND message identity
	UE policy delivery protocol message type

D.6.1
	M
	V
	1

	
	UE policy section management list
	UE policy section management list

D.6.2
	M
	LV-E
	3-65538


D.5.3
Manage UE policy complete

D.5.3.1
Message definition
The MANAGE UE POLICY COMPLETE message is sent by the UE to the PCF to report that all received instructions have been successfully executed at the UE. See table D.5.3.1.1
Message type:
MANAGE UE POLICY COMPLETE
Significance:

dual

Direction:


UE to network

Table D.5.3.1.1: MANAGE UE POLICY COMPLETE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	PTI
	Procedure transaction identity

9.6,
	M
	V
	1

	
	MANAGE UE POLICY COMPLETE message identity
	UE policy delivery protocol message type

D.6.1
	M
	V
	1


D.5.4
Manage UE policy command reject

D.5.4.1
Message definition
The MANAGE UE POLICY COMMAND REJECT message is sent by the UE to the PCF to report that one or more instructions were not be successfully executed at the UE. See table D.5.4.1.1
Message type:
MANAGE UE POLICY COMMAND REJECT
Significance:

dual

Direction:


UE to network

Table D.5.4.1.1: MANAGE UE POLICY COMMAND REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	MANAGE UE POLICY COMMAND REJECT message identity
	UE policy delivery protocol message type

D.6.1.
	M
	V
	1

	
	UE policy section management list result
	UE policy section management list result
D.6.3
	M
	LV-E
	3-65538


D.6
Information elements coding

D.6.1
UE policy delivery protocol message type

Table D.6.1.1: UE policy delivery protocol message type
	Bits

8 7 6 5 4 3 2 1

0 0 0 0 0 0 0 0
Reserved

0 0 0 0 0 0 0 1
MANAGE UE POLICY COMMAND message

0 0 0 0 0 0 1 0
MANAGE UE POLICY COMPLETE message

0 0 0 0 0 0 1 1
MANAGE UE POLICY COMMAND REJECT message

All other values are reserved


D.6.2
UE policy section management list


The purpose of the UE policy section management list information element is to transport to the UE one or more instructions on how to manage the UE policy sections stored in the UE.

The UE policy section management list information element is coded as shown in figure D.6.2.1 and table D.6.2.1.

The UE policy section management list is a type 6 information element with a minimum length of 6 octets and a maximum length of 65538 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	UE policy section management list IEI
	octet 1

	Length of UE policy section management list contents
	octet 2
octet 3

	Instruction 1
	octet 4

octet w

	Instruction 2
	octet w+1*

octet x*

	...
	octet x+1*

octet y*

	Instruction N
	octet y+1*

octet z*


Figure D.6.2.1: UE policy section management list information element
Table D.6.2.1: UE policy section management list information element

	Instruction
The instruction field is coded according to figure D.6.2.2 and table D.6.2.2.


	8
	7
	6
	5
	4
	3
	2
	1
	

	Length of instruction
	octet 4

octet 5

	0

Spare
	0

Spare
	0

Spare
	0

Spare
	Operation code
	octet 6

	UE policy section identifier
	octet 7

octet v

	Length of UE policy section
	octet v+1

octet v+2

	UE policy section
	octet v+3

octet w


Figure D.6.2.2: Instruction
Table D.6.2.2: Instruction

	Length of instruction (octet 4 to octet 5)

The length of instruction field contains binary encoding of the length of all subsequent fields.

	

	Operation code (bits 4 to 1 of octet 6)

	Bits

	4 3 2 1

0 0 0 1
Create a UE policy section

0 0 1 0
Replace a UE policy section

0 0 1 1
Delete a UE policy section

All other values are reserved.

	

	UE policy section identifier (octet 7 to octet v)

The UE policy section identifier field contains binary encoding of a UE policy section identifier for which the operation indicated by the operation code field is to be performed.

	

	Length of UE policy section (octet v+1 to octet v+2)

The length of UE policy section field contains binary encoding of length of the UE policy section field. The length of UE policy section field is present when the operation code field is set to "create a UE policy section" or "replace a UE policy section", otherwise the length of UE policy section field is omitted.

	

	UE policy section (octet v+3 to octet w)

The UE policy section field is coded according to figure D.6.2.3 and table D.6.2.3. The UE policy section field contents are associated with the UE policy section identifier indicated in the UE policy section identifier field. The UE policy section field is present when the operation code field is set to "create a UE policy section" or "replace a UE policy section", and the UE policy section length is nonzero value, otherwise the UE policy section field is omitted.

	


Editor's note: length and coding of the UE policy section identifier is FFS.
	8
	7
	6
	5
	4
	3
	2
	1
	

	UE policy part ID
	octet v+3

	UE policy part contents
	octet v+3

octet w


Figure X.6.2.3: UE policy section
Table X.6.2.3: UE policy section 

	UE policy part ID (octet v+3)

Bits

8 7 6 5 4 3 2 1

0 0 0 0 0 0 0 1
One or more URSP rules
0 0 0 0 0 0 1 0
One or more WLANSP rule
0 0 0 0 0 0 1 1
Untrusted non-3GPP access selection information
All other values are reserved

	

	UE policy part contents (octet v+3 to octet w)

	When the UE policy part ID field is set to "one or more URSP rules", the UE policy part contents field contains concatenation of one or more URSP rules, each of which is encoded according to XXX.
When the UE policy part ID field is set to "one or more WLANSP rules", the UE policy part contents field contains concatenation of one or more WLANSP rules, each of which is encoded according to XXX.
When the UE policy part ID field is set to "Untrusted non-3GPP access selection information", the UE policy part contents field contains concatenation of ePDG identifier configuration encoded according to XXX, N3IWF identifier configuration encoded according to XXX, and non-3GPP access node selection information encoded according to XXX.


Editor's note: exact codings of URSP rule, WLANSP rule, ePDG identifier configuration, N3IWF identifier configuration, and non-3GPP access node selection information is FFS.
D.6.3
UE policy section management list result


The purpose of the UE policy section management list result information element is to transport from the UE to the PCF information about failures in execution of instructions provided to the UE in the UE policy section management list information element.

The UE policy section management list result information element is coded as shown in figure D.6.3.1 and table D.6.3.1.

The UE policy section management list result is a type 6 information element with a minimum length of 6 octets and a maximum length of 65538 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	UE policy section management list result IEI
	octet 1

	Length of UE policy section management list result contents
	octet 2

octet 3

	Result 1
	octet 4

octet w

	Result 2
	octet w+1*

octet x*

	...
	octet x+1*

octet y*

	Result N
	octet y+1*

octet z*


Figure D.6.3.1: UE policy section management list result information element
Table D.6.3.1: UE policy section management list result information element

	Result
The result field is coded according to figure D.6.3.2 and table D.6.3.2.


	8
	7
	6
	5
	4
	3
	2
	1
	

	Failed instruction order
	octet 4

octet 5

	Cause
	octet 6


Figure D.6.3.2: Result
Table D.6.3.2: Result
	Failed instruction order (octet 4 to octet 5)

The failed instruction order field contains binary encoding of the order of the failed instruction in the UE policy section management list information element.

	

	Cause (octet 6)
Bits

8 7 6 5 4 3 2 1
0 1 1 0 1 1 1 1
Protocol error, unspecified

Receiving entity shall treat any other value as 0110 1111, "protocol error, unspecified".
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