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***** Next change *****
5.7.1.25.4
Procedures over the Ms reference point
If the AS receives an HTTP POST verification request as specified in subclause 5.10.10.2, the AS shall verify the request and when verified generate a 200 (OK) response including:
1)
A verificationResponse JSON object containing:
a)
"verstat" claim set to a value applicable to the "verstat" parameter for the verified identity in the received Identity header field.

Editor's Note[WI: eSPECTRE, CR#6094]: Potential error responses are for further specification.
If the AS receives an HTTP POST request for signing as specified in subclause 510.10.3, the AS shall in the 200 (OK) response include:

1)
A signingResponse JSON object containing:

a)
an "identity" claim set to a value representing the contents of the signed identity header for the identity in the received signing request.
Editor's Note[WI: eSPECTRE, CR#6094]: Potential error responses are for further specification.
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