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3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

An MCPTT user is affiliated to an MCPTT group: The MCPTT user is listed as a member of the MCPTT group in the MCPTT group document, the MCPTT server owning the MCPTT group has authorised the MCPTT user's interest in the MCPTT group and the MCPTT server serving the MCPTT user has authorised the MCPTT user's interest in the MCPTT group.

An MCPTT user is affiliated to an MCPTT group at an MCPTT client: The MCPTT user is affiliated to the MCPTT group, the MCPTT client has a registered IP address for an IMPU related to the MCPTT ID, and the MCPTT server serving the MCPTT user has authorised the MCPTT user's interest in the MCPTT group at the MCPTT client.

Affiliation status: Applies for an MCPTT user to an MCPTT group and has one of the following states:

a)
the "not-affiliated" state indicating that the MCPTT user is not interested in the MCPTT group and the MCPTT user is not affiliated to the MCPTT group;

b)
the "affiliating" state indicating that the MCPTT user is interested in the MCPTT group but the MCPTT user is not affiliated to the MCPTT group yet;

c)
the "affiliated" state indicating that the MCPTT user is affiliated to the MCPTT group and there was no indication that MCPTT user is no longer interested in the MCPTT group; and

d)
the "deaffiliating" state indicating that the MCPTT user is no longer interested in the MCPTT group but the MCPTT user is still affiliated to the MCPTT group.
Ambient listening call: a call type allowing an authorized MCPTT user to cause an MCPTT client to initiate a communication which results in no indication on the MCPTT UE that it is transmitting. Ambient listening can be initiated by an authorized MCPTT user who wants to be listened to by another authorized MCPTT user or can be initiated by an authorized MCPTT user who wants to listen to another MCPTT user.
Ambient listening client role: the role of an MCPTT client in an ambient listening call, which can be that of:

a)
the "listening MCPTT user"; or

b)
the "listened-to MCPTT user".

Ambient listening type: the type of an ambient listening call from the perspective of the relationship of the initiator of the call to the user being listened to. The two types of ambient listening call are:

a)
"remote-init", indicating that the listening MCPTT user initiated the call; and

b)
"local-init", indicating that the listened-to MCPTT user initiated the call.
First-to-answer call: A call initiated by one user towards a list of other users with the intention to establish an MCPTT private call or MCPTT emergency private call, with one of the users in the list of users.
Group identity: An MCPTT group identity or a temporary MCPTT group identity.
In-progress emergency private call state: the state of two participants when an MCPTT emergency private call is in progress.
In-progress imminent peril group state: the state of a group when an MCPTT imminent peril group call is in progress.

Listening MCPTT user: the MCPTT user in an ambient listening call receiving the media transmission from the listened-to MCPTT user;
Listened-to MCPTT user: the MCPTT user in an ambient listening call who is being listened to, may or may not be aware of being listened to depending on ambient listening type of the call.
MCPTT client ID: is a globally unique identification of a specific MCPTT client instance. MCPTT client ID is a UUID URN as specified in IETF RFC 4122 [67].
MCPTT emergency alert state: MCPTT client internal perspective of the state of an MCPTT emergency alert.

MCPTT emergency group state: MCPTT client internal perspective of the in-progress emergency state of an MCPTT group maintained by the controlling MCPTT function.

MCPTT emergency group call state: MCPTT client internal perspective of the state of an MCPTT emergency group call.
MCPTT emergency private call: MCPTT emergency call between two MCPTT users that is initiated as a private call or a first-to-answer call with emergency indication, or without emergency indication when the MCPTT emergency state is already set,

MCPTT emergency private call state: MCPTT client internal perspective of the state of an MCPTT emergency private call.
MCPTT emergency private priority state: MCPTT client internal perspective of the in-progress emergency private call state of the two participants of an MCPTT emergency private call maintained by the controlling MCPTT function.
MCPTT imminent peril group call state: MCPTT client internal perspective of the state of an MCPTT imminent peril group call.
MCPTT imminent peril group state: MCPTT client internal perspective of the state of an MCPTT imminent peril group.
MCPTT private call: MCPTT call between two MCPTT users that is initiated as a private call or a first-to-answer call.

MCPTT private emergency alert state: MCPTT client internal perspective of the state of an MCPTT private emergency alert targeted to an MCPTT user.
MCPTT speech: Conversational audio media used in mission critical push to talk systems as defined by 3GPP TS 22.179 [2] and 3GPP TS 23.379 [3].

Media-floor control entity: A media control resource shared by participants in an MCPTT session, controlled by a state machine to ensure that only one participant can access the media resource at the same time.
Private call: A call initiated by one user towards one other user with the intention to establish an MCPTT private call or MCPTT emergency private call.
Private Call Call-Back: A mechanism for a requesting MCPTT client to request a targeted MCPTT client to initiate an MCPTT private call with the requesting MCPTT client (at earliest convenience).
Remote change of an MCPTT user's selected group: A mechanism allowing an authorised user to remotely change the selected group of another MCPTT user.
Temporary MCPTT group identity: A group identity representing a temporary grouping of MCPTT group identities formed by the group regrouping operation as specified in 3GPP TS 24.481 [31].

Trusted mutual aid: A business relationship whereby the Partner MCPTT system is willing to share the details of the members of an MCPTT group that it owns with the Primary MCPTT system.

Untrusted mutual aid: A business relationship whereby the Partner MCPTT system is not willing to share the details of the members of an MCPTT group that it owns with the Primary MCPTT system.
Functional alias status: Applies for the status of a functional alias for an MCTT user has one of the following states:

a)
the "not-activated" state indicating that the MCPTT user has not activated the functional alias;

b)
the "activating" state indicating that the MCPTT user is interested in using the functional alias but the functional alieas is not yet activated for the MCPTT user;

c)
the "activated" state indicating that the MCPTT user has activated the functional alias;; and

d)
the "deactivating" state indicating that the MCPTT user is no longer interested in using the functional alias but the functional alias is still activated for the MCPTT user.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.179 [2] apply:

In-progress emergency

MCPTT emergency alert

MCPTT emergency group call

MCPTT emergency state

Partner MCPTT system

Primary MCPTT system

For the purpose of the present document, the following terms and definitions given in 3GPP TS 24.380 [5] apply:

MBMS subchannel
For the purpose of the present document, the following terms and definitions given in 3GPP TS 23.379 [3] apply:

Pre-selected MCPTT user profile
Selected MCPTT user profile
For the purpose of the present document, the following terms and definitions given in 3GPP TS 33.180 [78] apply:

Client Server Key (CSK)
Multicast Floor Control Key (MKFC)

Multicast Signalling Key (MuSiK)

Multicast Signalling Key Identifier (MuSiK-ID)

MBMS subchannel control key (MSCCK)

MBMS subchannel control key identifier (MSCCK-ID)
Private Call Key (PCK)
Signalling Protection Key (SPK)

XML Protection Key (XPK)
For the purpose of the present document, the following terms and definitions given in 3GPP TS 22.280 [76] apply:

Functional alias
***** Next change *****
4
General

4.1
MCPTT overview

The MCPTT service supports communication between several users (i.e. group call), where each user has the ability to gain access to the permission to talk in an arbitrated manner. The MCPTT service also supports private calls between two users. Group calls and private calls can be provided on-network and off-network. In this release of the present document, support is only allowed for MCPTT speech communications.

The present document provides the call control protocol enhancements to support the MCPTT architectural procedures specified in 3GPP TS 23.379 [3].
For on-network calls, the present document makes use of the existing IMS procedures specified in 3GPP TS 24.229 [4], and provides new IMS application procedures specific for MCPTT. For on-network group calls, the procedures in the present document allow the use of unicast or multicast bearers.

The on-network procedures in this document allow an MCPTT user to:

-
initiate a new MCPTT group session;

-
join an MCPTT group session that has already been established; and

-
leave an established MCPTT group session and then re-join the same MCPTT group session if still established.
For off-network calls, the present document utilises the procedures for ProSe direct discovery for public safety and the procedures for one-to-one ProSe direct communication for Public Safety, as specified in 3GPP TS 24.334 [28]. The present document specifies the MCPTT Off-Network Protocol (MONP) and the MONP application procedures.

For on-network and off-network calls, the present document provides support for MCPTT emergency calls, MCPTT imminent-peril calls and MCPTT emergency alerts.

NOTE:
MCPTT emergency calls do not utilise emergency bearers. Instead the EPS bearer priority of a normal bearer is adjusted.
The MCPTT procedures provided by the present document refer to:

-
the floor-control procedures defined in 3GPP TS 24.380[5];

-
the group management procedures defined in 3GPP TS 24.481 [31];

-
the identity management procedures defined in 3GPP TS 24.482 [49];

-
the security procedures defined in 3GPP TS 33.180 [78]; and

-
the PS-PS access transfer procedures procedures defined in 3GPP TS 24.237 [58].
The MCPTT procedures provided by the present document access the configuration parameters provided by 3GPP TS 24.483 [45] and 3GPP TS 24.484 [50].
Codecs and media handling for MCPTT are specified in 3GPP TS 26.179 [69];

The following procedures are provided within this document:

-
common procedures are specified in clause 6;

-
procedures for registration in the IM CN subsystem and service authorisation are specified in clause 7;
-
procedures for pre-established session establishment, modification and release are specified in clause 8;
-
procedures for affiliation are specified in clause 9;
-
procedures for management of functional alias in clause 9A;
-
procedures for on-network and off-network group call are specified in clause 10;
-
procedures for on-network and off-network private call are specified in clause 11;
-
procedures for on-network and off-network emergency alert are specified in clause 12;
-
location procedures are specified in clause 13;
-
MBMS transmission usage procedures are specified in clause 14; and

-
MCPTT service continuity procedures are specified in clause 14A.
The MCPTT UE primarily obtains access to the MCPTT service via E-UTRAN, using the procedures defined in 3GPP TS 24.301 [70].
***** Next change *****
5.2
MCPTT client

To be compliant with the procedures in the present document, an MCPTT client shall:

-
act as the user agent for all MCPTT application transactions (e.g. initiation of a group call); and

-
support handling of the MCPTT client ID as described in subclause 4.10.
To be compliant with the on-network procedures in the present document, an MCPTT client shall:

-
support the MCPTT client on-network procedures defined in 3GPP TS 23.379 [3];
-
support the GCS UE procedures defined in 3GPP TS 23.468 [57] for unicast delivery, MBMS delivery and service continuity;
-
act as a SIP UA as defined in 3GPP TS 24.229 [4];

-
generate SDP offer and SDP answer in accordance with 3GPP TS 24.229 [4] and subclause 6.2;

-
act as a floor participant responsible for floor requests and implement the on-network procedures for floor requests as specified in 3GPP TS 24.380 [5];

-
for registration and service authorisation, implement the procedures specified in subclause 7.2;

-
for pre-established sessions, implement the procedures specified in subclause 8.2.1, subclause 8.3.1, subclause 8.4.1, and the procedures specified in 3GPP TS 24.380 [5];

-
for affiliation, implement the procedures specified in subclause 9.2;
-
for functional alias management, implement the prcedures specified in subclause 9A.2;
-
for group call functionality (including broadcast, emergency and imminent peril), implement the MCPTT client procedures specified in subclause 10.1; and

-
for private call functionality (including emergency), implement the MCPTT client procedures specified in subclause 11.1;

-
for emergency alert, implement the procedures specified in subclause 12.1;

-
for location reporting, implement the procedures specified in subclause 13.3; and

-
for MBMS transmission usage, implement the procedures in subclause 14.3.
To be compliant with the off-network procedures in the present document, an MCPTT client shall:

-
support the off-network procedures defined in 3GPP TS 23.379 [3];
-
support the MCPTT off-network protocol (MONP) defined in clause 15;
-
act as a floor participant for floor requests and implement the off-network procedures for floor requests as specified in 3GPP TS 24.380 [5];

-
act as a floor control server providing distributed floor control and implement the off-network procedures for floor control as specified in 3GPP TS 24.380 [5];

-
implement the procedures for ProSe direct discovery for public safety use as specified in 3GPP TS 24.334 [28];

-
implement the procedures for one-to-one ProSe direct communication for Public Safety use as specified in 3GPP TS 24.334 [28];

-
for group call functionality (including emergency and imminent peril), implement the MCPTT client procedures specified in subclause 10.2;
-
for broadcast group call functionality implement the procedures specified in subclause 10.3; and
-
for private call functionality (including emergency), implement the MCPTT client procedures specified in subclause 11.2.

To be compliant with the service continuity procedures in the present document, an MCPTT client shall:
-
implement the registration requirements for service continuity as specified in subclause 7.2.1; and
-
implement the procedures specified in clause 14A.

To be compliant with the on-network and off-network procedures in the present document requiring end-to-end private call security key distribution, an MCPTT client shall support the procedures specified in 3GPP TS 33.179 [46].

To be compliant with the procedures for confidentiality protection of XML elements in the present document, the MCPTT client shall implement the procedures specified in subclause 6.6.2.

To be compliant with the procedures for integrity protection of XML MIME bodies in the present document, the MCPTT client shall implement the procedures specified in subclause 6.6.3.

***** Next change *****
5.3
MCPTT server

5.3.1
General
An MCPTT server can perform the controlling role for group calls and private calls as defined in 3GPP TS 23.379 [3].

An MCPTT server can perform the participating role for group calls and private calls as defined in 3GPP TS 23.379 [3].

An MCPTT server can perform a non-controlling role for temporary group calls involving groups from multiple MCPTT systems as specified in 3GPP TS 23.379 [3].
An MCPTT server can perform a non-controlling role for temporary group calls involving groups only from the primary MCPTT system.
An MCPTT server performing the participating role can serve an originating MCPTT user.

An MCPTT server performing the participating role can serve a terminating MCPTT user.

The same MCPTT server can perform the participating role and controlling role for the same group session.
The same MCPTT server can perform the participating role and non-controlling role for the same group session.

When referring to the procedures in the present document for the MCPTT server acting in a participating role for the served user, the term, "participating MCPTT function" is used.

When referring to the procedures in the present document for the MCPTT server acting in a controlling role for the served user, the term "controlling MCPTT function" is used.

When referring to the procedures in the present document for the MCPTT server acting in a non-controlling role for a group call, the term "non-controlling MCPTT function of an MCPTT group" is used.

To be compliant with the procedures in the present document, an MCPTT server shall:

-
support the MCPTT server procedures defined in 3GPP TS 23.379 [3];

-
implement the role of an AS performing 3rd party call control acting as a routing B2BUA as defined in 3GPP TS 24.229 [4];
-
support the GCS AS procedures defined in 3GPP TS 23.468 [57] for unicast delivery, MBMS delivery and service continuity;
-
generate SDP offer and SDP answer in accordance with 3GPP TS 24.229 [4] and subclause 6.3;

-
implement the role of a centralised floor control server and implement the on-network procedures for floor control as specified in 3GPP TS 24.380 [5];

-
for registration and service authorisation, implement the procedures specified in subclause 7.3;

-
for pre-established sessions, implement the procedures specified in subclause 8.2.2, subclause 8.3.2, subclause 8.4.2 and the procedures specified in 3GPP TS 24.380 [5];

-
for affiliation, implement the procedures specified in subclause 9.2.2;
-
for functional alias management, implement the procedures specified in subclause 9A.2.2;
-
for group call functionality (including broadcast, emergency and imminent peril), implement the MCPTT server procedures specified in subclause 10.1;

-
for private call functionality (including emergency), implement the MCPTT server procedures specified in subclause 11.1; and

-
for priority sharing, implement the MCPTT server procedures in subclause 6.7.

To be compliant with the procedures in the present document requiring the distribution of private call keying material between MCPTT clients as specified in 3GPP TS 33.180 [78], an MCPTT server shall ensure that the keying material is copied from incoming SIP messages into the outgoing SIP messages.

To be compliant with the procedures for confidentiality protection of XML elements in the present document, the MCPTT server shall implement the procedures specified in subclause 6.6.2.

To be compliant with the procedures for integrity protection of XML MIME bodies in the present document, the MCPTT server shall implement the procedures specified in subclause 6.6.3.


