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9A
Functional Alias
9A.1
General

Subclause 9A.2. contains the procedures for management of Functional Alias at the MCPTT client, the MCPTT server serving the MCPTT user and the MCPTT server owning the Functional Alias. 

Subclause 9A.3 describes the coding used for management of Functional Aliases.

9A.2
Procedures
9A.2.1
MCPTT client procedures
9A.2.1.1
General
The MCPTT client procedures consist of:

-
a functional alias status change procedure;

-
a functional alias status determination procedure;

In order to obtain information about success or rejection of changes triggered by the functional alias status change procedure for an MCPTT user, the MCPTT client needs to initiate the functional alias status determination procedure for the MCPTT user before starting the functional alias status change procedure for the MCPTT user.
9A.2.1.2
Functional alias status change procedure

In order:

-
to indicate that an MCPTT user requests to activate one or more functional aliases;

-
to indicate that the MCPTT user requests to deactivate one or more functional aliases;

-
to refresh indication of an MCPTT user interest in one or more functional aliases due to near expiration of the expiration time of a functional alias with the status set to the "activated" state received in a SIP NOTIFY request in subclause 9A.2.1.3; or

-
any combination of the above;

the MCPTT client shall generate a SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37], and IETF RFC 3856 [51].

In the SIP PUBLISH request, the MCPTT client:

1)
shall set the Request-URI to the public service identity identifying the originating participating MCPTT function serving the MCPTT user;
2)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client shall include the <mcptt-request-uri> element set to the MCPTT ID of the MCPTT user;
3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9];

4)
if the MCPTT client requests to activate at least one functional alias, shall set the Expires header field according to IETF RFC 3903 [37], to 4294967295;

NOTE 1:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

5)
if the MCPTT client requests to deactivate at least one functional alias, shall set the Expires header field according to IETF RFC 3903 [37], to zero; and

NOTE 2:
Activation and deactivation of functional alias can not be performed with the same PUBLISH request.
6)
shall include an application/pidf+xml MIME body indicating per-user functional alias information according to subclause 9A.3.1. In the MIME body, the MCPTT client:

a)
shall include all functional aliases where the MCPTT user requests activation for the MCPTT ID;

b)
shall include the MCPTT client ID of the targeted MCPTT client;

c)
shall not include the "status" attribute and the "expires" attribute in the <functionalalias> element; and

d)
shall set the <p-id-fa> child element of the <presence> root element to a globally unique value.
The MCPTT client shall send the SIP PUBLISH request according to 3GPP TS 24.229 [4].

9A.2.1.3
Functional alias status determination procedure

NOTE 1:
The MCPTT UE also uses this procedure to determine which functional alias have been successfully activated fort he MCPTT ID.
In order to discover functional aliases:

1)
which which are activated for the MCPTT user; or

2)
which another MCPTT user has activated;
the MCPTT client shall generate an initial SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26].

In the SIP SUBSCRIBE request, the MCPTT client:
1)
shall set the Request-URI to the public service identity identifying the originating participating MCPTT function serving the MCPTT user;
2)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client shall include the <mcptt-request-uri> element set to the MCPTT ID of the targeted MCPTT user;
3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9];

4)
if the MCPTT client wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295;

NOTE 2:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

5)
if the MCPTT client wants to fetch the current state only, shall set the Expires header field according to IETF RFC 6665 [26], to zero; and

6)
shall include an Accept header field containing the application/pidf+xml MIME type. 
In order to re-subscribe or de-subscribe, the MCPTT client shall generate an in-dialog SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26]. In the SIP SUBSCRIBE request, the MCPTT client:
1)
if the MCPTT client wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295;

NOTE 3:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

2)
if the MCPTT client wants to de-subscribe, shall set the Expires header field according to IETF RFC 6665 [26], to zero; and

3)
shall include an Accept header field containing the application/pidf+xml MIME type.
Upon receiving a SIP NOTIFY request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26], if SIP NOTIFY request contains an application/pidf+xml MIME body indicating per-user functional alias information  constructed according to subclause 9A.3.1, then the MCPTT client shall determine the status of the MCPTT user for each functional alias in the MIME body. If the <p-id-fa> child element of the <presence> root element of the application/pidf+xml MIME body of the SIP NOTIFY request is included, the <p-id-fa> element value indicates the SIP PUBLISH request which triggered sending of the SIP NOTIFY request.


