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1. Introduction
It needs to add the proper operations regarding a rejected NSSAI when a UE receives a new configured NSSAI in the CONFIGURATION UPDATE COMMAND message.
2. Reason for Change
From subclause 4.6.2.2 of TS 24.501, when provisioned with a new configured NSSAI for a PLMN, the UE shall delete any stored allowed NSSAI, rejected NSSAI for the current PLMN, and rejected NSSAI for the current PLMN and registration area combination.

[bookmark: _Toc485044369][bookmark: _Toc485218015][bookmark: _Toc485220188][bookmark: _Toc485220543][bookmark: _Toc492387998][bookmark: _Toc492388588][bookmark: _Toc492394472][bookmark: _Toc492395061][bookmark: _Toc492455893][bookmark: _Toc492456483][bookmark: _Toc492466303][bookmark: _Toc492466893][bookmark: _Toc500935824][bookmark: _Toc501355757][bookmark: _Toc501366846][bookmark: _Toc501368859][bookmark: _Toc501373305][bookmark: _Toc501376106][bookmark: _Toc501377236][bookmark: _Toc501377793][bookmark: _Toc501394962][bookmark: _Toc501395519][bookmark: _Toc501442430][bookmark: _Toc501574783][bookmark: _Toc501576090][bookmark: _Toc505611365][bookmark: _Toc505868262]4.6.2.2	NSSAI storage
If available, the configured NSSAI(s), and rejected NSSAI(s) shall be stored in a non-volatile memory in the ME together with the SUPI from the USIM per PLMN. Those NSSAIs can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete them.
Each of the configured NSSAI and the allowed NSSAI stored in the UE is a set composed of at most 8 S-NSSAIs. Each of the configured NSSAI, the allowed NSSAI, and the rejected NSSAI is associated with a PLMN identity. The S-NSSAI(s) in the rejected NSSAI for the current PLMN and registration area combination are further associated with a registration area where the rejected S-NSSAI(s) is not available. There shall be no duplicated PLMN identities in each of the list of configured NSSAI(s), allowed NSSAI(s), rejected NSSAI(s) for the current PLMN, and rejected NSSAI(s) for the current PLMN and registration area combination.
Editor's note:	 The maximum number of S-NSSAI in the configured NSSAI provisioned by the network needs to be re-evaluated.
The UE stores NSSAIs as follows:
a)	The configured NSSAI shall be stored until a new configured NSSAI is received for a given PLMN. When provisioned with a new configured NSSAI for a PLMN, the UE shall replace any stored configured NSSAI for this PLMN with the new configured NSSAI, and delete any stored allowed NSSAI, rejected NSSAI for the current PLMN, and rejected NSSAI for the current PLMN and registration area combination. If the UE receives one or more S-NSSAIs from the network during the PDN connection establishment procedure in EPS as specified in 3GPP TS 24.301 [10], the UE may store the received S-NSSAI(s) in the configured NSSAI, if not already in the configured NSSAI. If the configured NSSAI for the registered PLMN is updated, the UE shall perform the mobility registration updating procedure and the UE shall store the allowed NSSAI or rejected NSSAI in case any NSSAI is received from the AMF.
b)	The allowed NSSAI shall be stored until a new allowed NSSAI is received for a given PLMN. When a new allowed NSSAI for a PLMN is received, the UE shall replace any stored allowed NSSAI for the current PLMN with this new allowed NSSAI. The UE shall remove, if any, the stored rejected S-NSSAI(s) which is/are included in the new allowed NSSAI for the current PLMN.
c)	When the UE receives the S-NSSAI(s) included in rejected NSSAI in the REGISTRATION ACCEPT message, the UE shall store the S-NSSAI(s) into the rejected NSSAI based on the associated rejection cause(s). Once the UE is deregistered, the rejected NSSAI for the current PLMN and the rejected NSSAI for the current PLMN and registration combination shall be deleted. The UE shall delete, if any, the stored rejected NSSAI for the current PLMN and registration area combination if the UE moves out of the registration area. 
NOTE:	Whether the UE stores the allowed NSSAI also when the UE is switched off is implementation specific.
The network may provide to the UE the mapping information as to how the S-NSSAI(s) in the configured NSSAI maps to S-NSSAI(s) in the configured NSSAI for the HPLMN in the UE. The UE shall store this mapping information and use this information for registration.
The network may provide to the UE the mapping information as to how the S-NSSAI(s) in the allowed NSSAI maps to S-NSSAI(s) in the configured NSSAI for the HPLMN in the UE (see subclauses 5.5.1.2 and 5.5.1.3). The UE shall store this mapping information in the ME and use this information for e.g., the PDU session establishment procedure (see subclause 4.6.3).

3. Conclusions
When updated with a new configured NSSAI, the UE shall delete the stored rejected NSSAI as well.

4. Proposal
It is proposed to agree the following changes to 3GPP TS 24.501 V0.3.1


* * * First Change * * * *
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Upon receiving the CONFIGURATION UPDATE COMMAND message, the UE shall use the contents to update appropriate information stored within the UE.
If acknowledgement requested is indicated in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message and:
a)	if all information elements included are successfully accepted by the UE; or
b)	if "registration requested" in the Configuration update indication IE is indicated;
the UE shall send a CONFIGURATION UPDATE COMPLETE message.
If the UE receives a new 5G-GUTI in the CONFIGURATION UPDATE COMMAND message, the UE considers the new 5G-GUTI as valid and the old 5G-GUTI as invalid; otherwise, the UE shall consider the old 5G-GUTI as valid.
If the UE receives a new TAI list in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new TAI list as valid and the old TAI list as invalid; otherwise, the UE shall consider the old TAI list as valid.
If the UE receives a new service area list in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new service area list as valid and the old service area list as invalid; otherwise, the UE shall consider the old service area list, if any, as valid.
If the UE receives new NITZ information in the CONFIGURATION UPDATE COMMAND message, the UE considers the new NITZ information as valid and the old NITZ information as invalid; otherwise, the UE shall consider the old NITZ information as valid.
If the UE receives a new LADN information in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new LADN information as valid and the old LADN information as invalid; otherwise, the UE shall consider the old LADN information as valid.
If the UE receives a MICO indication and an indication for "registration requested" in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message, the UE shall send a REGISTRATION REQUEST message as specified in subclause 5.5.1.3 to re-negotiate MICO mode with the network. If there is also a new allowed NSSAI in the CONFIGURATION UPDATE COMMAND message, the UE shall send a REGISTRATION REQUEST message after releasing the existing NAS signalling connection as described below for updating the allowed NSSAI, and re-negotiate MICO mode with the network.
If the UE receives a new allowed NSSAI in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new allowed NSSAI as valid, store the allowed NSSAI as specified in subclause 4.6.2.2 and consider the old allowed NSSAI as invalid; otherwise, the UE shall consider the old Allowed NSSAI as valid.
If the UE receives an allowed NSSAI in the CONFIGURATION UPDATE COMMAND message and the UE has one or more PDU session contexts associated with S-NSSAI(s) not included in the received allowed NSSAI, the UE shall locally release all such PDU session context(s).
If the UE receives a new configured NSSAI in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new configured NSSAI for the registered PLMN as valid and the old configured NSSAI for the registered PLMN as invalid; otherwise, the UE shall consider the old configured NSSAI for the registered PLMN as valid. See subclause 4.6.2.2. In this case, the UE shall delete the stored allowed NSSAI, any rejected NSSAI for the current PLMN, and any rejected NSSAI for the current PLMN and registration area combination and perform a mobility registration updating procedure as specified in subclause 5.5.1.3 to obtain a new allowed NSSAI. 
If the CONFIGURATION UPDATE COMMAND message indicates "registration requested" in the Configuration update indication IE and a new allowed NSSAI is included, the UE shall set the 5G-GUTI as invalid and wait for the network to release the N1 NAS signalling connection prior to a registration update procedure is performed using SUPI and including the new allowed NSSAI in the requested NSSAI as specified in subclause 5.3.1.2. When the NAS signalling connection is released the UE shall deactivate the PDU session(s) context locally, if any. At a successful registration update, the UE should re-establish any previously active PDU sessions. If the UE was registered over both 3GPP access and non-3GPP access with the same PLMN, the UE should register again over both 3GPP access and non-3GPP access on the same PLMN. In this case, the UE should first register over the 3GPP access.
Editor's note:	Further details on handling of specific IEs are FFS.
Editor's note:	it is FFS whether the AMF indicates which access technology the parameters in the message are associated to.

* * * End of Change * * * *


