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1. Introduction
According to S2-181399, the PCF may divide the UE access selection and PDU Session related policy information into different policy sections, each identified by a Policy Section Identifier (i.e. PSI) and it is up to PCF decision how to divide the UE access selection and PDU Session related policy information into policy sections.
2. Reason for Change
When providing the UE with UE access selection and PDU Session related policy information, the PCF shall provide the Policy Section Identifier(s) (PSI) policy section(s). The initial registration procedure is impacted as follows (some text introduced by S2-181399 and S2-180965):
-
At Initial Registration the UE provides the list of stored PSIs identifying the policy sections that are currently stored in the UE. If no policies are stored in the UE, UE does not provide any PSI.
-
UE to (R)AN: AN message (AN parameters, RM-NAS Registration Request (Registration type, SUCI or SUPI or 5G-GUTI, last visited TAI (if available), Security parameters, Requested NSSAI, Mapping Of Requested NSSAI, UE 5GC Capability, PDU Session status, PDU Session(s) to be re-activated, Follow on request, MICO mode preference and the list of PSIs.).
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.501 V0.3.1.
* * * First Change * * * *

5.5.1.2.2
Initial registration initiation
The UE initiates the registration procedure for initial registration by sending a REGISTRATION REQUEST message to the AMF, starting timer T3510. If timer T3502 is currently running, the UE shall stop timer T3502. If timer T3511 is currently running, the UE shall stop timer T3511.
If the UE holds a valid 5G-GUTI, the UE shall indicate the 5G-GUTI in the 5GS mobile identity IE. If the UE does not hold a valid 5G-GUTI, the UE shall include the SUCI in the 5GS mobile identity IE. If the UE is initiating the registration procedure for emergency services and does not hold a valid 5G-GUTI, 4G-GUTI or SUCI, the PEI shall be included in the 5GS mobile identity IE.
If the UE operating in the single-registration mode holds a valid 4G-GUTI only, the UE shall include the 5G-GUTI IE mapped from the 4G-GUTI as specified in 3GPP TS 23.003 [2] in the 5GS mobile identity IE of the REGISTRATION REQUEST message. If the UE operating in the single-registration mode holds a valid 4G-GUTI and a valid 5G-GUTI, it shall include in the 5GS mobile identity IE of the REGISTRATION REQUEST message either 5G-GUTI mapped from 4G-GUTI or 5G-GUTI according to the system (i.e. either EPS or 5GS), where the last successful EPS attach, tracking area updating or registration procedure was performed.

If the UE is operating in the dual-registration mode, the UE shall include the UE status IE with the EMM registration status set to "UE is in EMM-REGISTERED state". If the UE has a valid 5G-GUTI, the UE shall include the 5G-GUTI in the REGISTRATION REQUEST message. The UE operating in the dual-registration mode shall not use 4G-GUTI even if the UE has a valid 4G-GUTI.
If the last visited registered TAI is available, the UE shall include the last visited registered TAI in the REGISTRATION REQUEST message.

If the UE requests the use of SMS over NAS, the UE shall include the SMS requested IE in the REGISTRATION REQUEST message and set: 

a)
the "supported accesses" bits of the SMS requested IE to:

1)
"SMS over NAS supported via 3GPP access only" if the UE supports SMS delivery over NAS via 3GPP access only; or

2)
"SMS over NAS supported via both 3GPP access and non-3GPP access" if the UE supports SMS delivery over NAS via both 3GPP access and non-3GPP access; and

Editor's note:
A decision still needs to be made on whether "one step" functionality needs to be added.
If the UE supports MICO mode and requests the use of MICO mode, then the UE shall include the MICO indication IE in the REGISTRATION REQUEST message.
If the UE supports network slicing, the UE shall include the requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register and the mapping of requested NSSAI which is the mapping of each S-NSSAI of the requested NSSAI to the S-NSSAI of the configured NSSAI for the HPLMN in the REGISTRATION REQUEST. If the UE has allowed NSSAI or configured NSSAI for the current PLMN, the requested NSSAI shall be either:

a)
the configured NSSAI for the current PLMN, or a subset thereof as described below, if the UE has no allowed NSSAI for the current PLMN; or

b)
the allowed NSSAI for the current PLMN, or a subset thereof as described below, if the UE has an allowed NSSAI for the current PLMN; or

c)
the allowed NSSAI for the current PLMN, or a subset thereof as described below, plus one or more S-NSSAIs from the configured NSSAI for which no corresponding S-NSSAI is present in the allowed NSSAI and those are neither in the rejected NSSAI for the current PLMN nor in the rejected NSSAI for the current PLMN and registration area combination.

If the UE has neither allowed NSSAI for the current PLMN nor configured NSSAI for the current PLMN and has a configured NSSAI not associated with a PLMN, the UE shall include the S-NSSAI(s) in the Requested NSSAI IE of the REGISTRATION REQUEST message using the configured NSSAI not associated with a PLMN. If the UE has no allowed NSSAI for the current PLMN, no configured NSSAI for the current PLMN, and no configured NSSAI not associated with a PLMN, the UE shall not include a requested NSSAI in the REGISTRATION message.

The subset of configured NSSAI provided in the requested NSSAI consists of one or more S-NSSAIs in the configured NSSAI applicable to the current PLMN, if the S-NSSAI is neither in the rejected NSSAI for the current PLMN nor in the rejected NSSAI for the current PLMN and registration area combination.
The subset of allowed NSSAI provided in the requested NSSAI consists of one or more S-NSSAIs in the allowed NSSAI for the current PLMN.
NOTE 1:
How the UE selects the subset of configured NSSAI or allowed NSSAI to be provided in the requested NSSAI is implementation.

NOTE 2:
The number of S-NSSAI(s) included in the requested NSSAI cannot exceed eight.
If the UE wishes to prolong the established NAS signalling connection after the completion of the initial registration procedure, it shall set the "follow-on request pending" indication to 1.
If the UE supports S1 mode, the UE shall set the S1 mode bit to "S1 mode supported" in the 5GMM capability IE of the REGISTRATION REQUEST message.

If the UE has one or more valid policy sections, the UE shall include the Policy section identifier list IE in the REGISTRATION REQUEST message. The AMF makes use of the Policy section identifier list IE according to 3GPP TS 23.503 [6].
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Figure 5.5.1.2.2.1: Registration procedure for initial registration

* * * Next Change * * * *

8.2.5.1
Message definition
The REGISTRATION REQUEST message is sent by the UE to the AMF. See table 8.2.5.1.1.

Message type:
REGISTRATION REQUEST
Significance:

dual

Direction:


UE to network

Table 8.2.5.1.1: REGISTRATION REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended Protocol discriminator

9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Registration request message identity
	Message type

9.7
	M
	V
	1

	
	5GS registration type
	5GS registration type

9.8.3.6
	M
	V
	1

	
	ngKSI
	NAS key set identifier

9.8.3.22
	M
	V
	1

	
	Mobile identity
	5GS mobile identity

9.8.3.3
	M
	LV
	TBD

	55
	NonceUE
	Nonce

9.8.3.27
	O
	TV
	5

	10
	5GMM capability
	5GMM capability

9.8.3.1
	O
	TLV
	4-15

	2E
	UE security capability
	UE security capability

9.8.3.48
	O
	TLV
	4-6

	2F
	Requested NSSAI
	NSSAI

9.8.3.28
	O
	TLV
	4-74

	52
	Last visited registered TAI
	Tracking area identity

9.8.3.44
	O
	TV
	6

	30
	S1 UE network capability
	S1 UE network capability

9.8.3.36
	O
	TV
	6-13

	40
	Uplink data status
	Uplink data status
9.8.2.3
	O
	TLV
	4

	50
	PDU session status
	PDU session status

9.8.2.2
	O
	TLV
	4

	B-
	MICO indication
	MICO indication
9.8.3.21
	O
	TV
	1

	2B
	UE status
	UE status

9.8.3.49
	O
	TLV
	3

	2C
	Additional GUTI
	5GS mobile identity

9.8.3.3
	O
	TLV
	TBD

	2D
	NSSAI info for PDU sessions
	NSSAI info for PDU sessions

9.8.3.29
	O
	TLV
	6-90

	C-
	SMS requested
	SMS requested

9.8.3.41
	O
	TV
	1

	7C
	EPS NAS message container
	EPS NAS message container
9.8.3.15
	O
	TLV-E
	TBD

	TBD
	Policy section identifier list
	Policy section identifier list

9.8.3.x
	O
	TLV-E
	3-65538


Editor's note:
 The content of the REGISTRATION REQUEST message when a limited set of IEs including those needed to establish security in the initial message when it has no NAS security context is FFS.
* * * Next Change * * * *

8.2.5.x
Policy section identifier list

This IE shall be included if the UE has one or more valid policy sections.
* * * Next Change * * * *

9.8.3.x
Policy section identifier list
The purpose of the policy section identifier list information element is to transport one or more policy section identifiers of one or more policy sections stored in the UE.

The policy section identifier list information element is coded as shown in figure 9.8.3.x.1 and table 9.8.3.x.1.

The policy section identifier list is a type 6 information element with a minimum length of 3 octets and a maximum length of 65538 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	policy section identifier list IEI
	octet 1

	Length of policy section identifier list contents
	octet 2

	
	octet 3

	Policy section identifier 1
	octet 4

octet 5

	Policy section identifier 2
	octet 6*

octet 7*

	...
	octet 8*

octet x*

	
	octet x+1*

	Policy section identifier n
	

	
	octet x+2*


Figure 9.8.3.x.1: Policy section identifier list information element

Table 9.8.3.x.1: Policy section identifier list information element

	Policy section identifier:
The policy section identifier field contains binary encoding of a policy section identifier of a policy section stored in the UE.
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