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	Reason for change:
	This CR addresses following SA1 requirements of anytime update.

4.2: SA1 requirements 
SA1 LS in C1-173746 points to the requirements for steering in 3.2.2.8 of TS 22.011, excerpts from that section are: 

It shall be possible for the HPLMN to request a UE, that is in automatic mode, to find and register on a different VPLMN from the one it is currently using or trying to register on, if another VPLMN, that is not in a Forbidden List, is available. The original VPLMN shall then be treated as the lowest priority VPLMN and would not be selected by the UE unless it is the only one available to the UE or has been selected in manual mode. This process shall be done transparently and without inconvenience to the user.
This CR also addresses following SA2 requirements: 
1. A control plane solution is used from the HPLMN to the UE.

2. VPLMN is able to relay this information to the UE.

3. VPLMN shall not be able to alter the information sent by the HPLMN; i.e. UE needs to be able to check the integrity of the information provided to it.

4. UE shall be able to detect if VPLMN alter or remove those information and act accordingly.

The only requirement which Aka based mechanism doesn’t satisfy is(highlighted above in 4), if HPLMN tries to update the Preferred PLMN/access technology combination to UE and UE is already registered with VPLMN. There is a possibility that VPLMN can block the NAS message (Authentication Message) or delay its processing and UE will not be able to identify this act of VPLMN. 

Firstly, this issue is not satisfied by any of the current proposals in TR 24.890. This issue gives opportunity for VPLMN 100% of the times in Alternate 1 and 2 as both the alternatives are applicable only after successful registration with VPLMN.  

It is worth noting that this is a rare case from alternative-3 perspective (as already pointed out in CT3 approved LS C1-175345and CT1 approved LS C1-174589). The need for HPLMN to update the preferred list after registration is a rare case. This occurs in alternative 3 only if business discussions happen again between HPLMN and operators in the roaming area. Based on this discussions HPLMN preference of roaming operator changes in that particular area and hence HPLMN wants to update its new preference to all the UE’s in that particular roaming area. 
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	Stage -2 solution for SOR requirements based on Authentication procedure. 
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***** Changes *****
5.2.4.3.5.2
UE is already registered with VPLMN.

The stage-2 flow for the case when the UE is already registered with VPLMN and HPLMN wants to update the preferred PLMN/access technology combinations to the UE is in figure 5.2.4.3.5.2.1:
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Figure 5.2.4.3.5.2.1: Procedure for providing list of preferred PLMN/access technology combinations
1)
The HPLMN UDM decides to update preferred PLMN/access technology combinations in the UE based on operator policy.

2)
The HPLMN UDM to the HPLMN AUSF: The HPLMN UDM sends Nudm_SubData_UpdateNotif service operation to HPLMN AUSF which includes the list of preferred PLMN/access technology combinations and the updated AV(s) to contain an indication to indicate the UE that the list of preferred PLMN/access technology combinations are provided.
3)
The HPLMN AUSF to the VPLMN AMF: The HPLMN AUSF sends Nausf_Initiate_Auth request service operation to VPLMN AMF, which includes the protected list of preferred PLMN/access technology combinations and the AV(s).
4)
The VPLMN AMF to the UE: The VPLMN AMF uses the updated AV(s) to initiate the NAS AKA procedure and transparently includes the list of preferred PLMN/access technology combinations along with other existing parameters in the AUTHENTICATION REQUEST message.

5)
The same as step 9 in sub 5.2.4.3.5.1.
6)
The VPLMN AMF to HPLMN AUSF: The VPLMN AMF sends Nausf_Initiate_Auth_Resp service operation to the HPLMN AUSF. This message carries protected acknowledgement IE if received from the UE. AUSF makes a security check of acknowledgement IE.
7)
The HPLMN AUSF to the HPLMN UDM: The HPLMN AUSF sends Nudm_SubData_UpdateNotif_Resp to the HPLMN UDM to indicate the acknowledgement of the list of preferred PLMN/access technology combinations. If the security check of acknowledgement IE fails, an error indicaton is sent to the HPLMN UDM.
Editor's note:
End-to-end security between HPLMN and roaming UEs will be defined following SA3 recommendations.
***** End changes *****
_1577439915.vsd

