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1. Introduction
The latest version of TS 24.501 is V0.2.2.
2. Reason for Change
It has been identified a number of editorials in the latest version of the TS and some minor implementation errors which need to be fixed.
4. Proposal
It is proposed to agree the following changes to 3GPP TS  24.501V0.2.2.


* * * First Change * * * *
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The purpose of this procedure is to allow the AMF to update UE configuration by providing new parameter information with the command or requesting the UE to perform a mobility and periodic registration update procedure new registration update with the network to update parameters.
The procedure may be initiated by the network and can only be used when the UE has an established 5GMM context, and the UE is in 5GMM-CONNECTED mode. The AMF may require a confirmation response in order to ensure that the parameter has been updated by the UE.
The following parameters are supported by the generic UE configuration update procedure without the need for triggering the UE to perform the mobility and periodic registration updateUE Registration Update procedure:
a)	5G-GUTI;
b)	TAI list;
c)	Service area list;
d)	Allowed NSSAI;
e)	Network identity and Time zone information (Full name for network, Short name for network, Local time zone, Universal time and local time zone, Network daylight saving time); and
f)	LADN information;
Editor's note:	It is FFS which configuration parameters are updated by this procedure (e.g. policy information).
Editor's note:	It is FFS whether the case when configuration provided by a different NF than the AMF is covered by this or a different NAS procedure (e.g. UE route selection policies (URSP) provided by PCF).
The following parameters require triggering the UE to perform the mobility and periodic registration update procedureUE Registration Update procedure:
a)	MICO.
Editor's note:	Other parameters requiring negotiation are FFS.


Figure 5.4.4.1.1: Generic UE configuration update procedure
* * * Next Change * * * *
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The following abnormal cases can be identified:
a)	Expiry of timer T3555
	The network shall, on the first expiry of the timer T3555, retransmit the CONFIGURATION UPDATE COMMAND message and shall reset and start timer T3555. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3555, the procedure shall be aborted.
b)	Lower layer failure
	If a lower layer failure is detected before the CONFIGURATION UPDATE COMPLETEMAND message is received, the old and the new 5G-GUTI shall be considered as valid until the old 5G-GUTI can be considered as invalid by the AMF. If a new TAI list was provided in the CONFIGURATION UPDATE COMMAND message, the old and new TAI list shall also be considered as valid until the old TAI list can be considered as invalid by the AMF.
	During this period the AMF:
1)	may first use the old 5G-S-TMSI from the old 5G-GUTI for paging within the area defined by the old TAI list for an implementation dependent number of paging attempts for network originated transactions. If a new TAI list was provided with old 5G-GUTI in the CONFIGURATION UPDATE COMMAND message, the new TAI list should also be used for paging. Upon response from the UE, the AMF may re-initiate the CONFIGURATION UPDATE COMMAND. If the response is received from a tracking area within the old and new TAI list, the network shall re-initiate the CONFIGURATION UPDATE COMMAND message. If no response is received to the paging attempts, the network may use the new 5G-S-TMSI from the new 5G-GUTI for paging for an implementation dependent number of paging attempts. In this case, if a new TAI list was provided with new 5G-GUTI in the CONFIGURATION UPDATE COMMAND message, the new TAI list shall be used instead of the old TAI list. Upon response from the UE the AMF shall consider the new 5G-GUTI as valid and the old 5G-GUTI as invalid. If no response is received to the paging attempts, the AMF may use the IMSI for paging for an implementation dependent number of paging attempts;
2)	shall consider the new 5G-GUTI as valid if it is used by the UE and, additionally, the new TAI list as valid if it was provided with this 5G-GUTI in the CONFIGURATION UPDATE COMMAND message; and
3)	may use the identification procedure followed by a new generic UE configuration update procedure if the UE uses the old 5G-GUTI.
Editor's note:	Further abnormal cases in the network are FFS.
* * * Next Change * * * *
6.4.1.2	UE-requested PDU session establishment procedure initiation
In order to initiate the UE-requested PDU session establishment procedure, the UE shall create a PDU SESSION ESTABLISHMENT REQUEST message.
The UE shall allocate a PTI value currently not used and shall set the PTI IE of the PDU SESSION ESTABLISHMENT REQUEST message to the allocated PTI value.
If the UE requests to establish a new non-emergency PDU session with a DN and requests a PDU session type, the UE shall set the PDU session type IE of the PDU SESSION ESTABLISHMENT REQUEST message to one of the following values: the IP version capability as specified in subclause 6.2.4.2, "Ethernet" or "Unstructured".
NOTE:	When the UE initiates the UE-requested PDU session establishment procedure to transfer an existing non-IP PDN connection in the EPS to the 5GS, the UE can use locally available information associated with the PDN connection to select the PDU session type between "Ethernet" and "Unstructured".
If the UE requests to establish a new non-emergency PDU session with a DN and the UE requests an SSC mode, the UE shall set the SSC mode IE of the PDU SESSION ESTABLISHMENT REQUEST message to the SSC mode.
If the UE requests to establish a new PDU session with a DN, the UE may include the SM PDU DN request container with a DN-specific identity of the UE complying with network access identifier (NAI) format as specified in IETF RFC 4282 [17].
If the UE requests to establish a new PDU session of "IP", "IPv4", "IPv6" or "Ethernet" PDU session type and the UE supports reflective QoS, the UE shall set the RQoS bit to "Reflective QoS supported" in the 5GUE SM capability IE of the PDU SESSION ESTABLISHMENT REQUEST message.
If the UE has an emergency PDU session, the UE shall not perform the UE-requested PDU session establishment procedure to establish another emergency PDU session.
The UE shall transport:
a)	the PDU SESSION ESTABLISHMENT REQUEST message;
b)	the PDU session ID of the PDU session being established;
c)	the S-NSSAI, if the request type is not set to "initial emergency request" and the UE requests a S-NSSAI other than default S-NSSAI;
d)	and the requested DNN, if the request type is not set to "initial emergency request" and the UE requests a connectivity to a DNN other than the default DNN; and 
e)	the request type set:
1)	to "initial request", if the UE requests to establish a new non-emergency PDU session;
2)	to "existing PDU session", if the UE requests:
i)	handover of an existing non-emergency PDU session between 3GPP access and non-3GPP access; or
ii)	transfer of an existing PDN connection in the EPS to the 5GS;
3)	to "initial emergency request", if the UE requests to establish a new emergency PDU session; and
f)	the old PDU session ID which is the PDU session ID of the existing PDU session, if the UE initiates the UE-requested PDU session establishment procedure upon receiving the PDU SESSION MODIFICATION COMMAND messages with the 5GSM cause IE set to #39 "reactivation requested";
using the NAS transport procedure as specified in subclause 5.4.5, and the UE shall start timer T3580 (see example in figure 6.4.1.2.1).


Figure 6.4.1.2.1: UE-requested PDU session establishment procedure
Upon receipt of a PDU SESSION ESTABLISHMENT REQUEST message, a PDU session ID, optionally a S-NSSAI, optionally a DNN, the request type, and optionally an old PDU session ID, the SMF checks whether connectivity with the requested DN can be established. If the requested DNN is not included, the SMF shall use the default DNN. If the S-NSSAI is not included, the SMF may determine a default S-NSSAI according to the subscription context from UDM and, if determined, the SMF may use the default S-NSSAI as the S-NSSAI.
If the PDU session being established is a non-emergency PDU session and the PDU session authentication and authorization by the external DN is required due to local policy, the SMF shall check whether the PDU SESSION ESTABLISHMENT REQUEST message includes the PDU DN request container. 
If the PDU session being established is a non-emergency PDU session, the PDU DN request container is included in the PDU SESSION ESTABLISHMENT REQUEST message and the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data, the SMF shall:
a)	if the information for the PDU session authentication and authorization by the external DN in PDU DN request container is compliant with the local policy and user's subscription data, proceed with the EAP Authentication procedure specified in 3GPP TS 33.501 [11] and refrain from accepting or rejecting the PDU SESSION ESTABLISHMENT REQUEST message until the EAP Authentication procedure finalizes; and
b)	if the information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with the local policy, reject the PDU session establishment request including the 5GSM cause #xx "DN authentication failed", in the PDU SESSION ESTABLISHMENT REJECT message.
If the PDU session being established is a non-emergency PDU session, the PDU DN request container is not included in the PDU SESSION ESTABLISHMENT REQUEST message and the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data, the SMF shall proceed with the EAP Authentication procedure specified in 3GPP TS 33.501 [11] and refrain from accepting or rejecting the PDU SESSION ESTABLISHMENT REQUEST message until the EAP Authentication procedure finalizes.
If the SMF receives the old PDU session ID from the AMF and a PDU session exists for the old PDU session ID, the SMF shall consider that the request for the relocation of SSC mode 3 PDU session anchor with multiple PDU sessions as specified in 3GPP TS 23.502 [5] is accepted by the UE.
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6.4.1.3	UE-requested PDU session establishment procedure accepted by the network
If the connectivity with the requested DN is accepted by the network, the SMF shall create a PDU SESSION ESTABLISHMENT ACCEPT message.
The SMF shall set the authorized QoS rules IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the authorized QoS rules of the PDU session. If the received request type is "initial emergency request", the SMF shall set the authorized QoS rules IE according to the initial QoS parameters used for establishing emergency services configured in the SMF Emergency Configuration Data.
The SMF shall set the selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to:
-	either the received SSC mode or the SSC mode modified from the received SSC mode based on the subscription, the SMF configuration, or both if the request type IE is set to "initial request", and the SSC mode IE is included in the PDU SESSION ESTABLISHMENT REQUEST message;
-	otherwise, either the default SSC mode for the data network listed in the subscription or the SSC mode associated with the SMF configuration.
If the PDU session is an emergency PDU session, the SMF shall set the selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to "SSC mode 1".
The SMF shall set the selected S-NSSAI IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected S-NSSAI of the PDU session.
The SMF shall set the selected PDU session type IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected PDU session type of the PDU session.
If the PDU SESSION ESTABLISHMENT REQUEST message includes a PDU session type IE set to "IP", the SMF shall select either "IPv4" or "IPv6" as the selected PDU session type IE of the PDU session. If the subscription, the SMF configuration, or both, are limited to IPv4 only or IPv6 only for the requested DNN, the SMF shall include the 5GSM cause value #50 "PDU session type IPv4 only allowed", or #51 "PDU session type IPv6 only allowed", respectively, in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT ACCEPT message.
If the selected PDU session type is "IPv4", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an IPv4 address is allocated to the UE in the PDU session.
If the selected PDU session type is "IPv6", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an interface identifier for the IPv6 link local address.
The SMF shall set the selected DNN IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected DNN of the PDU session.
The SMF shall set the selected Session-AMBR IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the Session-AMBR of the PDU session.
If the selected PDU session type is "IPv4", "IPv6" or "Ethernet" and if the PDU SESSION ESTABLISHMENT REQUEST message includes a 5GUE SM capability IE with the RQoS bit set to "Reflective QoS supported", the SMF shall consider that reflective QoS is supported for QoS flows belonging to this PDU session and include the RQ timer IE set to an RQ timer value.
NOTE:	If the 5G core network determines that reflective QoS is to be used for a QoS flow, the SMF sends reflective QoS indication (RQI) to UPF to activate reflective QoS. If the QoS flow is established over 3GPP access, the SMF also includes reflective QoS Attribute (RQA) in QoS profile of the QoS flow during QoS flow establishment. 
If the DN authentication of the UE was performed and completed successfully, the SMF shall set the EAP message IE of the PDU SESSION ESTABLISHMENT ACCEPT message to an EAP-success message as specified in IETF RFC 3748 [15], provided by the DN.
The SMF shall send the PDU SESSION ESTABLISHMENT ACCEPT message.
Upon receipt of a PDU SESSION ESTABLISHMENT ACCEPT message and a PDU session ID, using the NAS transport procedure as specified in subclause 5.4.5, the UE shall stop timer T3580, shall release the allocated PTI value and shall consider that the PDU session was established.
If the UE requests the PDU session type "IP" and:
a)	the UE receives the selected PDU session type set to "IPv4" and does not receive the 5GSM cause value #50 "PDU session type IPv4 only allowed"; or
b)	 the UE receives the selected PDU session type set to "IPv6" and does not receive the 5GSM cause value #51 "PDU session type IPv6 only allowed";
the UE may subsequently request another PDU session for the other IP version using the UE-requested PDU session establishment procedure to the same DNN with a single address PDN type (IPv4 or IPv6) other than the one already activated.
If the UE requests the PDU session type "IP", receives the selected PDU session type set to "IPv4" and the 5GSM cause value #50 "PDU session type IPv4 only allowed", the UE shall not subsequently request another PDU session for "IPv6" using the UE-requested PDU session establishment procedure to the same DNN and the PDU session type "IPv6" until the PDU session is released.
If the UE requests the PDU session type "IP", receives the selected PDU session type set to "IPv6" and the 5GSM cause value #51 "PDU session type IPv6 only allowed", the UE shall not subsequently request another PDU session for "IPv4" using the UE-requested PDU session establishment procedure to the same DNN and the PDU session type "IPv4" until the PDU session is released.
* * * Next Change * * * *
8.2.5.1	Message definition
The REGISTRATION REQUEST message is sent by the UE to the network. See table 8.2.5.1.1.
Message type:	REGISTRATION REQUEST
Significance:		dual
Direction:			UE to network
Table 8.2.5.1.1: REGISTRATION REQUEST message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended Protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Registration request message identity
	Message type
9.7
	M
	V
	1

	
	5GS registration type
	5GS registration type
9.8.3.5
	M
	V
	TBD

	
	ngKSI
	NAS key set identifier
9.8.3.19
	M
	V
	1

	
	Mobile identity
	5GS mobile identity
9.8.3.3
	M
	LV
	TBD

	
	NonceUE
	Nonce
9.8.3.y4
	O
	TV
	5

	
	5GMM capability
	5GMM capability
9.8.3.1
	O
	TLV
	4-15

	
	UE security capability
	UE security capability
9.8.3.y5
	O
	TLV
	4-6

	
	Requested NSSAI
	NSSAI
9.8.3.21
	O
	TBD
	TBD

	
	Last visited registered TAI
	Tracking area identity
9.8.3.33
	O
	TV
	6

	
	S1 UE network capability
	S1 UE network capability
9.8.3.27
	O
	TV
	6-13

	
	Uplink data status
	Uplink data status
9.8.2.3
	O
	TLV
	4

	
	PDU session status
	PDU session status
9.8.23.2
	O
	TLV
	4


Editor's note:	 The content of the REGISTRATION REQUEST message when a limited set of IEs including those needed to establish security in the initial message when it has no NAS security context is FFS.
* * * Next Change * * * *
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The REGISTRATION ACCEPT message is sent by the network to the UE. See table 8.2.6.1.1.
Message type:	REGISTRATION ACCEPT
Significance:		dual
Direction:			network to UE
Table 8.2.6.1.1: REGISTRATION REQUEST message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Registration accept message identity
	Message type
9.7
	M
	V
	1

	
	5GS registration result
	Registration result
9.8.3.31
	M
	V
	TBD

	
	TAI list
	Tracking area identity list
9.8.3.34
	O
	TLV
	8-98

	
	5G-GUTI
	5GS mobile identity
9.8.3.3
	O
	TLV
	TBD

	
	Equivalent PLMNs
	PLMN list
9.8.3.25
	O
	TLV
	5-47

	
	Allowed NSSAI
	NSSAI
9.8.3.21
	O
	TLV
	TBD

	
	Rejected NSSAI
	NSSAI
9.8.3.21
	O
	TLV
	TBD

	
	Dual-registration supported
	Dual-registration supported
9.8.3.x9
	O
	TBD
	TBD

	
	5GS network feature support
	5GS network feature support
9.8.3.4
	O
	TBD
	TBD

	
	PDU session status
	PDU session status
9.8.23.2
	O
	TLV
	4

	
	PDU session reactivation result
	PDU session reactivation result
9.8.3.24
	O
	TBD
	TBD

	
	LADN information
	LADN information
9.8.3.16
	O
	TBD
	TBD



* * * Next Change * * * *
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The SERVICE REQUEST message is sent by the UE to the network in order to request the establishment of an N1 NAS signalling connection and/or to request establishment of user-plane radio resources for PDU sessions which are activated without radio resources. See table 8.2.15.1.1.
Message type:	SERVICE REQUEST
Significance:		dual
Direction:			UE to network
Table 8.2.15.1.1: SERVICE REQUEST message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Service request message identity
	Message type
9.7
	M
	V
	1

	
	ngKSI 
	NAS key set identifier
9.8.3.18
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.4
	M
	V
	1/2

	
	Sequence number
	Sequence number
9.8.3.29
	M
	V
	1

	
	Message authentication code
	Message authentication code
9.8.3.18
	M
	V
	4

	TBD
	Uplink data status
	Uplink data status
9.8.2.3
	O
	TLV
	4

	TBD
	PDU session status
	PDU session status
9.8.23.2
	O
	TLV
	4

	TBD
	Allowed PDU session status
	Allowed PDU session status
9.8.3.6
	O
	TLV
	4-34



* * * Next Change * * * *
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The SERVICE ACCEPT message is sent by the network to the UE in order to accept the service request procedure. See table 8.2.16.1.1.
Message type:	SERVICE ACCEPT
Significance:		dual
Direction:			network to UE
Table 8.2.16.1.1: SERVICE ACCEPT message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Service accept message identity
	Message type
9.7
	M
	V
	1

	TBD
	PDU session status
	PDU session status
9.8.23.2
	O
	TLV
	4

	TBD
	PDU session reactivation result
	PDU session reactivation result
9.8.3.24
	O
	TLV
	4



* * * Next Change * * * *
[bookmark: _Toc500935454][bookmark: _Toc501356143][bookmark: _Toc501367232][bookmark: _Toc501369245][bookmark: _Toc501373691][bookmark: _Toc501376492][bookmark: _Toc501377622][bookmark: _Toc501378179][bookmark: _Toc501395348][bookmark: _Toc501395905][bookmark: _Toc501442815][bookmark: _Toc501575168][bookmark: _Toc501576475][bookmark: _Toc501620100]8.2.17.1	Message definition
The SERVICE REJECT message is sent by the network to the UE in order to reject the service request procedure. See table 8.2.17.1.1.
Message type:	SERVICE REJECT
Significance:		dual
Direction:			network to UE
Table 8.2.17.1.1: SERVICE REJECT message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1/2

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Service reject message identity
	Message type
9.7
	M
	V
	1

	
	5GMM cause
	5GMM cause
9.8.3.2
	M
	V
	1

	TBD
	PDU session status
	PDU session status
9.8.23.2
	O
	TLV
	4

	TBD
	T3346 value
	GPRS timer 2
9.8.3.15
	O
	TLV
	3



* * * Next Change * * * *
[bookmark: _Toc500935610][bookmark: _Toc501356163][bookmark: _Toc501367252][bookmark: _Toc501369265][bookmark: _Toc501373711][bookmark: _Toc501376512][bookmark: _Toc501377642][bookmark: _Toc501378199][bookmark: _Toc501395368][bookmark: _Toc501395925][bookmark: _Toc501442835][bookmark: _Toc501575188][bookmark: _Toc501576495][bookmark: _Toc501620120][bookmark: _Toc469661400][bookmark: _Toc479765934][bookmark: _Toc484956831][bookmark: _Toc485044272][bookmark: _Toc485217918][bookmark: _Toc485220091][bookmark: _Toc485220446][bookmark: _Toc492387826][bookmark: _Toc492388416][bookmark: _Toc492394301][bookmark: _Toc492394890][bookmark: _Toc492455722][bookmark: _Toc492456312][bookmark: _Toc492466132][bookmark: _Toc492466722][bookmark: _Toc500935607][bookmark: _Toc501356160][bookmark: _Toc501367249][bookmark: _Toc501369262][bookmark: _Toc501373708][bookmark: _Toc501376509][bookmark: _Toc501377639][bookmark: _Toc501378196][bookmark: _Toc501395365][bookmark: _Toc501395922][bookmark: _Toc501442832][bookmark: _Toc501575185][bookmark: _Toc501576492][bookmark: _Toc501620117]8.3.1.1	Message definition
The PDU SESSION ESTABLISHMENT REQUEST message is sent by the UE to the network to initiate establishment of a PDU session. See table 8.3.1.1.1.
Message type:	PDU SESSION ESTABLISHMENT REQUEST
Significance:		dual
Direction:			UE to network
Table 8.3.1.1.1: PDU SESSION ESTABLISHMENT REQUEST message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity
9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity
9.6
	M
	V
	1

	
	PDU SESSION ESTABLISHMENT REQUEST message identity
	Message type
9.7
	M
	V
	1

	a-
	PDU session type
	PDU session type
9.8.4.5
	O
	TV
	1

	b-
	SSC mode
	SSC mode
9.8.4.9
	O
	TV
	1

	xx
	5GUE SM capability
	5GUE SM capability
9.8.4.10
	O
	TLV
	3-15

	d
	SM PDU DN request container
	SM PDU DN request container
9.8.4.8
	O
	TBD
	TBD

	7B
	Extended protocol configuration options
	Extended protocol configuration options
9.8.4.2
	O
	TLV-E
	4-65538



* * * Next Change * * * *
8.3.1.4	5GSMUE SM capability
This IE is included in the message when the UE requests to establish a new PDU session of "IP", "IPv4", "IPv6" or "Ethernet" PDU session type and the UE supports Reflective QoS.
* * * Next Change * * * *
* * * Next Change * * * *
9.8.23.2	PDU session status
The purpose of the PDU session status information element is to indicate the state of each PDU session that can be identified by a PDU session identity.
The PDU session status information element is coded as shown in figure 9.8.23.2.1 and table 9.28.3.2.1.
The PDU session status information element is a type 4 information element with minimum length of 4 octets and a maximum length of 34 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	PDU session status IEI
	octet 1

	Length of PDU session status contents
	octet 2

	PSI
(7)
	PSI
(6)
	PSI
(5)
	PSI
(4)
	PSI
(3)
	PSI
(2)
	PSI
(1)
	PSI
(0)
	octet 3

	PSI
(15)
	PSI
(14)
	PSI
(13)
	PSI
(12)
	PSI
(11)
	PSI
(10)
	PSI
(9)
	PSI
(8)
	octet 4

	0
	0
	0
	0
	0
	0
	0
	0
	octet 5*-

	spare
	34*


Figure 9.8.23.2.1: PDU session status information element
Table 9.8.23.2.1: PDU session status information element
	PSI(x) shall be coded as follows:

PSI(0) – PSI(4):
Bits 1 to 5 of octet 3 are spare and shall be coded as zero.

PSI(5) – PSI(15):
0	indicates that the 5GSM state of the corresponding PDU session is PDU SESSION INACTIVE.
1	indicates that the 5GSM state of the corresponding PDU session is not PDU SESSION INACTIVE

All bits in octet 5 to 34 are spare and shall be coded as zero, if the respective octet is included in the information element.



* * * Next Change * * * *
[bookmark: _Toc500935674][bookmark: _Toc501356279][bookmark: _Toc501367370][bookmark: _Toc501369383][bookmark: _Toc501373829][bookmark: _Toc501376630][bookmark: _Toc501377757][bookmark: _Toc501378314][bookmark: _Toc501395483][bookmark: _Toc501396040][bookmark: _Toc501442950][bookmark: _Toc501575303][bookmark: _Toc501576611][bookmark: _Toc501620236]9.8.4.10	5GUE SM capability
The purpose of the 5GUE SM capability information element is to indicate UE capability related to the PDU session management.
The 5GUE SM capability information element is coded as shown in figure 9.8.4.10.1 and table 9.8.4.10.1.
The 5GUE SM capability is a type 4 information element with a minimum length of 3 octets and a maximum length of 15 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	5GUE SM capability IEI
	octet 1

	Length of 5GUE SM capability contents
	octet 2

	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	RqoS
	
octet 3

	0
	0
	0
	0
	0
	0
	0
	0
	
octet 4* -15*

	Spare
	


Figure 9.8.4.10.1: 5GUE SM capability information element
Table 9.8.4.10.1: 5GUE SM capability information element
	5GUE SM capability value

	RqoS(octet 3, bit 1)
This bit indicates the 5GSMUE capability to support reflective QoS.


	0
	
	
	
	Reflective QoS not supported

	1
	
	
	
	Reflective QoS supported

	

	All other bits in octet 3 to 15 are spare and shall be coded as zero, if the respective octet is included in the information element.

	



* * * Next Change * * * *
9.8.3.y1	IMEISV request
The purpose of the IMEISV request information element is to indicate that the IMEISV shall be included by the UE in the security mode complete message.
The IMEISV request is a type 1 information element.
The IMEISV request information element is coded as shown in figure 9.8.3.y1.1 and table 9.8.3.y1.1.
	8
	7
	6
	5
	4
	3
	2
	1
	

	IMEISV request
IEI
	0
spare
	IMEISV request
value
	octet 1



Figure 9.8.3.y1.1: IMEISV request information element
Table 9.8.3.y1.1: IMEISV request information element
	IMEISV request value (octet 1)

	Bits

	3
	2
	1
	
	

	0
	0
	0
	
	IMEISV not requested

	0
	0
	1
	
	IMEISV requested

	

	All other values are interpreted as IMEISV not requested by this version of the protocol.

	



[bookmark: _Toc493844629]* * * Next Change * * * *
9.8.3.y3	NAS security algorithms
The purpose of the NAS security algorithms information element is to indicate the algorithms to be used for ciphering and integrity protection.
The NAS security algorithms information element is coded as shown in figure 9.8.3.y3.1 and table 9.8.3.y3.1.
The NAS security algorithms is a type 3 information element with a length of 2 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	NAS security algorithms IEI
	octet 1

	0
spare
	Type of ciphering algorithm
	0
spare
	Type of integrity protection algorithm
	octet 2



Figure 9.8.3.y3.1: NAS security algorithms information element
Table 9.8.3.y3.1: NAS security algorithms information element
	Type of integrity protection algorithm (octet 2, bit 1 to 3)

	Bits

	3
	2
	1
	
	

	0
	0
	0
	
	5GS integrity algorithm 5G-IA0 (null integrity protection algorithm)

	0
	0
	1
	
	5GS integrity algorithm 128-5G-IA1

	0
	1
	0
	
	5GS integrity algorithm 128-5G-IA2

	0
	1
	1
	
	5GS integrity algorithm 128-5G-IA3

	1
	0
	0
	
	5GS integrity algorithm 5G-IA4

	1
	0
	1
	
	5GS integrity algorithm 5G-IA5

	1
	1
	0
	
	5GS integrity algorithm 5G-IA6

	1
	1
	1
	
	5GS integrity algorithm 5G-IA7

	

	Type of ciphering algorithm (octet 2, bit 5 to 7)

	Bits

	7
	6
	5
	
	

	0
	0
	0
	
	5GS encryption algorithm 5G-EA0 (null ciphering algorithm)

	0
	0
	1
	
	5GS encryption algorithm 128-5G-EA1

	0
	1
	0
	
	5GS encryption algorithm 128-5G-EA2

	0
	1
	1
	
	5GS encryption algorithm 128-5G-EA3

	1
	0
	0
	
	5GS encryption algorithm 5G-EA4

	1
	0
	1
	
	5GS encryption algorithm 5G-EA5

	1
	1
	0
	
	5GS encryption algorithm 5G-EA6

	1
	1
	1
	
	5GS encryption algorithm 5G-EA7

	

	Bit 4 and 8 of octet 2 are spare and shall be coded as zero.

	



[bookmark: _Toc493844632]* * * Next Change * * * *
9.8.3.y4	Nonce
See subclause 9.9.3.25 in 3GPP TS 24.301 [9].
[bookmark: _Toc493844645]* * * Next Change * * * *
9.8.3.y5	UE security capability
The UE security capability information element is used by the network to indicate which security algorithms are supported by the UE in N1 mode and S1 mode. Security algorithms supported in N1 mode are supported both for NAS and for AS security.
The UE security capability information element is coded as shown in figure 9.8.3.y5.1 and table 9.8.3.y5.1.
The UE security capability is a type 4 information element with a minimum length of 4 octets and a maximum length of 6 octets.
Octets 5 and 6 are optional. If octet 5 is included, then also octet 6 shall be included.
If the UE did not indicate support of any security algorithm for S1 mode octets 5 and 6 shall not be included.
	8
	7
	6
	5
	4
	3
	2
	1
	

	UE security capability IEI
	octet 1

	Length of UE security capability contents
	octet 2

	
5G-EA0
	128-
5G-EA1
	128-
5G-EA2
	128-
5G-EA3
	
5G-EA4
	
5G-EA5
	
5G-EA6
	
5G-EA7
	
octet 3

	
5G-IA0
	128-
5G-IA1
	128-
5G-IA2
	128-
5G-IA3
	
5G-IA4
	
5G-IA5
	
5G-IA6
	
5G-IA7
	
octet 4

	
EEA0
	128-
EEA1
	128-
EEA2
	128-
EEA3
	
EEA4
	
EEA5
	
EEA6
	
EEA7
	
octet 5*

	
EIA0
	128-
EIA1
	128-
EIA2
	128-
EIA3
	
EIA4
	
EIA5
	
EIA6
	
EIA7
	
octet 6*



Figure 9.8.3.y5.1: UE security capability information element
Table 9.8.3.y5.1: UE security capability information element
	5GS encryption algorithms supported (octet 3)

	

	5GS encryption algorithm 5G-EA0 supported (octet 3, bit 8)

	0
	
	
	
	5GS encryption algorithm 5G-EA0 not supported

	1
	
	
	
	5GS encryption algorithm 5G-EA0 supported

	

	5GS encryption algorithm 128-5G-EA1 supported (octet 3, bit 7)

	0
	
	
	
	5GS encryption algorithm 128-5G-EA1 not supported

	1
	
	
	
	5GS encryption algorithm 128-5G-EA1 supported

	

	5GS encryption algorithm 128-5G-EA2 supported (octet 3, bit 6)

	0
	
	
	
	5GS encryption algorithm 128-5G-EA2 not supported

	1
	
	
	
	5GS encryption algorithm 128-5G-EA2 supported

	

	5GS encryption algorithm 128-5G-EA3 supported (octet 3, bit 5)

	0
	
	
	
	5GS encryption algorithm 128-5G-EA31 not supported

	1
	
	
	
	5GS encryption algorithm 128-5G-EA3 supported

	

	5GS encryption algorithm 5G-EA4 supported (octet 3, bit 4)

	0
	
	
	
	5GS encryption algorithm 5G-EA4 not supported

	1
	
	
	
	5GS encryption algorithm 5G-EA4 supported

	

	5GS encryption algorithm 5G-EA5 supported (octet 3, bit 3)

	0
	
	
	
	5GS encryption algorithm 5G-EA5 not supported

	1
	
	
	
	5GS encryption algorithm 5G-EA5 supported

	

	5GS encryption algorithm 5G-EA6 supported (octet 3, bit 2)

	0
	
	
	
	5GS encryption algorithm 5G-EA6 not supported

	1
	
	
	
	5GS encryption algorithm 5G-EA6 supported

	

	5GS encryption algorithm 5G-EA7 supported (octet 3, bit 1)

	0
	
	
	
	5GS encryption algorithm 5G-EA7 not supported

	1
	
	
	
	5GS encryption algorithm 5G-EA7 supported

	

	EPS integrity algorithms supported (octet 4)

	

	5GS integrity algorithm 5G-IA0 supported (octet 4, bit 8)

	0
	
	
	
	5GS integrity algorithm 5G-IA0 not supported

	1
	
	
	
	5GS integrity algorithm 5G-IA0 supported

	

	5GS integrity algorithm 128-5G-IA1 supported (octet 4, bit 7)

	0
	
	
	
	5GS integrity algorithm 128-5G-IA1 not supported

	1
	
	
	
	5GS integrity algorithm 128-5G-IA1 supported

	

	5GS integrity algorithm 128-5G-IA2 supported (octet 4, bit 6)

	0
	
	
	
	5GS integrity algorithm 128-5G-IA2 not supported

	1
	
	
	
	5GS integrity algorithm 128-5G-IA2 supported

	

	5GS integrity algorithm 128-5G-IA3 supported (octet 4, bit 5)

	0
	
	
	
	5GS integrity algorithm 128-5G-IA3 not supported

	1
	
	
	
	5GS integrity algorithm 128-5G-IA3 supported

	

	5GS integrity algorithm 5G-IA4 supported (octet 4, bit 4)

	0
	
	
	
	5GS integrity algorithm 5G-IA4 not supported

	1
	
	
	
	5GS integrity algorithm 5G-IA4 supported

	

	5GS integrity algorithm 5G-IA5 supported (octet 4, bit 3)

	0
	
	
	
	5GS integrity algorithm 5G-IA5 not supported

	1
	
	
	
	5GS integrity algorithm 5G-IA5 supported

	

	5GS integrity algorithm 5G-IA6supported (octet 4, bit 2)

	0
	
	
	
	5GS integrity algorithm 5G-IA6 not supported

	1
	
	
	
	5GS integrity algorithm 5G-IA6 supported

	

	5GS integrity algorithm 5G-IA7 supported (octet 4, bit 1)

	0
	
	
	
	5GS integrity algorithm 5G-IA7 not supported

	1
	
	
	
	5GS integrity algorithm 5G-IA7 supported

	

	EPS encryption algorithms supported (octet 5)

	

	EPS encryption algorithm EEA0 supported (octet 5, bit 8)

	0
	
	
	
	EPS encryption algorithm EEA0 not supported

	1
	
	
	
	EPS encryption algorithm EEA0 supported

	

	EPS encryption algorithm 128-EEA1 supported (octet 5, bit 7)

	0
	
	
	
	EPS encryption algorithm 128-EEA1 not supported

	1
	
	
	
	EPS encryption algorithm 128-EEA1 supported

	

	EPS encryption algorithm 128-EEA2 supported (octet 5, bit 6)

	0
	
	
	
	EPS encryption algorithm 128-EEA2 not supported

	1
	
	
	
	EPS encryption algorithm 128-EEA2 supported

	

	EPS encryption algorithm 128-EEA3 supported (octet 5, bit 5)

	0
	
	
	
	EPS encryption algorithm 128-EEA3 not supported

	1
	
	
	
	EPS encryption algorithm 128-EEA3 supported

	

	EPS encryption algorithm EEA4 supported (octet 5, bit 4)

	0
	
	
	
	EPS encryption algorithm EEA4 not supported

	1
	
	
	
	EPS encryption algorithm EEA4 supported

	

	EPS encryption algorithm EEA5 supported (octet 5, bit 3)

	0
	
	
	
	EPS encryption algorithm EEA5 not supported

	1
	
	
	
	EPS encryption algorithm EEA5 supported

	

	EPS encryption algorithm EEA6 supported (octet 5, bit 2)

	0
	
	
	
	EPS encryption algorithm EEA6 not supported

	1
	
	
	
	EPS encryption algorithm EEA6 supported

	

	EPS encryption algorithm EEA7 supported (octet 5, bit 1)

	0
	
	
	
	EPS encryption algorithm EEA7 not supported

	1
	
	
	
	EPS encryption algorithm EEA7 supported

	

	EPS integrity algorithms supported (octet 6)

	

	EPS integrity algorithm EIA0 supported (octet 6, bit 8)

	0
	
	
	
	EPS integrity algorithm EIA0 not supported

	1
	
	
	
	EPS integrity algorithm EIA0 supported

	

	EPS integrity algorithm 128-EIA1 supported (octet 6, bit 7)

	0
	
	
	
	EPS integrity algorithm 128-EIA1 not supported

	1
	
	
	
	EPS integrity algorithm 128-EIA1 supported

	

	EPS integrity algorithm 128-EIA2 supported (octet 6, bit 6)

	0
	
	
	
	EPS integrity algorithm 128-EIA2 not supported

	1
	
	
	
	EPS integrity algorithm 128-EIA2 supported

	

	EPS integrity algorithm 128-EIA3 supported (octet 6, bit 5)

	0
	
	
	
	EPS integrity algorithm 128-EIA3 not supported

	1
	
	
	
	EPS integrity algorithm 128-EIA3 supported

	

	EPS integrity algorithm EIA4 supported (octet 6, bit 4)

	0
	
	
	
	EPS integrity algorithm EIA4 not supported

	1
	
	
	
	EPS integrity algorithm EIA4 supported

	

	EPS integrity algorithm EIA5 supported (octet 6, bit 3)

	0
	
	
	
	EPS integrity algorithm EIA5 not supported

	1
	
	
	
	EPS integrity algorithm EIA5 supported

	

	EPS integrity algorithm EIA6 supported (octet 6, bit 2)

	0
	
	
	
	EPS integrity algorithm EIA6 not supported

	1
	
	
	
	EPS integrity algorithm EIA6 supported

	

	EPS integrity algorithm EIA7 supported (octet 6, bit 1)

	0
	
	
	
	EPS integrity algorithm EIA7 not supported

	1
	
	
	
	EPS integrity algorithm EIA7 supported

	



[bookmark: _Toc493844659]* * * Next Change * * * *
9.8.3.y6	HashAMF
The purpose of the HashAMF information element is to transfer a 64-bit hash value to the UE so the UE can check the AMF calculated value against the value locally calculated by the UE to determine whether the REGISTRATION REQUEST message sent by the UE has been modified.
The HashAMF information element is coded as shown in figure 9.8.3.y6.1 and table 9.8.3.y6.1.
The HashAMF is a type 3 information element with a length of 9 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	HashAMF IEI
	octet 1

	
HashAMF value

	octet 2

octet 9


Figure 9.8.3.y6.1: HashAMF information element
Table 9.8.3.y6.1: HashAMF information element
	HashAMF value (octet 2 to 9)

	

	This field contains the binary representation of the HashAMF. Bit 8 of octet 2 represents the most significant bit of the HashAMF and bit 1 of octet 9 the least significant bit.



[bookmark: _Toc493844660]* * * Next Change * * * *
9.8.3.y7	NAS message container
The purpose of the NAS message container IE is to encapsulate a NAS message without NAS security header.
The NAS message container information element is coded as shown in figure 9.8.3.y7.1 and table 9.8.3.y7.1.
The NAS message container is a type 6 information element.
	8
	7
	6
	5
	4
	3
	2
	1
	

	NAS message container IEI
	octet 1

	Length of NAS message container contents
	octet 2

	
	octet 3

	
	octet 4

	NAS message container contents
	

	
	octet n



Figure 9.8.3.y7.1: NAS message container information element
Table 9.8.3.y7.1: NAS message container information element
	NAS message container contents (octet 4 to octet n); Max value of 65535 octets

	

	This IE can contain a REGISTRATION REQUEST message as defined in subclause 5.5.1, or a SERVICE REQUEST message as defined in subclause 5.6.1.



[bookmark: _Toc170121278][bookmark: _Toc183951722][bookmark: _Toc190445965][bookmark: _Toc190665746][bookmark: _Toc501356282][bookmark: _Toc501367375][bookmark: _Toc501369388][bookmark: _Toc501373834][bookmark: _Toc501376635][bookmark: _Toc501377762][bookmark: _Toc501378319][bookmark: _Toc501395488][bookmark: _Toc501396045][bookmark: _Toc501442955][bookmark: _Toc501575308][bookmark: _Toc501576616][bookmark: _Toc501620241]* * * Next Change * * * *
10.2	Timers of 5GS mobility management
Timers of 5GS mobility management are shown in table 10.2.1 and table 10.2.2
Table 10.2.1: Timers of 5GS mobility management – UE side
	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	T3510
	TBD
	TBD
	Transmission of REGISTRATION REQUEST message
	REGISTRATION ACCEPT message received or REGISTRATION REJECT message received
	Retransmission of REGISTRATION REQUEST message

	T3502
	TBD
	TBD
	At registration failure and the attempt counter is equal to 5
	Transmission of REGISTRATION REQUEST message
	Initiation of the registration procedure, if still required

	T3511
	TBD
	TBD
	At registration failure due to lower layer failure, T3510 timeout or registration  rejected with other 5GMM cause values than those treated in subclause 5.5.1.2.5 for initial registration or subclause 5.5.1.3.5 for mobility and periodic registration
	Transmission of REGISTRATION REQUEST message
	Retransmission of the REGISTRATION REQUEST, if still required

	T3512
	TBD
	TBD
	In 5MM-REGISTERED, when 5MM-CONNECTED mode is left
	When entering state 5MM-DEREGISTERED or when entering 5MM-CONNECTED mode
	Initiation of the periodic registration procedure

	T3517
	TBD
	TBD
	Transmission of SERVICE REQUEST message
	SERVICE ACCEPT message received, or
SERVICE REJECT message received
	Abort the procedure

	T3521
	TBD
	TBD
	Transmission of DEREGISTRATION REQUEST message when de-registration procedure is not due to a "switch off"
	DEREGISTRATION ACCEPT message received
	Retransmission of DEREGISTRATION REQUEST message

	T3540
	TBD
	TBD
	REGISTRATION REJECT, DEREGISTRATION REQUEST, with any of the 5GMM cause #8, #11, #12 or #13
SERVICE REJECT received with any of the 5GMM cause #8, #11, #12 or #13
	N1 NAS signalling connection released
Bearers have been set up
	Release the NAS signalling connection for the cases a) and b) as described in subclause 5.3.1.2

	
	
	TBD
	REGISTRATION REJECT, SERVICE REJECT with the 5GMM cause #10
	N1 NAS signalling connection released

	Release the NAS signalling connection for the cases c) as described in subclause 5.3.1.2 and initiation of the registration procedure as specified in subclause 5.5.1.2.2 or 5.5.1.3.2


Table 10.2.2: Timers of 5GS mobility management – AMF side
	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	T3550
	TBD
	TBD
	Transmission of REGISTRATION ACCEPT message at initial registration.
Transmission of REGISTRATION ACCEPT message with 5G-GUTI at mobility or periodic registration
	REGISTRATION COMPLETE message received
	Retransmission of REGISTRATION ACCEPT message

	T3560
	TBD
	5GMM-COMMON-PROCEDURE-INITIATED
	AUTHENTICATION REQUEST message sent
SECURITY MODE COMMAND message sent
	AUTHENTICATION RESPONSE message received
AUTHENTICATION FAILURE message received
SECURITY MODE COMPLETE received
SECURITY MODE REJECT received
	Retransmission of AUTHENTICATION REQUEST message or SECURITY MODE COMMAND

	T3570
	TBD
	TBD
	Transmission of IDENTITY REQUEST message
	IDENTITY RESPONSE message received
	Retransmission of IDENTITY REQUEST message

	T3513
	TBD
	TBD
	Paging procedure initiated
	Paging procedure completed as specified in subclause 5.6.2.2.1
	Network dependent

	T3522
	TBD
	TBD
	Transmission of DEREGISTRATION REQUEST message
	DEREGISTRATION ACCEPT message received
	Retransmission of DEREGISTRATION REQUEST message

	T3555
	TBD
	TBD
	Transmission of CONFIGURATION UPDATE COMMAND message with Acknowledgement requested flag IE
	CONFIGURATION UPDATE COMPLETE message received
	Retransmission of CONFIGURATION UPDATE COMMAND message

	T3565
	TBD
	TBD
	Transmission of NOTIFICATION message
	SERVICE REQUEST message received
	Trigger of service request procedure

	Implicit de-registration timer
	NOTE 1 
	All except 5GMM-DEREGISTERED
	Entering 5GMM-IDLE mode
	N1 NAS signalling connection established
	Network dependent, but typically paging is halted on 1st expiry if the UE is not registered for emergency bearer services.

Implicitly detach the UE which is registered for emergency bearer services.

Start implicit detach timer

	Implicit detach timer
	NOTE 2
	All except 5GMM-DEREGISTERED
	The implicit de-registration timer expires while the network is in 5GMM-IDLE mode 
	N1 NAS signalling connection established
	Implicitly detach the UE on 1st expiry

	NOTE 1:	The default value of this timer is 4 minutes greater than T3512. If the UE is attached for emergency bearer services, the value of this timer is set equal to T3512.
NOTE 2:	The value of this timer is network dependent. If MICO is activated, the default value of this timer is 4 minutes greater than Te.
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1

. Introduction

 

The 

latest version of TS 24.501 is V

0.2.2

.

 

2. 

Reason for Change

 

It has been identified a number of editorials

 

in the latest version of the TS

 

and some minor implementation errors 

which 

need to be fixed.

 

4

. 

Proposal

 

It is proposed to 

agree

 

th

e following changes to 3GPP TS 

 

24.501V0.2.2

.

 

 

 

* * * First Change * * * *

 

5

.

4

.

4.1

 

General

 

The purpose of this procedure is to allow the AMF to update UE configuration

 

by

 

providing new parameter information 

with the command or request

ing

 

the UE to perform a 

mobility and periodic registration update

 

procedure

 

 

wit

h the 

network to update 

parameters

.

 

The procedure may be initiated 

by the 

network and can only be used when the UE 

has

 

an established 

5G

MM context

, 

and 

the UE 

is in 5GMM

-

CONNECTED mode. 

The AMF may require a confirmation response in order to ensure that 

the parameter has been updated by the UE.

 

The following parameters are supported by the g

eneric UE configuration update procedure

 

without the need for 

triggering 

the 

UE to perform the 

mobility and periodic registration update

 

procedure

:

 

a)

 

5G

-

GUTI;

 

b)

 

TA

I

 

list;

 

c)

 

Service area list;

 

d)

 

Allowed 

NSSAI;

 

e)

 

Network 

i

dentity and Time 

z

one information (

Full name for network, Short name for network, Local time zone, 

Universal time and local time zone, Network daylight saving time

); and

 

f

)

 

LADN information

;

 

Editor's note:

 

It is FFS which configuration p

arameters are updated by this procedure (e.g. policy information).

 

Ed

itor's note:

 

It is FFS whether the case when configuration provided by a different NF than the AMF is covered by 

this or a different NAS procedure (e.g. UE 

r

oute 

s

election 

p

olicies (URSP)

 

provided by PCF).

 

The following parameters require triggering 

the UE to perform the 

mobility and periodic registration update

 

procedure

procedure:

 

