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1. Introduction

There was consensus to provide a local emergency number list including the local emergency numbers with either associated sos-URNs or corresponding emergency service categories. This list is provided by the network operator and is sent to the UE during successful attach procedure. The main goal of this solution proposal is to enable the UE to use a sos-URN for initiating a PS emergency call and this enables the operator of this network to fulfil the emergency requirement in accordance to national regulation (i.e. identification of the user requested emergency service; and routing of the emergency session to the responsible PSAP).

2. Reason for Change and Conclusion

During the discussions in 3GPP CT1, there is no support for the alternative solution based on UE implementation. Therefore the list of local emergency numbers together with optional emergency service categories or with associated sos-URNs has to be provided by the network operator to the UE via NAS signalling during registration to the network.
To deliver emergency numbers with associated sos-URNs in the REGISTRATION ACCEPT message, a new extended emergency number list IE has to be defined.
Example – usage of sos-URN:
1) Network provide to the UE the following extended emergency number IE: Emergency number=”180” and sub-service label=”gas” - It’s proposed to provision only the sub-service type for the associated URN with top level service type of "sos". A user requests the “gas” emergency service by dialling “180”. Therefore the UE can use the URN “urn:service:sos.gas” for the PS emergency session. 

3. Proposal

It is proposed to agree the following changes to 3GPP TR 24.501 V0.2.2.

* * * 1st Change * * *
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* * * 2nd Change * * *

5.3.x
Handling of the Extended Local Emergency Number List
The following mechanism of handling of local emergency numbers applies when the UE accesses the 5GCN via 3GPP access and non-3GPP access.
Editor’s note:
The handling of the case where the UE registers to different PLMNs via 3GPP access and non-3GPP access simultaneously and receive the emergency number list from different PLMNs is FFS.
At successful completion of the registration procedure the operator of this network may provide a list of local emergency numbers which may include to each local emergency number either an emergency service category or a sub-service label of an associated sos-URN. The emergency number list can be downloaded by the network to the UE at successful completion of the registration procedure.

NOTE 1:
The sos-URN used by the UE to setup the emergency session is either the associated sos-URN (i.e. an URN with top level service type of "sos" as specified in IETF RFC 5031 [aa]) or the sos-URN mapped to the emergency service category (as defined in 3GPP TS 24.229 [8]) if these additional information are provided.
NOTE 2:
Only either an Emergency Service Category value or a top-level “sos” of an associated sos-URN (i.e. an URN with top level service type of "sos" as specified in IETF RFC 5031 [aa]) can be provided to an emergency number.

The UE shall store and use the local emergency number list received from the network in addition to the emergency numbers stored on the UICC or user equipment to detect if the user dialled number is an emergency number and use the corresponding sos-URN to initiate an UE detected emergency session. The UE shall use emergency number list received from the network after successful registration.
NOTE 3:
The option to provide an emergency list to an UE and the related content of this emergency list is optional and in responsibility of the network operator where the UE is registered. This enables the network operator to identify an emergency service and route the emergency session to the responsible PSAP in accordance to national regulation.
The network may send a list of local emergency numbers in the REGISTRATION ACCEPT message (see subclause 8.2.6.1).
The local emergency numbers received from the network are valid only in networks in the same MCC as where the UE received them.

* * * 3rd Change * * *

8.2.6.1
Message definition
The REGISTRATION ACCEPT message is sent by the network to the UE. See table 8.2.6.1.1.

Message type:
REGISTRATION ACCEPT
Significance:

dual

Direction:


network to UE

Table 8.2.6.1.1: REGISTRATION REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Registration accept message identity
	Message type

9.7
	M
	V
	1

	
	5GS registration result
	Registration result

9.8.3.31
	M
	V
	TBD

	
	TAI list
	Tracking area identity list

9.8.3.34
	O
	TLV
	8-98

	
	5G-GUTI
	5GS mobile identity

9.8.3.3
	O
	TLV
	TBD

	
	Equivalent PLMNs
	PLMN list

9.8.3.25
	O
	TLV
	5-47

	
	Allowed NSSAI
	NSSAI

9.8.3.21
	O
	TLV
	TBD

	
	Rejected NSSAI
	NSSAI

9.8.3.21
	O
	TLV
	TBD

	
	Dual-registration supported
	Dual-registration supported

9.8.3.x9
	O
	TBD
	TBD

	
	5GS network feature support
	5GS network feature support

9.8.3.4
	O
	TBD
	TBD

	
	PDU session status
	PDU session status
9.8.3.2
	O
	TLV
	4

	
	PDU session reactivation result
	PDU session reactivation result
9.8.3.24
	O
	TBD
	TBD

	
	LADN information
	LADN information

9.8.3.16
	O
	TBD
	TBD

	
	Extended emergency number list
	Extended emergency number list
9.8.3.y
	O
	TLV
	5-TBD


* * * 4th Change * * *

8.2.6.y
Extended Emergency Number list
This IE may be sent by the network. If this IE is sent, the contents of this IE indicates a list of emergency numbers together with sub-service labels of the associated sos-URNs (i.e. an URN with top level service type of "sos" as specified in IETF RFC 5031 [aa]). The information in this IE are used to initate an emergency session within the same MCC as in the cell on which this IE is received.
NOTE:
Only either an Emergency Service Category Value or the sub-service label of the associated URN with top-level “sos” (as defined in IETF RFC 3968 [bb]) can be provided to an emergency number.
* * * 5th Change * * *

9.8.3.y
Extended Emergency Number List IE
The purpose of this information element is to encode emergency number(s) together with an otional emergency service category or an associated sos-URN (i.e. an URN with top level service type of "sos" as specified in IETF RFC 5031 [aa]) assigned to a local emergency number.
The Extended Emergency Number List information element is coded as shown in figure 9.8.3.y.1.
The Extended Emergency Number List IE is a type 4 information element with a minimum length of 5 octets and a maximum length of 255 octets.
Editor's note:
It’s for FSS, if the upper length limit of 255 octets is possible.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Extended Emergency Number List IE
	octet 1

	Length of Emergency Number List IE contents
	octet 2

	Length of 1st Emergency Number information (Note 1)
	octet 3

	Spare
	Emergency Service Category Value
	octet 4

	0
	0
	0
	
	

	Number digit 2
	Number digit 1
	octet 5

	
	
	(Note 2)

	Number digit 4
	Number digit 3
	octet 6*

	
	
	

	:
	:
	:

	
	
	

	(Note 3)
	
	octet j-1*

	
	
	

	Length of 1st sos-URN information (Note 3)
	Octet j

	SOS-URN

(Note 4)


	octet j+1

octet k-1

	Length of 2nd Emergency Number information (Note 1)
	octet k*

	Spare
	Emergency Service Category Value
	octet k+1

	0
	0
	0
	
	

	Number digit 2
	Number digit 1
	octet k+2*

	
	
	(Note 2)

	Number digit 4
	Number digit 3
	octet k+3*

	
	
	

	:
	:
	:

	
	
	

	(Note 3)
	:
	octet l-1*

	
	
	

	Length of 2nd sos-URN information (Note 3)
	Octet l

	SOS-URN

(Note 4)


	octet l+1

octet m-1

	Length of 3rd Emergency Number information (Note 1)
	octet m*

	Spare
	Emergency Service Category Value
	octet m+1

	0
	0
	0
	
	

	Number digit 2
	Number digit 1
	octet m+2*

	
	
	(Note 2)

	Number digit 4
	Number digit 3
	octet m+3*

	
	
	

	:
	:
	:

	
	
	

	(Note 3)
	:
	octet n-1*

	
	
	

	Length of 3rd sos-URN information (Note 3)
	octet n

	SOS-URN

(Note 4)


	octet n+1

octet o


NOTE 1:
The length contains the number of octets used to encode the Emergency Service Category Value and the Number digits.

NOTE 2:
The number digit(s) in octet 5 precedes the digit(s) in octet 6 etc. The number digit, which would be entered first, is located in octet 5, bits 1 to 4. The contents of the number digits are coded as shown in table 10.5.118/3GPP TS 24.008 [7].

NOTE 3:
The length contains the number of octets used to encode the associated sos-URN.
NOTE 4:
The sub-service label (e.g. gas) of the associated URN with top-level “sos” is coded as defined in IETF RFC 3968 [bb].
NOTE 5:
Only either an Emergency Service Category Value or the sub-service label of the associated URN with top-level “sos” (as defined in IETF RFC 3968 [bb]) can be provided to an emergency number.
Figure 9.8.3.y.1 Extended Emergency Number List IE
Table 9.8.3.y.1/3GPP TS 24.501: Emergency Number List information element
	Emergency Service Category Value (octet 4, k+1, m+1, etc.; bit 1 to 5)

	Bits 1 to 5 are coded as bits 1 to 5 of octet 3 of the Service Category information element as specified in subclause 10.5.4.33/3GPP TS 24.008 [7].

	


