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1. Introduction
In C1-174613, CT1 agreed on the definitions of the following terms: 5GMM-IDLE mode, 5GMM-CONNECTED mode, 5GMM-IDLE mode over 3GPP access, 5GMM-CONNECTED mode over 3GPP access, 5GMM-IDLE mode over non-3GPP access, 5GMM-CONNECTED mode over non-3GPP access. 
2. Reason for change
According to the agreed defintions of 5GMM-CONNECTED mode, 5GMM-CONNECTED mode over 3GPP access and 5GMM-CONNECTED mode over non-3GPP access, these states reflect the fact that N1 NAS signaling connection exist. In TR 24.890 these states are used interchangeably with the term “N1 NAS signaling connection exist”. It is better to use one term consistently, to avoid confusion.

According to the agreed defintions of 5GMM-IDLE mode, 5GMM-IDLE mode over 3GPP access and 5GMM-IDLE mode over non-3GPP access, these states reflect the fact that N1 NAS signaling connection does not exist. In TR 24.890 these states are used interchangeably with the term “N1 NAS signaling connection dos not exist”. It is better to use one term consistently, to avoid confusion.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 v1.1.1.
* * * First Change * * * *

8.1.3
Types of 5GMM procedures

Depending on how they can be initiated, three types of 5GMM procedures can be distinguished:

1)
5GMM common procedures

5GMM common procedure can always be initiated when the UE is in 5GMM-CONNECTED mode. The procedures belonging to this type are:


Initiated by the network:

-
(alternative 1) network-initiated SM message transport.
-
(alternative 1) network-initiated non-SM message transport.

-
(alternative 2) network-initiated NAS transport.
-
primary authentication and key agreement procedure
-
generic UE configuration update
-
identification


Initiated by the UE:

-
(alternative 1) UE-initiated SM message transport.
-
(alternative 1) UE-initiated non-SM message transport.

-
(alternative 2) UE-initiated NAS transport.
Editor's note:
Alternative 1 is to define network/UE-initiated SM/non-SM message transport procedures (see subclause 8.4.2.2.1.1) and alternative 2 is to define network/UE-initiated NAS transport procedures (see subclause 8.4.2.2.3.2). CT1 will choose a single alternative.
2)
5GMM specific procedures:


At any time only one UE initiated 5GMM specific procedure can be running for each of the access network(s) that the UE is camping in. The procedures belonging to this type are:


Initiated by the UE and used e.g. to register to the network for 5GS services and establish a 5GMM context, to update the location/parameter(s) of the UE:

-
registration.


Initiated by the UE or the network and used to deregister from the network for 5GS services and to release a 5GMM context:

-
de-registration.

3)
5GMM connection management procedures:


Initiated by the UE and used to establish a secure connection to the network or to request the resource reservation for sending data, or both:

-
service request.


The service request procedure can only be initiated if no UE initiated 5GMM specific procedure is ongoing for each of the access network(s) that the UE is camping in.


Initiated by the network and used to request the establishment of an N1 NAS signalling connection or to prompt the UE to perform re-registration if necessary as a result of a network failure; not applicable for the non-3GPP access network:

-
paging.

Initiated by the network and used to request re-activation the PDU session(s) associated with non-3GPP access over 3GPP access when the UE is in 5GMM-CONNECTED mode over 3GPP access and in 5GMM-IDLE mode over non-3GPP access:
-
notification.
NOTE:
The network can page the UE over 3GPP access for the re-activation of the PDU session(s) associated with non-3GPP access over 3GPP access.

* * * Next Change * * * *

8.5.1.1.3.2
Authentication initiation by the network

The network may initiate an authentication procedure for a UE in 5GMM-CONNECTED mode at any time. For restrictions applicable after handover or inter-system handover to N1 mode see subclause 8.5.1.1.2.3.

The network initiates the authentication procedure by sending an AUTHENTICATION REQUEST message to the UE and starting the timer T3560 (see example in figure 8.5.2.1.3.2.1). The AUTHENTICATION REQUEST message contains the parameters necessary to calculate the authentication response (see 3GPP TS 33.501 [19]).
If an ngKSI is contained in an initial NAS message during a 5GMM procedure, the network shall include a different ngKSI value in the AUTHENTICATION REQUEST message when it initiates an authentication procedure.
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Figure 8.5.1.1.3.2.1: Authentication procedure

* * * Next Change * * * *

8.5.3.2.2.1
General
The network shall initiate the paging procedure for 5GS services when NAS signalling messages or user data is pending to be sent to the UE in 5GMM-IDLE mode (see example in figure 8.5.3.2.2.1).
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Figure 8.5.3.2.2.1.1: Paging procedure

To initiate the procedure the 5GMM entity in the AMF requests the lower layer to start paging and shall start timer Ty. Upon reception of a paging indication, the UE shall initiate a service request procedure to respond to the paging (see 3GPP TS 23.502 [10]).
Editor's note:
It is FFS how the paging procedure is performed depending on different UE Identity of the paging message.

If downlink signalling or user data is pending to be sent over non-3GPP access, the 5GMM entity in the AMF shall indicate the lower layer that the paging is due to signalling or user data associated to non-3GPP access.

The network shall stop timer Ty for the paging procedure when an integrity-protected response is received from the UE and successfully integrity checked by the network. If the response received is not integrity protected, or the integrity check is unsuccessful, timer Ty for the paging procedure shall be kept running.

Upon expiry of timer Ty, the network may reinitiate paging.

Editor's note:
Timers are FFS.
* * * Next Change * * * *

10.1
General

In this release, the 5GS supports untrusted non-3GPP accesses and does not support trusted non-3GPP accesses (see 3GPP TS 23.501 [9]).
Access to the 5GCN via non-3GPP access networks shall be supported by the non-3GPP interworking function (N3IWF). Between the UE and the N3IWF, an IPsec SA shall be established. During the IPsec SA establishment, the UE shall be authenticated by and registered to the 5G core network. The N3IWF interfaces to 5G core network via N2 and N3 reference points.
Editor's note:
How to transmit a registration request message is FFS.

If the UE is authenticated by the 5G core network, secure NAS message exchange between the UE and the 5G core network shall be supported using the N1 reference point over the N3IWF.

When a UE is in 5GMM-CONNECTED mode over 3GPP access and in 5GMM-CONNECTED mode over non-3GPP access, two N1 NAS signalling connections shall exist for the UE.
A UE simultaneously registered to a single PLMN over 3GPP and non-3GPP access networks, shall be served by a single AMF. In this case, when a UE is in 5GMM-CONNECTED mode over 3GPP access and in 5GMM-CONNECTED mode over non-3GPP access, two N1 NAS signalling connections shall exist for the AMF. Otherwise a UE registered to two different PLMNs over 3GPP and non-3GPP access networks, shall be served by two AMFs in two different PLMNs. In this case, when a UE is in 5GMM-CONNECTED mode over 3GPP access and in 5GMM-CONNECTED mode over non-3GPP access, single N1 NAS signalling connections shall exist for each of the AMFs.

During the IPsec SA establishment between the UE and the N3IWF, the N3IWF retrieves the NAI of the UE and the NAI is used to identify the UE in the 5G core network.
* * * Next Change * * * *

12.2.2.1
General

When the UE wants to access the 5GS for services, the UE must first perform access control checks to determine if UE is allowed such access. Such access control checks shall be perfomed for the following cases:-

-
UE is in 5GMM-IDLE mode over 3GPP access;

-
UE is in 5GMM-CONNECTED mode over 3GPP access or 5GMM-CONNECTED mode with RRC inactive indication and one of the following events occur:
a)
UE is requested by upper layers to establish a new PDU session;

b)
UE need to perform service request procedure to modify an existing PDU session;

c)
Service request procedure for user plane re-establishment for an existing PDU session; or

d)
new MMTEL voice or MMTEL video session or SMS over NAS or SMSoIP.

Editor's note:
The avoidance of double barring for the above events is FFS.

Editor's note:
Whether other events need to be considered in 5GMM_CONNECTED mode or 5GMM_CONNECTED mode with RRC inactive indication, is FFS.

When NAS detects the above cases or events, the NAS needs to perform the mapping of the kind of request to an access category and perform access barring checks for that request and category.

Note:
NAS is aware of the above events through indications provided by upper layers or when determing the need to start 5GMM procdures through normal NAS behaviour, or both.

To determine the access categories for a request, the NAS checks through a number of sets of access categories, namely:

-
a set of standardized access categories specified in 3GPP technical specifications; 

-
a set of operator-specific access categories.

Each of these sets of categories will be used to identify the access category to be associated with the access attempt to be used when certain criteria are met. These criteria can be, for example, the characteristic of the UE, the reason for access or types of requested services, or profile of desired resources, etc.

The set of standardized access categories is defined in 3GPP TS 22.261 [3]. The operator-specific set of access categories is where Operators can set the access categories to be used for matching profiles of services or criteria.

Editor's note:
It is FFS how this operator-specific set of access categories will be provided to the UE and managed. For instance, is OMA DM protocol to be the chosen way to manage this configurable set of access categories or by some other means, is FFS.

For the purpose of determining the applicable access categories for the set of standardized access categories, the NAS shall follow the requirements set out in subclause 12.2.2.2 and the rules and actions defined in table 12.2.2.2.1.

Editor's note:
The contents and use of the operator-specific set of access categories are FFS. This FFS includes e.g. basis and reasons to which the operator-specific set of access categories is or is not considered when it is available; the actual rules and actions associated with the operator-specific set of access categories; order of checking or interaction between the different sets of access categories.

* * * No further changes * * * *
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