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1. Introduction
In recent SA2#123 meeting, S2-177794 on 5G Registration via Untrusted Non-3GPP Access using EAP was agreed. It is specified that  the first IPsec child SA is referred to as "signalling IPsec SA":

11.
The IPsec SA is established between the UE and N3IWF by using the common N3IWF that was created in the UE and was received by N3IWF in step 9a. This IPsec SA is referred to as the "signalling IPsec SA". After the establishment of the signaling IPsec SA all NAS messages between the UE and N3IWF are exchanged via this SA. The signalling IPsec SA shall be configured to operate in transport mode. The SPI value is used to determine if an IPsec packet carries a NAS message or not.

It is proposed to separate signalling IPsec SA creation and subsequent child IPsec SA creation into different sections and to refer to subsequent child IPsec SA for PDU session establishment as "PDU Session IPsec SA" creation.
2. Reason for Change

Separate signalling IPsec SA creation and subsequent child IPsec SA creation into different sections and to refer to subsequent child IPsec SA for PDU session establishment as "PDU Session IPsec SA" creation

3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.502.

* * * First Change * * * *

7.5
IPsec SA creation procedure 

This sub-clause will describe IPSec child SA creation procedure via untrusted non-3GPP access.

7.5.1
Signalling IPsec SA creation procedure 
Editor's note:
This subclause specifies signalling IPSEC SA creation procedure for UE registration via untrusted non-3GPP access.
7.5.1.1
General

7.5.1.2
UE procedure
7.5.1.3
N3IWF procedure
7.5.1.4
Abnormal cases in the UE
7.5.1.5
Abnormal cases in the N3IWF
7.5.2
PDU session IPsec SA creation procedure
Editor's note:
This subclause specifies additional IPSEC SA creation procedure for PDU session setup via untrusted non-3GPP access.
7.5.2.1
General

7.5.2.2
UE procedure
7.5.2.3
N3IWF procedure
7.5.2.4
Abnormal cases in the UE
7.5.2.5
Abnormal cases in the N3IWF
7.6
IPsec SA modification procedure

This sub-clause will describe IPSec child SA modification procedure via untrusted non-3GPP access.

7.5.1
UE initiated IPsec SA modification 
7.5.2
Network initiated IPsec SA modification 

7.7
IPsec SA deletion procedure

This sub-clause will describe IPSec child SA deletion procedure via untrusted non-3GPP access.

7.7.1
UE initiated IPsec SA deletion
7.7.2
Network initiated IPsec SA deletion
