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1. Introduction
Some of the stage 2 requirements on the relocation of SSC mode 3 PSA with multiple PDU sessions procedure are not introduced in stage 3.
2. Reason for Change
Stage 2 requirements are copied below.
Color codes:

Action upon the PDU session release time expiry
Inclusion of two PDU sessions IDs in the UL NAS TRANSPORT message
4.3.5.2
Relocation of SSC mode 3 PDU Session anchor with multiple PDU Sessions
…
1.
The SMF determines that the serving UPF or the SMF needs to be relocated.
2.
The SMF  invokes the Namf_Communication_N1N2MessageTransfer (PDU Session ID, SMF Reallocation requested indication, N1 SM container (PDU Session Modification Command (Cause, PDU Session release timer))) where PDU Session ID indicates the existing PDU Session to be relocated and Cause indicates that a PDU Session re-establishment to the same DN is required. 

The SMF Reallocation requested indication indicates whether the SMF is requested to be reallocated.

The release timer value indicates how long the network is willing to maintain the PDU Session.
3.
The AMF forwards the NAS message to the UE.

4.
If the UE receives PDU Session Modification Command, the UE may decide to initiate the PDU Session establishment procedure described in clause 4.3.2.2, to the same DN with the following differences:

In Step 1 of clause 4.3.2.2.1, according to the SSC mode, UE generates a new PDU Session ID and initiates the PDU Session Establishment Request using the new PDU Session ID. The new PDU Session ID is included as PDU Session ID in the NAS request message, and the Old PDU Session ID which indicates the existing PDU Session to be released is also provided to AMF in the NAS request message.


In Step 2 of clause 4.3.2.2.1, if SMF reallocation was requested in Step 2 of this clause, the AMF selects a different SMF. Otherwise, the AMF sends the N11 message to to the same SMF serving the Old PDU Session ID.


In Step 3 of clause 4.3.2.2.1, the AMF include both PDU Session ID and Old PDU Session ID in Nsmf_PDUSession_CreateSMContext Request. The SMF detects that the PDU Session establishment request is related to the trigger in step 2 based on the presence of an Old PDU Session ID in the Nsmf_PDUSession_CreateSMContext Request. The SMF stores the new PDU Session ID and selects a new PDU Session anchor (i.e. UPF2) for the new PDU Session.

Editor's note:
The referenced step numbers in clause 4.3.2.2 may need to be further aligned according to the updates in clause 4.3.2.2.
5.
The old PDU Session is released as described in clause 4.3.4 either by the UE before the timer provided in step 1 expires (e.g., once the UE has consolidated all traffic on PDU#2 or if the session is no more needed) or by the SMF upon expiry of this timer.

4.3.2.2.1
Non-roaming and Roaming with Local Breakout

…
1.
From UE to AMF: NAS Message (S-NSSAI, DNN, PDU Session ID, Request type, Old PDU Session ID, N1 SM container (PDU Session Establishment Request)).


In order to establish a new PDU Session, the UE generates a new PDU Session ID.


When Emergency service is required and an Emergency PDU Session is not already established, a UE shall initiate the UE Requested PDU Session establishment procedure with a Request Type indicating "Emergency Request".

The UE initiates the UE Requested PDU Session establishment procedure by the transmission of a NAS message containing a PDU Session Establishment Request within the N1 SM container. The PDU Session Establishment Request may include a PDU Type, SSC mode, Protocol Configuration Options.


The Request Type indicates "Initial request" if the PDU Session Establishment is a request to establish a new PDU Session and indicates "Existing PDU Session" if the request refers to an existing PDU Session between 3GPP access and non-3GPP access or to an existing PDN connection in EPC. 


The Request Type indicates "Emergency Request" if the PDU Session Establishment is a request to establish a PDU Session for Emergency services. The Request Type indicates "Existing Emergency PDU Session" if the request refers to an existing PDU Session for Emergency services between 3GPP access and non-3GPP access.

The NAS message sent by the UE is encapsulated by the AN in a N2 message towards the AMF that should include User location information and Access Technology Type Information.


The PDU Session Establishment Request message may contain SM PDU DN Request Container containing information for the PDU Session authorization by the external DN.


If the procedure is triggered for SSC mode 3 operation, the UE shall also include the Old PDU Session ID which indicates the PDU Session ID of the on-going PDU session to be released, in NAS message. The Old PDU Session ID is an optional parameter which is included only in this case.


The AMF receives from the AN the NAS SM message (built in step 1) together with User Location Information (e.g. Cell Id in case of the RAN). 


The UE shall not trigger a PDU Session establishment for a PDU Session corresponding to a LADN when the UE is outside the area of availability of the LADN.
2.
The AMF determines that the message corresponds to a request for a new PDU Session based on that Request Type indicates "initial request" and that the PDU Session ID is not used for any existing PDU Session(s) of the UE. If the NAS message does not contain an S-NSSAI, the AMF may determine a default S-NSSAI for the requested PDU Session either according to the UE subscription, if it contains only one default S-NSSAI, or based on operator policy. 


The AMF selects an SMF as described in clause 4.3.2.2.3 . If the Request Type indicates "Initial request" or the request is due to handover from EPS, the AMF stores an association of the S-NSSAI, the PDU Session ID and the SMF ID.

If the Request Type is “initial request” and if the Old PDU Session ID indicating the existing PDU session is also contained in the message. In that case, the AMF selects an SMF as described in clause 4.3.5.2 and stores an association of the new PDU Session ID and the selected SMF ID.

The case where the Request Type indicates "Existing PDU Session", and either the AMF does not recognize the PDU Session ID or the subscription context that the AMF received from UDM during the Registration or Subscription Profile Update Notification procedure does not contain an SMF ID corresponding to the PDU Session ID constitutes an error case. 


The AMF shall reject a request coming from an UE when the UE is registered for Emergency services and the Request Type indicates neither "Emergency Request" nor "Existing Emergency PDU Session",  When the Request Type indicates "Emergency Request", the AMF is not expecting any S-NSSAI and DNN value provided by the UE and uses locally configured values instead.

If the Request Type indicates "Emergency Request" or "Existing Emergency PDU Session", the AMF selects the SMF as described in TS 23.501 [2], clause 5.16.4.
3.
From AMF to SMF: Either Nsmf_PDUSession_CreateSMContext Request (SUPI or PEI, DNN, S-NSSAI, PDU Session ID, AMF ID, Request Type, N1 SM container (PDU Session Establishment Request), User location information, Access Type, PEI, GPSI) or Nsmf_PDUSession_UpdateSMContext Request (SUPI, DNN, S-NSSAI, PDU Session ID, AMF ID, Request Type, N1 SM container (PDU Session Establishment Request), User location information, Access Type, RAT type, PEI).


If the AMF does not have an association with an SMF for the PDU Session ID provided by the UE (e.g when Request Type indicates “initial request”), the AMF invokes the Nsmf_PDUSession_CreateSMContext Request, but if the AMF already has an association with an SMF for the PDU Session ID provided by the UE (e.g when Request Type indicates “existing PDU Session”), the AMF invokes the Nsmf_PDUSession_UpdateSMContext Request.


The AMF ID is the UE's GUAMI which uniquely identifies the AMF serving the UE. The AMF forwards the PDU Session ID together with the N1 SM container containing the PDU Session Establishment Request received from the UE. The PEI is defined in TS 23.501 [2] clause 5.9.3. The GPSI shall be included if available at AMF. The AMF provides the PEI instead of the SUPI when the UE has registered for Emergency services without providing a SUPI. In case the UE has registered for Emergency services but has not been authenticated the AMF indicates that the SUPI has not been authenticated.


If the Old PDU Session ID is included in step 1, and if the SMF is not to be reallocated, the AMF also includes Old PDU Session ID in the Nsmf_PDUSession_CreateSMContext Request.


In the local breakout case, if the V-SMF is not able to process some part of the N1 SM information then Home Routed Roaming is required, and the V-SMF responds to the AMF that it is not the right SMF to handle the N1 SM message by invoking Nsmf_PDUSession_CreateSM Response service operation. The V-SMF includes a proper N11 cause code triggering the AMF to proceed with home routed case. The procedure starts again at step 2 of clause 4.3.2.2.2.
4.
If Request Type indicates neither "Emergency Request" nor "Existing Emergency PDU Session" and, if the SMF has not yet registered and subscription data is not available, then the SMF registers with the UDM, retrieves subscription data and subscribes to be notified when subscription data is modified.

Editor's note: Whether registration and subscription data retrieval happen in 1 or 2 steps and the use of corresponding service operations is FFS. Whether indicating "subscriber data retrieval" in the Nudm_UEContext_Management service is possible is FFS.


If the Request Type in step in step 3 indicates "Existing PDU Session" or "Existing Emergency PDU Session" the SMF determines that the request is due to handover between 3GPP access and non-3GPP access or due to handover from EPS. The SMF identifies the existing PDU Session based on the PDU Session ID. In such a case, the SMF does not create a new SM context but instead updates the existing SM context and provides the representation of the updated SM context to the AMF in the response.


If the Request Type is “Initial request” and if the Old PDU Session ID is included in Nsmf_PDUSession_CreateSMContext Request, the SMF identifies the existing PDU Session to be released based on the Old PDU Session ID.


Subscription data includes the authorized PDU type(s), authorized SSC mode(s), default 5QI/ARP, subscribed Session-AMBR.


Static IP address/prefix may be included in the subscription data if the UE has subscribed to it.

The SMF checks the validity of the UE request: it checks 

-
whether the UE request is compliant with the user subscription and with local policies;

-
(If the DNN corresponds to an LADN), whether the UE is located within the LADN service area based on the UE location reporting from the AMF.

If the UE request is considered as not valid, the SMF decides to not accept to establish the PDU Session.

…

6.
SMF to DN via UPF


If the SMF needs perform secondary authorization/authentication during the establishment of the PDU Session by a DN-AAA server as described in TS 23.501 [2] clause 5.6.6, the SMF selects an UPF as described in TS 23.501 [2] clause 6.3.3 and triggers the PDU Session establishment authentication/authorization as described in clause 4.3.2.3.


If the PDU Session establishment authentication/authorization fails, the SMF proceeds to step 18 and the PDU session establishment procedure is stopped.


If the Request Type received in step 3 indicates "Emergency Request" or "Existing Emergency PDU Session", the SMF shall not perform secondary authorization/authentication.

…

The paper deals with: Inclusion of two PDU sessions IDs in the UL NAS TRANSPORT message.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 V1.1.1.
* * * First Change * * * *

8.5.1.2.3.2.2
UE-initiated NAS transport procedure initiation

In the connected mode, the UE initiates the NAS transport procedure by sending the UL NAS TRANSPORT message, as shown in figure 8.5.1.2.3.2.2.1. 

In case a) in subclause 8.5.1.2.3.2.1, the UE shall:

-
include the PDU session information (PDU session ID, old PDU session ID, S-NSSAI, DNN, request type), if available:

-
set the Payload container type IE to "N1 SM information"; and

-
set the Payload container IE to the 5GSM message.

The UE shall set the PDU session ID IE to the PDU session ID. If an old PDU session ID is to be included, the UE shall set the Old PDU session ID IE to the old PDU session ID.
If an S-NSSAI is to be included, the UE shall set the S-NSSAI IE to the S-NSSAI. If a DNN is to be included, the UE shall set the DNN IE to the DNN. 5GSM procedures specified in clause 9 describe conditions for inclusion of the S-NSSAI and the DNN. 

If a request type is to be included, the UE shall set the Request type IE to the request type. The request type is not provided along 5GSM messages other than the PDU SESSION ESTABLISHMENT REQUEST message.
The UE shall send the UL NAS TRANSPORT message to the AMF (see example in figure 8.5.1.2.3.2.2.1).
In case b) in subclause 8.5.1.2.3.2.1, the UE shall:

-
set the Payload container type IE to "SMS"; and

-
set the Payload container IE to the SMS payload.

Editor's note:
How the UE selects the access type to deliver the UL NAS TRANSPORT message with the Payload container type IE set to "SMS" is FFS.

In case c) in subclause 8.5.1.2.3.2.1, the UE shall:

-
set the Payload container type IE to "LTE Positioning Protocol (LPP) message container";

-
set the Payload container IE to the LPP message payload; and

-
set the Additional information IE to the routing information provided by the upper layer location services application.
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Figure 8.5.1.2.3.2.2.1: UE-initiated NAS transport procedure
* * * Next Change * * * *

8.5.1.2.3.2.3
UE-initiated NAS transport of messages

Upon reception of an UL NAS TRANSPORT message, if the Payload container type IE is set to:

a)
"N1 SM information", the AMF looks up a PDU session routing context for the UE and the PDU session ID IE or the Old PDU session ID IE, if included, and:

1)
if the AMF has a PDU session routing context for the PDU session ID and the UE, and the Request type IE is not included, the AMF shall forward the 5GSM message, and the PDU session ID IE towards the SMF identified by the SMF ID of the PDU session routing context;
2)
if the AMF has a PDU session routing context for the PDU session ID and the UE, the PDU session routing context indicates that the PDU session is not an emergency PDU session, and the Request type IE is included and is set to "existing PDU session", the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;
3)
if the old PDU session ID IE is included in the UL NAS TRANSPORT message, the AMF has a PDU session routing context for the old PDU session ID and the UE, the Request type IE is included and is set to "initial request", and the AMF received a reallocation requested indication from the SMF indicating that the SMF is to be reused, the AMF shall forward the 5GSM message, the PDU session ID, the old PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;
4)
if the old PDU session ID IE is included in the UL NAS TRANSPORT message, the AMF has a PDU session routing context for the old PDU session ID and the UE, the Request type IE is included and is set to "initial request", the AMF received a reallocation requested indication from the SMF indicating that the SMF is to be reallocated, and the PDU session routing context does not contain reallocated SMF ID:
i)
the AMF shall select an SMF. If the DNN IE is not included, the AMF shall use the default DNN as the DNN. If the S-NSSAI IE is not included, the AMF may determine a default S-NSSAI according to the user's subscription context obtained from UDM and, if determined, the AMF may use the default S-NSSAI as the S-NSSAI; and
NOTE:
SMF selection is out of scope of CT1.
ii)
if the SMF selection is successful:
A)
the AMF shall set the reallocated SMF ID of the PDU session routing context to the SMF ID of the selected SMF; and
B)
the AMF shall forward the 5GSM message, the PDU session ID, the old PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the reallocated SMF ID of the PDU session routing context;
5)
if the old PDU session ID IE is not included in the UL TRANSRPOT message, the AMF does not have a PDU session routing context for the PDU session ID and the UE, and the Request type IE is included and is set to "initial request":

i)
the AMF shall select an SMF. If the DNN IE is not included, the AMF shall use the default DNN as the DNN. If the S-NSSAI IE is not included, the AMF may determine a default S-NSSAI according to the user’s subscription context obtained from UDM and, if determined, the AMF may use the default S-NSSAI as the S-NSSAI; and

ii)
if the SMF selection is successful:

A)
 the AMF shall set the reallocated SMF ID of the PDU session routing context to the SMF ID of the selected SMF; and 
B)

the AMF shall forward the PDU session ID, the 5GSM message in the Payload container IE, the S-NSSAI (if received), the DNN (if received), and the request type of the UL NAS TRANSPORT message towards the SMF associated with the PDU session ID;

6)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "existing PDU session", and the user’s subscription context obtained from the UDM contains an SMF ID corresponding to:
i)
the DNN in the DNN IE, if the DNN IE is included; or
ii)
the default DNN, if the DNN IE is not included;
Editor's note:
FFS how to obtain the correct SMF ID when the UE has several PDU sessions with a given DNN, each PDU session is provided by a different SMF, and the UE attempts to handover one of those PDU sessions.

then:
i)
the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID corresponding to the DNN in the user’s subscription context obtained from the UDM; and
ii)
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;
7)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the R Request type IE is included and is set to "initial emergency request", and the AMF does not have a PDU session routing context for another PDU session ID of the UE indicating that the PDU session is an emergency PDU session:
i)
the AMF shall select an SMF. The AMF shall use the emergency DNN from the AMF emergency configuration data as the DNN, if configured. The AMF shall use the statically configured SMF from the AMF emergency configuration data, if configured; and
ii)
if the SMF selection is successful:
A)
the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID of the selected SMF, and shall store an indication that the PDU session is an emergency PDU session in the stored PDU session routing context; and
B)
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received), and the request type towards the SMF identified by the SMF ID of the PDU session routing context; and
8)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial emergency request", and the AMF has a PDU session routing context indicating that the PDU session is an emergency PDU session for another PDU session ID of the UE:
i)
the AMF shall store a PDU session routing context for the PDU session ID and the UE and shall set the SMF ID in the stored PDU session routing context to the SMF ID of the PDU session routing context for the other PDU session ID of the UE; and
ii)
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;
Editor's note:
Handover between 3GPP access and non-3GPP access of emergency PDU session is FFS.
b)
"SMS", the AMF shall forward the content of the Payload container IE to the SMSF associated with the UE; and

c)
"LTE Positioning Protocol (LPP) message container", the AMF shall forward the content of the Payload container IE to the LMF associated with the routing information included in the Additional information IE of the UL NAS TRANSPORT message.

Editor's note:
What to do if the AMF cannot locate the LMF is FFS.
* * * Next Change * * * *

8.5.1.2.3.2.4
Abnormal cases on the network side
The following abnormal cases in AMF are identified:
a)
the old PDU session ID IE is not included in the UL NAS TRANSPORT message, the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is set to "initial request", and the SMF selection fails.
Editor's note:
Handling of this abnormal case is FFS
b)
the old PDU session ID IE is included in the UL NAS TRANSPORT message, the AMF has a PDU session routing context for the old PDU session ID and the UE, the Request type IE is set to "initial request", the AMF received a reallocation requested indication from the SMF indicating that the SMF is to be reallocated, and the SMF selection fails.
Editor's note:
Handling of this abnormal case is FFS
c)
the old PDU session ID IE is not included in the UL NAS TRANSPORT message and the AMF has not received a reallocation requested indication from the SMF.
Editor's note:
Handling of this abnormal case is FFS
d)
the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is set to "existing PDU session", and the user’s subscription context obtained from the UDM does not contain an SMF ID corresponding to.
1)
the DNN of the DNN IE, if the DNN IE is included; or
2)
the default DNN, if the DNN IE is not included.
Editor's note:
Handling of this abnormal case is FFS
e)
if the old PDU session ID IE is included in the UL NAS TRANSPORT message, the AMF has a PDU session routing context for the old PDU session ID and the UE, the Request type IE is set to "initial request" and the AMF has not received a reallocation requested indication, the AMF should forward the 5GSM message, the PDU session ID, the old PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF ID of the PDU session routing context.
f)
if the AMF has a PDU session routing context for the PDU session ID and the UE, the PDU session routing context indicates that the PDU session is an emergency PDU session, the Request type IE is set to "initial emergency request", the AMF should forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF ID of the PDU session routing context.
g)
if the old PDU session ID IE is included in the UL NAS TRANSPORT message, the AMF has a PDU session routing context for the old PDU session ID and the UE, the Request type IE is set to "initial request", the AMF has received a reallocation requested indication from the SMF indicating that the SMF is to be reallocated, and the PDU session routing context contains reallocated SMF ID, the AMF should forward the 5GSM message, the PDU session ID, the old PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the reallocated SMF ID of the PDU session routing context.
* * * Next Change * * * *

8.6.12.1
Message definition
The UL NAS TRANSPORT message transports message payload and associated information to the network.

Message type:
UL NAS TRANSPORT

Significance:

dual

Direction:


UE to AMF

Table 8.6.12.1.1: UL NAS TRANSPORT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type

6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.5
	M
	V
	1/2

	
	UL NAS TRANSPORT message identity
	Message type

6.6.6.7
	M
	V
	1

	
	Payload container type
	Payload container type

8.7.11
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.5
	M
	V
	1/2

	
	Payload container
	Payload container

8.7.12
	M
	LV-E
	3-65537

	R
	PDU session ID
	PDU session ID in 5GMM

8.7.13
	C
	TBD
	1

	TBD
	Old PDU session ID
	PDU session ID

6.6.6.4
	O
	V
	1

	A
	Request type
	Request type

8.7.6
	O
	TV
	1

	B
	S-NSSAI
	S-NSSAI

8.7.7
	O
	TLV
	3-6

	C
	DNN
	DNN

8.7.8
	O
	TLV
	3-102

	S
	Additional information
	Additional information

8.7.14
	O
	TLV
	3-n


Editor's note:
Whether the procedure transaction identity is included in the header of 5GMM message is FFS.

* * * Next Change * * * *

8.6.12.x
Old PDU session ID

The UE shall include this IE if the UL NAS TRANSPORT message transports a PDU SESSION ESTABLISHMENT REQUEST message upon receiving the PDU SESSION MODIFICATION COMMAND message with the 5GSM cause IE set to #39 "reactivation requested".

* * * Next Change * * * *

9.5.2.2
UE-requested PDU session establishment procedure initiation

In order to initiate the UE-requested PDU session establishment procedure, the UE shall create a PDU SESSION ESTABLISHMENT REQUEST message.

The UE shall allocate a PTI value currently not used and shall set the PTI IE of the PDU SESSION ESTABLISHMENT REQUEST message to the allocated PTI value.

If the UE requests to establish a new PDU session with a DN and requests a PDU session type, the UE shall set the PDU session type IE of the PDU SESSION ESTABLISHMENT REQUEST message to the IP version capability as specified in subclause 9.4.2, "Ethernet" or "Unstructured".

If the UE requests to establish a new PDU session with a DN and the UE requests an SSC mode, the UE shall set the SSC mode IE of the PDU SESSION ESTABLISHMENT REQUEST message to the SSC mode.

If the UE requests to establish a new PDU session with a DN, the UE may include the SM PDU DN request container with a DN-specific identity of the UE complying with network access identifier (NAI) format as specified in IETF RFC 4282 [27].

If the UE requests to establish a new PDU session of "IP", "IPv4", "IPv6" or "Ethernet" PDU session type and the UE supports reflective QoS, the UE shall set the RQoS bit to "Reflective QoS supported" in the UE SM capability IE of the PDU SESSION ESTABLISHMENT REQUEST message.
If the UE has an emergency PDU session, the UE shall not perform the UE-requested PDU session establishment procedure to establish another emergency PDU session.

The UE shall transport:

a)
the PDU SESSION ESTABLISHMENT REQUEST message;
b)
the PDU session ID

 of the PDU session being established;
c)
the old PDU session ID of the existing PDU session, if the UE initiates the UE-requested PDU session establishment procedure upon receiving the PDU SESSION MODIFICATION COMMAND message with the 5GSM cause IE set to #39 "reactivation requested";
d)
the S-NSSAI, if the UE requests a S-NSSAI other than default S-NSSAI;

e)
the requested DNN, if the UE requests a connectivity to a DNN other than the default DNN; and 
f)
the request type set:

1)
to "initial request", if the UE requests to establish a new non-emergency PDU session;

2)
to "existing PDU session", if the UE requests:

i)
handover of an existing non-emergency PDU session between 3GPP access and non-3GPP access; or

ii)
transfer of an existing PDN connection in the EPS to the 5GS. and

3)
to "initial emergency request", if the UE requests to establish a new emergency PDU session;

using the NAS transport procedure as specified in subclause 8.5.1.1, and the UE shall start timer Tx (see example in figure 9.5.2.2.1).
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Figure 9.5.2.2.1: UE-requested PDU session establishment procedure
Upon receipt of a PDU SESSION ESTABLISHMENT REQUEST message, optionally a S-NSSAI, and optionally a DNN, and the request type, the SMF checks whether connectivity with the requested DN can be established. If the requested DNN is not included, the SMF shall use the default DNN. If the S-NSSAI is not included, the SMF may determine a default S-NSSAI according to the subscription context from UDM and, if determined, the SMF may use the default S-NSSAI as the S-NSSAI.
If the PDU session authentication and authorization by the external DN is required due to local policy, the SMF shall check whether the PDU SESSION ESTABLISHMENT REQUEST message includes the PDU DN request container. 

If the PDU DN request container is included in the PDU SESSION ESTABLISHMENT REQUEST message and the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data, the SMF shall:

-
if the information for the PDU session authentication and authorization by the external DN in PDU DN request container is compliant with the local policy and user's subscription data, proceed with the EAP Authentication procedure specified in 3GPP TS 33.501 [19] and refrain from accepting or rejecting the PDU SESSION ESTABLISHMENT REQUEST message until the EAP Authentication procedure finalizes; and

-
if the information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with the local policy, reject the PDU session establishment request including the 5GSM cause #xx "DN authentication failed", in the PDU SESSION ESTABLISHMENT REJECT message.

If the PDU DN request container is not included in the PDU SESSION ESTABLISHMENT REQUEST message and the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data, the SMF shall proceed with the EAP Authentication procedure specified in 3GPP TS 33.501 [19] and refrain from accepting or rejecting the PDU SESSION ESTABLISHMENT REQUEST message until the EAP Authentication procedure finalizes.

If the old PDU session ID received from the AMF and a PDU session exists for the old PDU session ID received from the AMF, the SMF shall consider that the request for the relocation of SSC mode 3 PDU session anchor with multiple PDU sessions as specified in 3GPP TS 23.502 [10] is accepted by the UE.

* * * Next Change * * * *

9.5.2.3
UE-requested PDU session establishment procedure accepted by the network
If the connectivity with the requested DN is accepted by the network, the SMF shall create a PDU SESSION ESTABLISHMENT ACCEPT message.

The SMF shall set the authorized QoS rules IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the authorized QoS rules of the PDU session. If the received request type is "initial emergency request", the SMF shall set the authorized QoS rules IE according to the initial QoS parameters used for establishing emergency services configured in the SMF Emergency Configuration Data.
The SMF shall set the selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to:.

-
either the received SSC mode or the SSC mode modified from the received SSC mode based on the subscription, the SMF configuration, or both if the request type IE is set to "initial request", and the SSC mode IE is included in the PDU SESSION ESTABLISHMENT REQUEST message;

-
otherwise, either the default SSC mode for the data network listed in the subscription or the SSC mode associated with the SMF configuration.
The SMF shall set the selected S-NSSAI IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected S-NSSAI of the PDU session.

The SMF shall set the selected PDU session type IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected PDU session type of the PDU session.

If the PDU SESSION ESTABLISHMENT REQUEST message includes a PDU session type IE set to "IP", the SMF shall select either "IPv4" or "IPv6" as the selected PDU session type IE of the PDU session. If the subscription, the SMF configuration, or both, are limited to IPv4 only or IPv6 only for the requested DNN, the SMF shall include the 5GSM cause value #50 "PDU session type IPv4 only allowed", or #51 "PDU session type IPv6 only allowed", respectively, in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT ACCEPT message.

If the selected PDU session type is "IPv4", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an IPv4 address is allocated to the UE in the PDU session.

The SMF shall set the selected DNN IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected DNN of the PDU session.

The SMF shall set the selected Session-AMBR IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the Session-AMBR of the PDU session.

If the selected PDU session type is "IPv4", "IPv6" or "Ethernet" and if the PDU SESSION ESTABLISHMENT REQUEST message includes a UE SM capability IE with the RQoS bit set to "Reflective QoS supported", the SMF shall consider that reflective QoS is supported for QoS flows belonging to this PDU session and  include the RQ timer IE set to an RQ timer value.

NOTE:
If the 5G core network determines that reflective QoS is to be used for a QoS flow, the SMF sends reflective QoS indication to UPF to activate reflective QoS. If the QoS flow is established over 3GPP access, the SMF also includes reflective QoS Attribute in QoS profile of the QoS flow during QoS flow establishment. 

If the DN authentication of the UE was performed and completed successfully, the SMF shall set the EAP message IE of the PDU SESSION ESTABLISHMENT ACCEPT message to an EAP-success message as specified in IETF RFC 3748 [25], provided by the DN.

The SMF shall send the PDU SESSION ESTABLISHMENT ACCEPT message.

Upon receipt of a PDU SESSION ESTABLISHMENT ACCEPT message, using the NAS transport procedure as specified in subclause 8.5.1.1, the UE shall stop timer Tx, shall release the allocated PTI value and shall consider that the PDU session was established.

If the UE requests the PDU session type "IP" and:

a)
the UE receives the selected PDU session type set to "IPv4" and does not receive the 5GSM cause value #50 "PDU session type IPv4 only allowed"; or

b)
 the UE receives the selected PDU session type set to "IPv6" and does not receive the 5GSM cause value #51 "PDU session type IPv6 only allowed";

the UE may subsequently request another PDU session for the other IP version using the UE-requested PDU session establishment procedure to the same DNN with a single address PDN type (IPv4 or IPv6) other than the one already activated.

If the UE requests the PDU session type "IP", receives the selected PDU session type set to "IPv4" and the 5GSM cause value #50 "PDU session type IPv4 only allowed", the UE shall not subsequently request another PDU session for "IPv6" using the UE-requested PDU session establishment procedure to the same DNN and the PDU session type "IPv6" until the PDU session is released.

If the UE requests the PDU session type "IP", receives the selected PDU session type set to "IPv6" and the 5GSM cause value #51 "PDU session type IPv6 only allowed", the UE shall not subsequently request another PDU session for "IPv4" using the UE-requested PDU session establishment procedure to the same DNN and the PDU session type "IPv4" until the PDU session is released.

* * * Next Change * * * *

9.5.2.4
UE requested PDU session establishment procedure not accepted by the network

If the connectivity with the requested DN is rejected by the network, the SMF shall create a SM PDU SESSION ESTABLISHMENT REJECT message.

If the UE requests a PDU session establishment for an LADN when the UE is located outside the LADN service area, the SMF shall reject the request.

The SMF shall set the 5GSM cause IE of the PDU SESSION ESTABLISHMENT REJECT message to indicate the reason for rejecting the PDU session establishment.

The 5GSM cause IE typically indicates one of the following SM cause values:

#31:
request rejected, unspecified;

#50
PDU session type IPv4 only allowed;

#51
PDU session type IPv6 only allowed;

#xx:
DN authentication failed; or

#yy:
Requested DNN not supported in current tracking area.
Editor's note:
Further 5GSM causes are FFS.

Editor's note:
Further contents of the PDU SESSION ESTABLISHMENT REJECT are FFS.

If the PDU SESSION ESTABLISHMENT REQUEST message includes a PDU session type IE set to "IPv6", and the subscription, the SMF configuration, or both, are limited to IPv4 only for the requested DNN, the SMF shall include the 5GSM cause value #50 "PDU session type IPv4 only allowed" in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT REJECT message.

If the PDU SESSION ESTABLISHMENT REQUEST message includes a PDU session type IE set to "IPv4", and the subscription, the SMF configuration, or both, are limited to IPv6 only for the requested DNN, the SMF shall include the 5GSM cause value #51 "PDU session type IPv6 only allowed" in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT REJECT message.

The SMF shall send the SM PDU SESSION ESTABLISHMENT REJECT message.

Upon receipt of a PDU SESSION ESTABLISHMENT REJECT message, using the NAS transport procedure as specified in subclause 8.5.1.2, the UE shall stop timer Tx shall release the allocated PTI value and shall consider that the PDU session was not established.

If the DN authentication of the UE was performed and completed unsuccessfully, the SMF shall include the 5GSM cause value #xx: "DN authentication failed" in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT REJECT message and shall set the EAP message IE of the PDU SESSION ESTABLISHMENT REJECT message to an EAP-failure message as specified in IETF RFC 3748 [25], provided by the DN.

Editor’s note:
The UE behaviour when the UE receives the 5GSM cause value #yy "Requested DNN not supported in current tracking area" is FFS.

* * * Next Change * * * *

* * * Next Change * * * *

