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1. Introduction
The application identification is used in order to index the NSSP and associate access barring to specific applications.
2. Reason for Change
Currently there are millions of applications, most of which are accessing the network for various purposes such as communication, online gaming, advertisement etc. The number of the available applications grows by minute as new applications become continuously available on the different application delivery platforms. The way the application notification is mentioned in the specifications implies a one to one mapping between a specific application (including the specific OS) and the access category or slice parameters. 

3. Conclusions

It would be advantageous to refer to the applications by their type, or the type of service they offer instead of the actual application identification. This would enable to classify the applications in a much more limited set of categories (e.g. potentially fitting into the operator-specific access categories). This would also open the door for an operating system independed categorization which could potentially be performed by the application developing or distributing entities. This could also allow a more universal classification system that may enable a cross-operator application classification.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.890 V1.1.1
* * * First Change * * * *

12.2.1.2
Operator-specific access categories

Operator-specific access categories can be signalled to the UE using the NAS transport procedure specified in subclause 8.5.1.2, with:

-
the payload container IE of the DL NAS transport message containing one or more access category definitions, each consisting of the following parameters:

Editor's note:
The encoding of the operator-specific access categories in the payload container IE is FFS.

1)
an access category number in the 32-63 range that uniquely identifies the access category in the PLMN in which the access categories are being sent to the UE;

2)
one or more access category criteria type and associated access category criteria type values. The access category criteria type can be set to one of the following:

i)
DNN name;

ii)
QFI;

iii)
5QI;

iv)
 Application type of application triggering the access attempt; or

v)
S-NSSAI.

Editor's note:
Other access category criteria types are FFS.

NOTE:
An access category criteria type can be associated with more than one access category criteria values. In this case, the access attempt matches the access category if the access criteria for the access attempt matches any of the associated access criteria type values.
-
the payload information IE of the DL NAS transport message set to include a payload information type field indicating that the payload container contains operator-specific access category definitions:

Editor's note:
The encoding of the payload information type field for operator-specific access category definitions is FFS.

Editor's note:
Whether operator-specific categories can be sent to roaming UEs is FFS.

Upon receiving a DL NAS transport message with a payload information IE containing a payload information type field indicating that the payload container contains operator-specific access category definitions, the UE shall store the operator-specific access category definitions for the registered PLMN.

* * * Next Change * * * *

13.3.2
NSSP

NSSP is a set of one or more NSSP rules, where an NSSP rule is either:

1)
a non-default NSSP rule including:

A)
an application type identifier;

B)
an S-NSSAI and/or a DNN; and

C)
a precedence value of the NSSP rule; or

2)
a default NSSP rule including an S-NSSAI and/or a DNN.

Only one NSSP rule in NSSP can be a default NSSP rule. If a default NSSP rule and one or more non-default NSSP rules are included in NSSP, any non-default NSSP rule shall be prioritized over the default NSSP rule.

Editor's note:
Coding of the NSSP rule is FFS.

When a PDU from an application type needs to be transmitted and there exists an NSSP rule matching the application type (including a default NSSP rule):

1)
if there exists a PDU session associated with S-NSSAI and/or DNN in the NSSP rule, the UE shall transmit the PDU via the PDU session; or

2)
otherwise, the UE establishes a PDU session with the S-NSSAI and/or DNN in the NSSP rule in case other conditions do not prohibits the UE from the PDU session establishment.

The HPLMN may provision the UE with NSSP. The NSSP shall be stored in a non-volatile memory in the ME together with the SUPI from the USIM. The NSSP shall be stored until new NSSP are provisioned by HPLMN or the USIM is removed. The NSSP can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete them.

Editor's note:
Whether the generic UE configuration update procedure can be used to provision NSSP is FFS.

* * * End of Changes * * * *

