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1. Introduction
Subclause 12.1.3.4 is a placeholder for handling of local emergency numbers applicable to IMS supported by 5GCN.
2. Reason for Change
2.1 Textual changes
Change 1

The current text suggests that mechanism of handling of local emergency numbers is limited to a UE that is accessing 5GCN via 3GPP access and non-3GPP access concurrently. 
It is suggested to clarify that the mechanisms are not limited to those circumstances and also apply when the UE accesses 3GPP access or non-3GPP access.
Change 2
Note 1 suggests a sos-URN is mapped to a service category. 
The direction of mapping can be unclear because the UE may receive sos-URNs using the provisioning mechanism described. The unclarity can be removed by reversing the direction of the mapping, i.e. derive a URN from a category.
Change 3
The requirements in the existing text require a UE to declare the emergency numbers no longer valid upon attaching to a different PLMN. 
It is unclear if the UE is also required to invalidate emergency numbers on the UICC (when the HPLMN is the old PLMN). It is proposed to clarify the requirement, only invalidating the emergency numbers received upon registering to the different network.
2.2 New FFSes
FFS 1

The existing text enables provisiong of numbers without types. This is inconsistent with mechanisms where emergency numbers are provided during registration over a 3GPP access that is not 5G. In these other situations, a category is provided consisting of 5 bits. These bits are always provided, even when the bits are not set.
Since operators have already configured their networks with numbers and corresponding types, if they provision emergency numbers during registration, it is preffered that the networks continue to provision emergency numbers AND types (unless study shows there is an advantage to not doing so).
FFS 2
TS 22.101 specifies various limitations to the use of emergency numbers and catagories provisioned via WLAN. It is unclear if these limitations continue to apply when these numbers are received via a secure tunnel over nontrusted WLAN from the 5GCN. However, it should be noted that the 5GCN contacted via nontrusted WLAN need not be the same as the 5GCN contacted via 3gpp access.

Currently, there is no discussion in this subclause about limiting the use of emergency numbers received over WLAN. 

FFS 3
The requirements in the existing text requires a UE to declare the emergency numbers no longer valid upon attaching to a different PLMN. This requirement is inconsistent with the requirements in TS 22.101. Updates to TS 22.101 seem needed before CT1 can agree to mandate this requirement via inclusion in a TS.
FFS 4
TS 24.229 contains the result of a long liaison exchange with SA1 about resolving conflict between emergency information received via an IP-CAN and information stored at the UE. When emergency information received via the 5G IP-CAN can include sos-URNs, a new dimension is added. At least TS 24.229 should be updated to resolve this new conflict.
FFS 5
The text limits the validity of the emergency numbers received via 5G access when establishing emergency sessions to the PS domain. Emergency sessions in the PS domain are established using IMS (see TS 22.101). IMS can be accessed via other accesses than the 5G accesses. 
If it is the intent of this requirement to also use this emergency information for emergency call detection when using other accesses than 5G to access IMS, then impact is foreseen to the other IP-CAN specific annexes in TS 24.229. For example, when using the cdma2000 to access the IMS, the procedures defined in 3GPP2 X.S0060 may be impacted.
3. Conclusions

Various clarifications and items to study have been identified. It is proposed the accept the clarifications and document the items to study using ENs.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.890-110.
* * * First Change * * * *

12.1.3.4
Handling of local emergency numbers
The following mechanism of handling of local emergency numbers applies when the UE accesses the 5GCN via 3GPP access or non-3GPP access.
Editor’s note:
The handling of the case where the UE registers to different PLMNs via 3GPP access and non-3GPP access simultaneously and receive the emergency number list from different PLMNs is FFS.
At successful completion of the registration procedure the operator of this network may provide a list of local emergency numbers to the UE. Optionally to each local emergency number either an emergency service category or an associated sos-URN (i.e. URN with top level service type of "sos" as specified in IETF RFC 5031 [69]) may be provided in the local emergency number list. The emergency number list can be downloaded by the network to the UE at successful completion of the registration procedure.

Editor’s note:
It is FFS whether providing an emergency service category or an associated sos-URN with a local emergency number is optional.
The UE shall store and use the local emergency number list received from the network in addition to the emergency numbers stored on the UICC or user equipment to detect if the user dialled number is an emergency number and use the corresponding sos-URN to initiate an UE detected emergency session. The UE shall delete the emergency number list received from the network after successful registration to a different network.

Editor’s note:
It is FFS whether the caveats in TS 22.101 apply when receiving emergency call numbers via non-3GPP access (i.e. WLAN) when using the 5GCN or when using these emergency call numbers.
Editor’s note:
TS 22.101 does not require deletion of the emergency number list received from the network after successful registration to a different network. It is FFS whether stage 1 input is required.
NOTE 1:
The sos-URN used by the UE to setup the emergency session is either the associated sos-URN or the sos-URN mapped from the emergency service category (as defined in 3GPP TS 24.229 [18]) if these additional information are provided.

NOTE 2:
The option to provide an emergency list to an UE and the related content of this emergency list is optional and in responsibility of the network operator where the UE is registered. This enables the network operator to identify an emergency service and route the emergency session to the responsible PSAP in accordance to national regulation.

Editor’s note:
It is FFS if there is a potential conflict with the emergency numbers list received via an access and those on the UICC.
Editor’s note:
The behaviour of the UE is FFS when a dialled number matches both the number associated with a sos-URN and the number in the information configured on the UICC.

The network may send a list of local emergency numbers in the REGISTRATION ACCEPT message (see subclause 8.5.2.1).
Editor’s note:
The emergency number list needs to be added in the subclause 8.5.2.1.

Editor’s note:
It is FFS in which information element of the REGISTRATION ACCEPT message the emergency number list is included.

The local emergency numbers received in the REGISTRATION ACCEPT message are valid only in networks in the same country as where the UE received them and are only used to establish emergency sessions in the PS domain.

Editor’s note:
It is FFS if the numbers received in the REGISTRATION ACCEPT message can be used to select a sos-URN for setup of emergency calls via access networks having the P-Access-Network-Info header field populated with an access-type field set to one of "3GPP-GERAN","3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", "3GPP-E-UTRAN-FDD", "3GPP-E-UTRAN-TDD", "3GPP-E-UTRAN-ProSe-UNR", "3GPP2-1X", "3GPP2-1X-HRPD", "3GPP2-UMB", "3GPP2-1X-Femto", "IEEE-802.11", "IEEE-802.11a", "IEEE-802.11b", "IEEE-802.11g", "IEEE-802.11n", "ADSL", "ADSL2", "ADSL2+", "RADSL", "SDSL", "HDSL", "HDSL2", "G.SHDSL", "VDSL", "IDSL", "xDSL", "DOCSIS", "IEEE-802.3", "IEEE-802.3a", "IEEE-802.3e", "IEEE-802.3i", "IEEE-802.3j", "IEEE-802.3u", "IEEE-802.3ab", "IEEE-802.3ae", "IEEE-802.3ah", "IEEE-802.3ak", "IEEE-802.3aq", "IEEE-802.3an", "IEEE-802.3y", "IEEE-802.3z", or "DVB-RCS2".

* * * No more changes * * * *

