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1. Background

UE policies (URSP) in PCF if changed shall be possible to deliver to a UE in 5GMM registered state.

The UE route selection (URSP) is a one way direction feature from PCF to UE where the UE may need to send a response to PCF if the new URSP information is not accepted. Also a positive response should be considered to be sent.
URSP information is unlike AM policies transparent to AMF.

2. Reason for Change
How updated UE policies (URSP) in PCF shall be delivered to UE in 5GMM registered state is open. This paper proposes a solution.
Note that how UE policies is delivered to UE during initial registration etc is not in the scope of this paper.
Two alternatives are identified based on current document for a reliable delivery of updated URSP information in PCF to UE for a UE in 5GMM registred state,i.e. PCF notifes the AMF
2.2 Possible solutions

2.2.1 Alternative 1
URSP could be regarded as a service and treated in similar way as e.g. SM and SMS.

AMF receives URSP information from PCF and acknowledges. AMF transports URSP in a container in the unacknowledged 5GMM DL GENERIC TRANSPORT message (Alternative 1) or DL NAS TRANSPORT message (Alternative 2).
A mandatory response from UE is transported in a container in the 5GMM UL GENERIC TRANSPORT message (Alternative 1) or UL NAS TRANSPORT message (Alternative 2) to AMF. AMF delivers the URSP content to PCF.
In case the response is not received in time in PFC, PCF resends URSP information.

Observations

PCF needs to monitor the transport. This is different to how AM policies is handled e.g. mobility restrictions where the acknowledge variant of the UE configuration update procedure is used. AMF provides reliable transport of the message to the UE. 

AM policies and UE polices will be delivered in the same message from PCF to AMF over N7. To make use of two separate 5GMM procedures to deliver AM policies and UE policies respectively from AMF to the UE increases the complexity in AMF and may increase the signaling over air.

Monitoring, including resending's at timer expiry in PCF for delivery of UE policies increases the complexity and is not inline how PCF operates for AM and SM policies.
The use of two separate procedures may however be a more correct way to handle the different policies as UE- and AM policies are in different domains.

2.2.2 Alternative 2
URSP information is transported by acknowledge UE configuration update procedure to UE. The UE configuration update complete message may include a URSP response. In this case AMF will provide the PCF with the information.
Observations

UE policies is treated in the same way as AM policies in PCF and AMF, thus it does not unnecessarily increase the complexity in AMF and PCF and the signaling over air.
UE configuration update procedure is also proposed for the sending of network steering information (NSI) from HPLMN in VPLMN from UDM to UE. Refer C1-173916.
Thus, this alternative contributes to a unified solution.
The UE must send URSP information to upper layer and receive a response could be seen as a drawback with this alternative.
3. Conclusion

Given the pros and cons for alternative 1 and 2 respectively, alternative 2 is of favour.
4. Proposal

It is proposed to apply alternative-2.
It is proposed to agree the following changes to 3GPP TS 24.890.
* * * Change * * *
8.5.1.2
Generic UE configuration update procedure

8.5.1.2.1
General

The purpose of this procedure is to allow the AMF to update UE configuration. The procedure may be initiated by the network and can only be used when the UE has an established 5GMM context, and the UE is in 5GMM-CONNECTED mode. The AMF may require a confirmation response in order to ensure that the parameter has been updated by the UE.

The following parameters are supported by the generic UE configuration update procedure:

a)
5G-GUTI;

b)
TAI list;

c)
Mobility restrictions; 
d)
Network Identity and Time Zone information (Full name for network, Short name for network, Local time zone, Universal time and local time zone, Network daylight saving time); and

e) URSP information.
NOTE 1:
URSP information is transparent to AMF.
Editor's note:
It is FFS which configuration parameters are updated by this procedure (e.g. UE NSSAI information, and policy information).

Editor's note:
It is FFS whether the case when configuration provided by a different NF than the AMF is covered by this or a different NAS procedure.
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Figure 8.5.1.2.1.1: Generic UE configuration update procedure

8.5.1.2.2
Generic UE configuration update procedure initiated by the network 

The AMF shall initiate the generic UE configuration procedure by sending the CONFIGURATION UPDATE COMMAND message to the UE. If an acknowledgement from the UE is requested, the AMF shall indicate acknowledgement requested in the Acknowledgement requested flag IE in the UE CONFIGURATION message and shall start timer Tx. Acknowledgement shall be requested from the UE for all parameters except when only NITZ is included.
During an established 5GMM context, the network may send none, one, or more CONFIGURATION UPDATE COMMAND messages to the UE. If more than one CONFIGURATION UPDATE COMMAND message is sent, the messages need not have the same content.

8.5.1.2.3
Generic UE configuration update accepted by the UE

Upon receiving the CONFIGURATION UPDATE COMMAND message, the UE shall use the contents to update appropriate information stored within the UE. If acknowledgement requested is indicated in the Acknowledgement requested flag IE in the UE CONFIGURATION message and all information elements included are successfully accepted by the UE, the UE shall send a CONFIGURATION UPDATE COMPLETE message. 

If the UE receives a new 5G-GUTI in the CONFIGURATION UPDATE COMMAND message, the UE considers the new 5G-GUTI as valid and the old 5G-GUTI as invalid; otherwise, the UE shall consider the old 5G-GUTI as valid.
If the UE receives a new TAI list in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new TAI list as valid and the old TAI list as invalid; otherwise, the UE shall consider the old TAI list as valid.

If the UE receives a Mobility restrictions IE in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new mobility restrictions as valid and the old mobility restrictions as invalid; otherwise, the UE shall consider the old mobility restrictions as valid.
If the UE receives a new URSP information in the CONFIGURATION UPDATE COMMAND message, the UE sends the information to upper layer in the UE. If the UE receives URSP information in response from upper layer, the UE shall include the URSP information in the URSP information container IE in the CONFIGURATION UPDATE COMPLETE message.
Editor's note:
Further details on handling of specific IEs are FFS.

8.5.1.2.4
Generic UE configuration update completion by the network

Upon receipt of the CONFIGURATION UPDATE COMPLETE message, the AMF shall stop the timer.

If a new 5G-GUTI was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new 5G-GUTI as valid and the old 5G-GUTI as invalid.

If a new TAI list was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new TAI list as valid and the old TAI list as invalid.
If a Mobility restrictions IE was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new mobility restrictions as valid and the old mobility restrictions as invalid.
If the AMF receives an URSP information container IE in the CONFIGURATION UPDATE COMPLETE message, the AMF shall provide this information to the PCF associated with the UE.
Editor's note:
Further details on handling of specific IEs are FFS.

8.5.1.2.5
Abnormal cases in the UE

The following abnormal cases can be identified:

a)
Transmission failure of the CONFIGURATION UPDATE COMPLETE message. 

Editor's note:
Further abnormal cases in the UE are FFS.

8.5.1.2.6
Abnormal cases on the network side

The following abnormal cases can be identified:

a)
Expiry of timer Tx.

Editor's note:
Further abnormal cases in the network are FFS.
* * *Next  Change * * *
8.6.19
Configuration update command

8.6.19.1
Message definition
The CONFIGURATION UPDATE COMMAND message is sent by the network to the UE.

Message type:
CONFIGURATION UPDATE COMMAND

Significance:

dual

Direction:


network to UE

Table 8.6.19.1.1: CONFIGURATION UPDATE COMMAND message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type

6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	½

	
	Configuration update command message type
	Message type

6.6.6.6
	M
	V
	1

	
	Acknowledgement requested flag
	Acknowledgement requested flag

8.x1.y1
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	5G-GUTI
	5GS mobile identity

8.x1.y2
	O
	TLV
	TBD

	
	TAI list
	Tracking area identity list

8.x1.y3
	O
	TLV
	8-98

	
	Mobility restrictions
	Mobility restrictions

8.x1.y4
	O
	TLV
	TBD

	
	Full name for network
	Network name

8.x1.y5
	O
	TLV
	3-n

	
	Short name for network
	Network name

8.x1.y5
	O
	TLV
	3-n

	
	Local time zone
	Time zone

8.x1.y6
	O
	TV
	2

	
	Universal time and local time zone
	Time zone and time

8.x1.y7
	O
	TV
	8

	
	Network daylight saving time
	Daylight saving time

8.x1.y8
	O
	TLV
	3

	
	URSP information container
	URSP information container
TBD
	O
	TBD
	TBD


Editor's note:
 The further contents of the CONFIGURATION UPDATE COMMAND message is FFS.

8.6.20
Configuration update complete

8.6.20.1
Message definition
The CONFIGURATION UPDATE COMPLETE message is sent by the UE to the network.

Message type:
CONFIGURATION UPDATE COMPLETE
Significance:

dual

Direction:


UE to network

Table 8.6.20.1.1: CONFIGURATION UPDATE COMPLETE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type

6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	½

	
	Configuration update complete message type
	Message type

6.6.6.6
	M
	V
	1

	
	URSP information container
	URSP information container
TBD
	O
	TBD
	TBD


Editor's note:
 The further contents of the CONFIGURATION UPDATE COMPLETE message is FFS.
