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1. Introduction
In SA2 #122, several agreements were made related to network slicing which have been incorporated in TS 23.501. The stage-3 text needs to be updated to reflect this. The main changes are as follows:
Specification of a new NF NSSF (Network Slice Selection Function) which interfaces with AMF using the N22 interface. The NSSF determines the slice instance and target AMF to serve the UE and also determines allowed NSSAI in roaming and non-roaming scenarios.

In roaming scenarios there is a need to map allowed NSSAI information returned from the VPLMN. The allowed NSSAI may include S-NSSAIs which may have non-standardized values specific to a VPLMN that may not be part of requested NSSAI and subscribed NSSAI from UE. AS such the UE may not comprehend these values and hence the network may provide mapping information between S-NSSAI in allowed NSSAI and those in configured NSSAI in the UE.
A UE can be served by at most eight slices at a time. Multiple instances of S-NSSAI may be deployed in a given area and the AMF may be common across multiple such intances.
2. Reason for Change
The description of network slicing aspects in TR 24.890 need to be updated based on progress in stage-2 specifications in TS 23.501.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 V0.2.1.
* * * First Change * * * *

13
Network slicing
13.1
General

The 5GS supports network slicing as described in 3GPP TS 23.501 [4]. Within a PLMN, a network slice is identified by an S-NSSAI, which is comprised of a slice/service type (SST) and a slice differentiator (SD). Inclusion of an SD in an S-NSSAI is optional. A set of one or more S-NSSAIs is called the NSSAI. There are multiple types of NSSAI (see 3GPP TS 23.501 [4]):

-
default NSSAI;

-
configured NSSAI;

-
requested NSSAI; and

-
allowed NSSAI.

The HPLMN may configure a UE with the configured NSSAI per PLMN.
Editor's note:
Terms on network slicing can be revisited.

13.2
Mobility management aspects

13.2.1
General







Upon registration to a PLMN, the UE shall send to the AMF the requested NSSAI including one or more S-NSSAIs corresponding to the slice(s) which the UE wishes to register if the UE has a configured NSSAI and/or an allowed NSSAI for the PLMN. If the UE has neither a configured NSSAI nor an allowed NSSAI for a PLMN, the UE does not send a requested NSSAI when requesting registration towards the PLMN. In roaming scenarios the requested NSSAI, included in the REGISTRATION REQUEST message shall include only the S-NSSAI values that are valid in the VPLMN. The AMF verifies if the requested NSSAI is permitted based on the UE subscription, and if so then the AMF may provide the UE with the allowed NSSAI for the PLMN. See subclause 7.3.X for further details.
The set of network slice(s) for a UE can be changed at any time while the UE is registered to a PLMN, and may be initiated by the network, or the UE. In this case, the allowed NSSAI and associated registration area may be changed during the registration procedure. The network may notify the UE of the change of the supported network slice(s) in order to trigger the registration procedure. Change in the allowed NSSAI may lead to AMF relocation subject to operator policy.
A single UE can be served by at most eight slices at a time. Multiple instances of S-NSSAI may be deployed in a given registration area. The AMF is common across multiple such slice instances.
Editor's note:
The subclause for the notification procedure will be included in the TR and the subclause will be referred.

13.3
Session management aspects
In order for data transmission in a network slice, the UE may request establishment of a PDU session in a network slice towards a data network (DN) which is associated with an S-NSSAI and a data network name (DNN). The S-NSSAI included is part of allowed NSSAI and in roaming scenarios the S-NSSAI value is valid in VPLMN. See subclause 8.4.1 for further details.
The network may provision the UE with NSSP. The UE selects a PDU session taking into account NSSP (if provisioned by the network) and other conditions in the UE (if any).
Editor's note:
Whether the UE configuration update procedure can be used to provision NSSP is FFS.

* * * Next Change * * * *
