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1. Introduction
Device trigger service is introduced in TS 23.502.
2. Reason for Change
The procedure is as follows:
5.2.5.1
The procedure of "Device Trigger" Service
Service description: The AS requests the network to send a Device trigger to the UE.
Input: External Identifier or MSISDN, Requester Identifier, validity period, Application Port ID and Trigger Payload.

Output: the result of the delivery of the device trigger.

Service procedure:
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Figure 5.2.5.1-1: Device Trigger service

1.
The NEF (Network Exposure Function) receives a Device Trigger Request (External Identifier or MSISDN, requester Identifier, validity period, Application Port ID and trigger payload ) message. The Application Port ID is to address a triggering function within the UE. The validity period indicates for how long the trigger message is valid. If the trigger message does not reach the UE first time, the trigger message may still be send again if it is still valid. The trigger payload contains the information destined for the application on the UE, along with the information to route it to which application on the UE.


The NEF checks whether the Application is authorised to send the Device Trigger based on the requester Identifier. The NEF also check whether the requester has exceeded its quota or rate of trigger submission.

2.
The NEF invokes the "Get Subscriber Serving NF(External Identifier or MSISDN, NF type)" service provided by the UDM to determine the NF which serves the UE and also get the SUPI of the UE.

3.
The NEF sends the Device Trigger Request (UE permanent ID, NAS Container) to the AMF. The NAS container includes the Application Port ID and trigger payload received in step 1.

4.
The AMF send the Device Trigger Request (NAS container) to the UE. If the UE is not connected, the AMF pages the UE. When the UE receives the NAS container, the trigger payload identifies which application(s) is to be notified and the information to be notified to the application, e.g. PDU session establishment is requested.


The corresponding response message is send back to the AMF to confirm the receiving the request message.

5.
The NEF receive the Device Trigger Response from the AMF.

Editor's note:
It is FFS whether the interaction between AMF and NEF at the step 3, 5 can be service based.

6.
The NEF sends the Device Trigger Response to the Application Server.

CT1 needs to define message exchange between the UE and the NEF transported over N1 and Nnef/Namf.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 V0.2.1.
* * * First Change * * * *

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GCN
5G Core Network

5GS
5G System
5GMM
5GS Mobility Management

5GSM
5GS Session Management
5GQI
5G QoS Indicator

DL
Downlink

MICO
Mobile Initiated Connection Only
N3IWF
Non-3GPP InterWorking Function
NSSAI
Network Slice Selection Assistance Information

NSSP
Network Slice Selection Policy

QFI
QoS Flow Identity

QoS
Quality of Service

E-UTRA
Evolved Universal Terrestrial Radio Access

E-UTRAN
Evolved Universal Terrestrial Radio Access Network
EPD
Extended Protocol Discriminator
EMM
EPS Mobility Management

EPC
Evolved Packet Core Network

EPS
Evolved Packet System

GFBR
Guaranteed Flow Bit Rate
HRPD
High Rate Packet Data
MFBR
Maximum Flow Bit Rate
NEF
Network exposure function
RQI
Reflective QoS Indication

S-NSSAI
Single NSSAI

SA
Security Association
UL
Uplink
TA
Tracking Area
TAC
Tracking Area Code

TAI
Tracking Area Identity
* * * Next Change * * * *

12.1.x
Network exposure services

12.1.x.1
General

The NEF supports exposure of network capabilities towards external application servers (see 3GPP TS 23.501 [5] and 3GPP TS 23.502 [6]). For this purpose, message exchange between the UE and the NEF shall be supported. The messages shall conform the network exposure protocol (NEP). The NEP messages shall be tranported between the UE and the AMF using the NAS transport procedures specified in subclause 8.4.1.1.
12.1.x.2
Device trigger procedure
12.1.x.2.1
General
The purpose of this procedure is to allow the NEF to deliver a trigger payload to the UE. The procedure may be initiated by the NEF (see example in figure 12.1.x.2.1.1).
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Figure 12.1.x.2.1.1: Device trigger procedure
12.1.x.2.2
Device trigger procedure initiated by the network
The NEF shall initiate the device trigger procedure by sending the DEVICE TRIGGER REQUEST message to the UE. After sending the message, the NEF shall start timer Tdt.
The NEF shall include the trigger payload and application port identity received from the application server in the DEVICE TRIGGER REQUEST message.
12.1.x.2.3
Device trigger procedure accepted by the UE
Upon receiving the DEVICE TRIGGER REQUEST message, the UE shall forward the trigger payload to the triggering function addressed by the application port identity and shall send the DEVICE TRIGGER RESPONSE message. The trigger payload identifies which application(s) is to be notified and the information to be notified to the application, e.g. PDU session establishment is requested.
12.1.x.2.4
Device trigger procedure completion by the network
Upon recipt of the DEVICE TRIGGER RESPONSE message, the NEF shall stop the timer Tdt and consider information provided in the DEVICE TRIGGER RESPONSE message successfully accepted by the UE.

12.1.x.2.5
Abnormal cases in the UE

The following abnormal cases may occur:
a)
Transmission failure of the DEVICE TRIGGER RESPONSE message.
Editor's note:
Further abnormal cases in the UE are FFS.
12.1.x.2.6
Abnormal cases on the network side

The following abnormal cases may occur:

a)
Expiry of timer Tdt.
Editor's note:
Further abnormal cases in the network are FFS.
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