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***** First change *****
10.3.2.7
Data Semantics



The <Name> element is of type "token", and corresponds to the "Name" element of subclause 10.2.3 in 3GPP TS 24.483 [4].

The <alias-entry> element of the <UserAlias> element is of type "token" and indicates an alphanumeric alias of the MCData user, and corresponds to the leaf nodes of the "UserAlias" element of subclause 10.2.13 in 3GPP TS 24.483 [4].

The <uri-entry> element is of type "anyURI" and when it appears within:

-
the <MCDataUserID> element of the <Common> element, contains the MCData user identity (MCData ID) of the MCData user, and corresponds to the "MCDataUserID" element of subclause 10.2.21 in 3GPP TS 24.483 [4];
-
the <MCDataUserID-KMSURI> element of the <Common> element contains the KMS URI for the security domain of the MCData user identity (MCData ID) of the MCData user and corresponds to the "MCDataUserIDKMSURI" element of subclause 10.2.9A in 3GPP TS 24.483 [4]. If this parameter is absent, the KMS URI is identified by the <kms-sec> element of the <anyExt> element of the <on-network> element of the MCS UE initial configuration document as specified in subclause 7.2.2.1;
-
the <MCData-ID> element of the <One-to-One-Communication-ListEntry> element of the <One-to-One-Communication> element of the <Common> element, contains the MCData user identity (MCData ID) of an MCData user that the configured MCData user is authorised to initiate a one-to-one communication, and corresponds to the "MCDataID" element of subclause 10.2.16E in 3GPP TS 24.483 [4];

-
the <MCData-ID-KMSURI> element of the <One-to-One-Communication-ListEntry> element of the <One-to-One-Communication> element of the <Common> element, contains the KMS URI for the security domain of the MCData user identity (MCData ID) of an MCData user that the configured MCData user is authorised to initiate a one-to-one communication, and corresponds to the "MCDataIDKMSURI" element of subclause 10.2.16H in 3GPP TS 24.483 [4]. If this parameter is absent, the KMS URI is identified by the <kms-sec> element of the <anyExt> element of the <on-network> element of the MCS UE initial configuration document as specified in subclause 7.2.2.1;
-
the <MCData-Group-ID> element of the <MCDataGroupInfo> element of the <OnNetwork> element contains the MCData group ID of an on-network MCData group for use by the configured MCData user, and corresponds to the "MCDataGroupID" element of subclause 10.2.47 in 3GPP TS 24.483 [4];

-
the <Group-KMSURI> element of the <MCDataGroupInfo> element of the <OnNetwork> element contains the KMS URI for the security domain of the MCData group identity (MCData Group ID) of the on-network MCData group and corresponds to the "MCDataGroupIDKMSURI" element of subclause 10.2.54A in 3GPP TS 24.483 [4]. If this parameter is absent, the KMS URI is identified by the <kms-sec> element of the <anyExt> element of the <on-network> element of the MCS UE initial configuration document as specified in subclause 7.2.2.1;
-
the <MCData-Group-ID> element of the <MCDataGroupInfo> element of the <OffNetwork> element contains the MCData group ID of an off-network MCData group for use by the configured MCData user, and corresponds to the "MCDataGroupID" element of subclause 10.2.103 in 3GPP TS 24.483 [4];

-
the <Group-KMSURI> element of the <MCDataGroupInfo> element of the <OffNetwork> element contains the KMS URI for the security domain of the MCData group identity (MCData Group ID) of the off-network MCData group and corresponds to the "MCDataGroupIDKMSURI" element of subclause 10.2.110A in 3GPP TS 24.483 [4]. If this parameter is absent, the KMS URI is identified by the <kms-sec> element of the <anyExt> element of the <on-network> element of the MCS UE initial configuration document as specified in subclause 7.2.2.1;
-
the <entry> element of the <GMS-App-Serv-Id> list element of the <MCDataGroupInfo> element of the <OnNetwork> element, contains the URI of the group management server hosting the on-network MCData group identified by the <MCData-Group-ID> element, and corresponds to the "GMSAppServId" element of subclause 10.2.51 in 3GPP TS 24.483 [4];

-
the <entry> element of the <IdMS-Token-Endpoint> list element of the <MCDataGroupInfo> element of the <OnNetwork> element, contains the URI used to contact the identity management server token endpoint for the on-network MCData group identified by the <MCData-Group-ID> element, and corresponds to the "IdMSTokenEndPoint" element of subclause 10.2.54 in 3GPP TS 24.483 [4]. If the entry element is empty, the idms-auth-endpoint and idms-token-endpoint present in the MCS UE initial configuration document are used;

-
the <entry> element of the <GMS-App-Serv-Id> list element of the <MCDataGroupInfo> element of the <OffNetwork> element, contains the URI of the group management server hosting the off-network MCData group identified by the <MCData-Group-ID> element, and corresponds to the "GMSAppServId" element of subclause 10.2.107 in 3GPP TS 24.483 [4];

-
the <entry> element of the <IdMS-Token-Endpoint> list element of the <MCDataGroupInfo> element of the <OffNetwork> element, contains the URI used to contact the identity management server token endpoint for the off-network MCData group identified by the <MCData-Group-ID> element, and corresponds to the "IdMSTokenEndPoint" element of subclause 10.2.110 in 3GPP TS 24.483 [4]. If the entry element is empty, the idms-auth-endpoint and idms-token-endpoint present in the MCS UE initial configuration document are used;

-
the <MCData-Group-ID> element of the <MCDataGroupHangTime> element of the <ConversationManagement> element of the <OnNetwork> element, contains the MCData group ID of an MCData group for which the MCData user has an associated <Hang-Time> duration, and corresponds to the "MCDataGroupID" element of subclause 10.2.76 in 3GPP TS 24.483 [4];
-
the <MCData-ID> element of the <FD-Cancel-List-Entry> list element of the <FileDistribution> element of the <Common> element, indicates an MCData ID of an MCData user that is allowed to cancel distribution of files beings sent or waiting to be sent, and corresponds to the "MCDataID" element of subclause 10.2.21 in 3GPP TS 24.483 [4];

-
the <MCData-ID-KMSURI> element of the <FD-Cancel-List-Entry> list element of the <FileDistribution> element of the <Common> element element contains the KMS URI for the security domain of the MCData user identity (MCData ID) of an MCData user that the configured MCData user is authorised to initiate a one-to-one communication, and corresponds to the "MCDataIDKMSURI" element of subclause 10.2.21A in 3GPP TS 24.483 [4]. If this parameter is absent, the KMS URI is identified by the <kms-sec> element of the <anyExt> element of the <on-network> element of the MCS UE initial configuration document as specified in subclause 7.2.2.1;
-
the <entry> element of the <TxReleaseList> list element of the <TxRxControl> element of the <Common> element, indicates an MCData ID of an MCData user that this MCData user is allowed to request release of an ongoing transmission and corresponds to the "MCDataID" element of subclause 10.2.30 in 3GPP TS 24.483 [4];
-
the <entry> element of the <GroupEmergencyAlert> element of the <Common> element, indicates the MCData group recipient for an MCData emergency Alert and corresponds to the "ID" element of subclause 10.2.38 in 3GPP TS 24.483 [4];-
the <entry> element of the <ImplicitAffiliations> list element of the <OnNetwork> element indicates an MCData group ID of an MCData group that the MCData user is implicitly affiliated with, and corresponds to the "MCDataGroupID" element of subclause 10.2.59 in 3GPP TS 24.483 [4];

-
the <entry> element of the <PresenceStatus> list element of the <OnNetwork> element indicates an MCData ID of an MCData user that the configured MCData user is authorised to obtain presence status, and corresponds to the "MCDataID" element of subclause 10.2.64 in 3GPP TS 24.483 [4];

-
the <entry> element of the <RemoteGroupChange> list element of the <OnNetwork> element indicates an MCData ID of an MCData user whose selected groups are authorised to be remotely changed by the configured MCData user and corresponds to the "MCDataID" element of subclause 10.2.69 in 3GPP TS 24.483 [4];

-
the <entry> element of the <DeliveredDisposition> list element of the <ConversationManagement> element of the <OnNetwork> element, indicates an MCData ID of an MCData user who is to be sent a message delivered disposition notification in addition to the message sender and corresponds to the "MCDataID" element of subclause 10.2.82 in 3GPP TS 24.483 [4];

-
the <entry> element of the <ReadDisposition> list element of the <ConversationManagement> element of the <OnNetwork> element, indicates an MCData ID of an MCData user who is to be sent a message delivered disposition notification in addition to the message sender, and corresponds to the "MCDataID" element of subclause 10.2.87 in 3GPP TS 24.483 [4]; and

-
the <entry> element of the <One-To-One-EmergencyAlert> element of the <OnNetwork> element indicates the MCData user recipient for an on-network MCData emergency one-to-one alert and corresponds to the "ID" element of subclause 10.2.91 in 3GPP TS 24.483 [4].
The <DiscoveryGroupID> element is of type "hexBinary" and is used as the Discovery Group ID in the ProSe discovery procedures as specified in 3GPP TS 23.303 [18] and 3GPP TS 23.334 [19]. When it appears within:

-
the <ProSeUserID-entry> element of the <One-To-One-CommunicationListEntry> element of the <One-To-One-Communication> element of the <OffNetwork> element, it identifies the Discovery Group ID that the MCData UE uses to initiate a one-to-one communication during off-network operation and corresponds to the "DiscoveryGroupID" element of subclause 10.2.16F in 3GPP TS 24.483 [4].

The <display-name> element is of type "string", contains a human readable name and when it appears within:

-
the <MCData-ID> element of the <One-to-One-CommunicationListEntry> element of the <One-to-One-Communication> element of the <OffNetwork> element, contains the name of an MCData user that the configured MCData user is authorised to initiate a one-to-one communication, and corresponds to the "DisplayName" element of subclause 10.2.16I in 3GPP TS 24.483 [4];

-
the <MCData-Group-ID> element of the <MCDataGroupInfo> element of the <OnNetwork> element contains the name of an on-network MCData group for use by the configured MCData user, and corresponds to the "DisplayName" element of subclause 10.2.48 in 3GPP TS 24.483 [4];
-
the <MCData-Group-ID> element of the <MCDataGroupInfo> element of the <OffNetwork> element contains the name of an off-network MCData group for use by the configured MCData user, and corresponds to the "DisplayName" element of subclause 10.2.104 in 3GPP TS 24.483 [4];

-
the <MCData-Group-ID> element of the <MCDataGroupHangTime> element of the <ConversationManagement> element of the <OnNetwork> element, contains the name of an MCData group for which the MCData user has an associated <Hang-Time> duration, and corresponds to the "DisplayName" element of subclause 10.2.77 in 3GPP TS 24.483 [4];
-
the <MCData-ID> element of the <FD-Cancel-List-Entry> list element of the <FileDistribution> element of the <Common> element, indicates the name of an MCData user that is allowed to cancel distribution of files beings sent or waiting to be sent and corresponds to the "DisplayName" element of subclause 10.2.22 in 3GPP TS 24.483 [4];

-
the <entry> element of the <TxReleaseList> list element of the <TxRxControl> element of the <Common> element, indicates the name of an MCData user that is allowed to request release of an ongoing transmission and corresponds to the "DisplayName" element of subclause 10.2.31 in 3GPP TS 24.483 [4];
-
the <entry> element of the <GroupEmergencyAlert> element of the <Common> element, indicates the name of the MCData group recipient for an MCData emergency Alert and corresponds to the "DisplayName" element of subclause 10.2.39 in 3GPP TS 24.483 [4];
-
the <entry> element of the <ImplicitAffiliations> list element of the <OnNetwork> element indicates the name of an MCData group that the MCData user is implicitly affiliated with, and corresponds to the "DisplayName" element of subclause 10.2.60 in 3GPP TS 24.483 [4];;

-
the <entry> element of the <PresenceStatus> list element of the <OnNetwork> element indicates the name of an MCData user that the configured MCData user is authorised to obtain presence status of, and corresponds to the "DisplayName" element of subclause 10.2.65 in 3GPP TS 24.483 [4];;

-
the <entry> element of the <RemoteGroupChange> list element of the <OnNetwork> element indicates the name of an MCData user whose selected groups are authorised to be remotely changed by the configured MCData user and corresponds to the "DisplayName" element of subclause 10.2.70 in 3GPP TS 24.483 [4];

-
the <entry> element of the <DeliveredDisposition> list element of the <ConversationManagement> element of the <OnNetwork> element, indicates the name of an MCData user who is to be sent a message delivered disposition notification in addition to the message sender, and corresponds to the "DisplayName" element of subclause 10.2.83 in 3GPP TS 24.483 [4];

-
the <entry> element of the <ReadDisposition> list element of the <ConversationManagement> element of the <OnNetwork> element, indicates the name of an MCData user who is to be sent a message read disposition notification in addition to the message sender, and corresponds to the "DisplayName" element of subclause 10.2.88 in 3GPP TS 24.483 [4]; and

-
the <entry> element of the <One-To-One-EmergencyAlert> element of the <OnNetwork> element indicates the name of the MCData user recipient for an on-network MCData emergency one-to-one alert and corresponds to the "DisplayName" element of subclause 10.2.92 in 3GPP TS 24.483 [4].
The "index" attribute is of type "token" and is included within some elements for uniqueness purposes, and does not appear in the user profile configuration managed object specified in 3GPP TS 24.483 [4].

The <Status> element is of type "Boolean" and indicates whether this particular MCData user profile is enabled or disabled and corresponds to the "Status" element of subclause 10.2.121 in 3GPP TS 24.483 [4]. When set to "true" this MCData user profile is enabled. When set to "false" this MCData user profile is disabled.
The "user-profile-index" is of type "unsignedByte" and indicates the particular MCData user profile configuration document in the collection and corresponds to the "MCDataUserProfileIndex" element of subclause 10.2.8 in 3GPP TS 24.483 [4].

The <ProfileName> element is of type "token" and specifies the name of the MCData user profile configuration document in the MCData user profile XDM collection and corresponds to the "MCDataUserProfileName" element of subclause 10.2.9 in 3GPP TS 24.483 [4].

The <Pre-selected-indication> element is of type "mcdataup:empty Type". Presence of the <Pre-selected-indication> element indicates that this particular MCData user profile is designated to be the pre-selected MCData user profile as defined in 3GPP TS 23.282 [24], and corresponds to the "PreSelectedIndication" element of subclause 10.2.10 in 3GPP TS 24.483 [4]. Absence of the <Pre-selected-indication> element indicates that this MCData user profile is not designated as the pre-selected MCData user profile within the collection of MCData user profiles for the MCData user or is the only MCData user profile within the collection and is the pre-selected MCData user profile by default.
The "XUI-URI" attribute is of type "anyURI" that contains the XUI of the MCData user for whom this MCData user profile configuration document is intended and does not appear in the user profile configuration managed object specified in 3GPP TS 24.483 [4].

The <ParticipantType> element of the <Common> element is of type "token" and indicates the functional category of the MCData user (e.g., first responder, second responder, dispatch, dispatch supervisor). The <ParticipantType> element corresponds to the "ParticipantType" element of subclause 10.2.15 in 3GPP TS 24.483 [4].

The <MissionCriticalOrganization> element of the <Common> element is of type "string" and indicates the name of the mission critical organization the MCData User belongs to. The <MissionCriticalOrganization> element corresponds to the "Organization" element of subclause 10.2.16 in 3GPP TS 24.483 [4].

The <MaxData1To1> element of the <TxRxControl> element of the <Common> element is of type "positive integer" and indicates the maximum amount of data (in megabytes) that an MCData user can transmit in a single request during one-to-one communication. The <MaxData1To1> element corresponds to the "MaxData1To1" element of subclause 10.2.25 in 3GPP TS 24.483 [4].

The <MaxTime1To1> element of the <TxRxControl> element of the <Common> element is of type "duration" and indicates the maximum amount of time that an MCData user can transmit for in a single request during one-to-one communication. The <MaxTime1To1> element corresponds to the "MaxTime1To1" element of subclause 10.2.26 in 3GPP TS 24.483 [4].
The <RelativePresentationPriority> element is of type "nonNegativeInteger" and when it appears in:

-
the <MCDataGroupInfo> element of the <OnNetwork> element, contains an integer value between 0 and 255 indicating the presentation priority of the on-network group relative to other on-network groups and on-network users, and corresponds to the "PresentationPriority" element of subclause 10.2.55 in 3GPP TS 24.483 [4]; and

-
the <MCDataGroupInfo> element of the <OffNetwork> element, contains an integer value between 0 and 255 indicating the presentation priority of the off-network group relative to other off-network groups and off-network users, and corresponds to the "PresentationPriority" element of subclause 10.2.111 in 3GPP TS 24.483 [4];
The <MaxAffiliationsN2> element is of type "nonNegativeInteger", and indicates the maximum number of MCData groups that the MCData user is authorised to affiliate with, and corresponds to the "MaxAffiliationsN2" element of subclause 10.2.71 in 3GPP TS 24.483 [4].
The <HangTime> element of the <MCDataGroupHangTime> element of the <ConversationManagement> element of the <OnNetwork> element is of type "duration", and contains the conversation hang time associated with the configured MCData group, for the MCData user, and corresponds to the "HangTime" element of subclause 10.2.78 in 3GPP TS 24.483 [4];

The <User-Info-ID> element is of type "hexBinary". When the <User-Info-ID> element appears within:
-
the <ProSeUserID-entry> element of the <One-to-One-CommunicationListEntry> element of the <One-To-One-Communication> element of the <Off-Network> element indicates the ProSe "User Info ID" as defined in 3GPP TS 23.303 [18] and 3GPP TS 24.334 [19] of the recipient MCData user for a one-to-one communication and corresponds to the "UserInfoID" element of subclause 10.2.16G in 3GPP TS 24.483 [4]; and
-
the <OffNetwork> element, indicates the ProSe "User Info ID" as defined in 3GPP TS 23.303 [18] and 3GPP TS 24.334 [19] of the MCData UE for off-network operation and corresponds to the "UserInfoID" element of subclause 10.2.112 in 3GPP TS 24.483 [4].
The "entry-info" attribute is of type "string" and when it appears within:

-
the <entry> element within the <GroupEmergencyAlert> element of the <Common> element, it corresponds to the "Usage" element of subclause 10.2.40 in 3GPP TS 24.483 [4] and indicates to use as the destination address for a group emergency alert:

a)
the MCData user currently selected MCData group if the "entry-info" attribute has the value of 'UseCurrentlySelectedGroup'; and
b)
the value in the <uri-entry> element within the <entry> element of the <GroupEmergencyAlert> element for an on-network group emergency alert, if the "entry-info" attribute has the value of:

i)
'DedicatedGroup'; or
ii)
 'UseCurrentlySelectedGroup' and the MCData user has no currently selected MCData group; and
-
the <entry> element within the <One-To-One-EmergencyAlert> element of the <OnNetwork> element, it corresponds to the "Usage" element of subclause 10.2.93 in 3GPP TS 24.483 [4] and indicates to use as the destination address for on-network one-to-one emergency alert:
a)
the MCData ID of an MCData user that is selected by the MCData user if the "entry-info" attribute has the value of 'LocallyDetermined'; and
b)
the value in the <uri-entry> element within the <entry> element of the <One-To-One-EmergencyAlert> element, if the "entry-info" attribute has the value of:

i)
'UsePreConfigured'; or
ii)
'LocallyDetermined' and the MCData user has no currently selected MCData user.
The <allow-create-delete-user-alias> element is of type Boolean, as specified in table 10.3.2.7-1, and corresponds to the "AuthorisedAlias" element of subclause 10.2.14 in 3GPP TS 24.483 [4].
Table 10.3.2.7-1: Values of <allow-create-delete-user-alias>
	"true"
	indicates that the MCData user is locally authorised to create or delete aliases of an MCData user and its associated user profiles.

	"false"
	indicates that the MCData user is not locally authorised to create or delete aliases of an MCData user and its associated user profiles.


The <allow-create-group-broadcast- group> element is of type Boolean, as specified in table 10.3.2.7-2, and corresponds to the "Authorised" element of subclause 10.2.33 in 3GPP TS 24.483 [4].
Table 10.3.2.7-2: Values of <allow-create-group-broadcast- group>
	"true"
	indicates that the MCData user is locally authorised to send a request to create a group-broadcast group according to the procedures of 3GPP TS 24.481 [5].

	"false"
	Indicates that the MCData user is not locally authorised to send a request to create a group-broadcast group according to the procedures of 3GPP TS 24.481 [5].


The <allow-create-user-broadcast-group> element is of type Boolean, as specified in table 10.3.2.7-3, and corresponds to the "Authorised" element of subclause 10.2.35 in 3GPP TS 24.483 [4].
Table 10.3.2.7-3: Values of <allow-create-user-broadcast-group>
	"true"
	indicates that the MCData user is locally authorised to send a request to create a user-broadcast group according to the procedures of 3GPP TS 24.481 [5].

	"false"
	Indicates that the MCData user is not locally authorised to send a request to create a user-broadcast group according to the procedures of 3GPP TS 24.481 [5].


The <allow-transmit-data> element is of type Boolean, as specified in table 10.3.2.7-4, and corresponds to the "AuthorisedTransmit" element of subclause 10.2.24 in 3GPP TS 24.483 [4].
Table 10.3.2.7-4: Values of <allow-transmit-data>
	"true"
	indicates that the MCData user is permitted to transmit data.

	"false"
	indicates that the MCData user is not permitted to transmit data.


The <allow-request-affiliated-groups> element is of type Boolean, as specified in table 10.3.2.7-5, and does not appear in the user profile configuration managed object specified in 3GPP TS 24.483 [4].

Table 10.3.2.7-5: Values of <allow-request-affiliated-groups>
	"true"
	Instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised to request the list of MCData groups to which a specified MCData user is affiliated.

	"false"
	Instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised to request the list of MCData groups to which the a specified MCData user is affiliated.


The <allow-request-to-affiliate-other-users> element is of type Boolean, as specified in table 10.3.2.7-6, and does not appear in the MCData user profile configuration managed object specified in 3GPP TS 24.483 [4].

Table 10.3.2.7-6: Values of <allow-request-to-affiliate-other-users>
	"true"
	Instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised to request specified MCData user(s) to be affiliated to/deaffiliated from specified MCData group(s).

	"false"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised to request specified MCData user(s) to be affiliated to/deaffiliated from specified MCData group(s).


The <allow-recommend-to-affiliate-other-users> element is of type Boolean, as specified in table 10.3.2.7-7, and does not appear in the MCData user profile configuration managed object specified in 3GPP TS 24.483 [4].

Table 10.3.2.7-7: Values of <allow-recommend-to-affiliate-other-users>
	"true"
	Instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised to recommend to specified MCData user(s) to affiliate to specified MCData group(s).

	"false"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised to recommend to specified MCData user(s) to affiliate to specified MCData group(s).


The <allow-regroup> element is of type Boolean, as specified in table 10.3.2.7-8, and corresponds to the "AllowedRegroup" element of subclause 10.2.94 in 3GPP TS 24.483 [4].
Table 10.3.2.7-8: Values of <allow-regroup>
	"true"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is locally authorised to send a dynamic regrouping request according to the procedures defined in 3GPP TS 24.481 [5].

	"false"
	instructs the MCData server performing the participating MCData function for the MCData user, that the MCData user is not locally authorised to send a dynamic regrouping request according to the procedures defined in 3GPP TS 24.481 [5].


The <allow-presence-status> element is of type Boolean, as specified in table 10.3.2.7-9, and corresponds to the "AllowedPresenceStatus" element of subclause 10.2.95 in 3GPP TS 24.483 [4].
Table 10.3.2.7-9: Values of <allow-presence-status>
	"true"
	indicates to the MCData user that their presence on the network is available.

	"false"
	indicates to the MCData user that their presence on the network is not available


The <allow-request-presence> element is of type Boolean, as specified in table 10.3.2.7-10, and corresponds to the "AllowedPresence" element of subclause 10.2.96 in 3GPP TS 24.483 [4].
Table 10.3.2.7-10: Values of <allow-request-presence>
	"true"
	indicates that the MCData user is locally authorised to request whether a particular MCData User is present on the network.

	"false"
	indicates that the MCData user is not locally authorised to request whether a particular MCData User is present on the network.


The <allow-activate-emergency-alert> element is of type Boolean, as specified in table 10.3.2.7-11, and corresponds to the "AllowedActivateAlert" element of subclause 10.2.41 in 3GPP TS 24.483 [4].
Table 10.3.2.7-11: Values of <allow-activate-emergency-alert>
	"true"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised to activate an emergency alert using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised to activate an emergency alert using the procedures defined in 3GPP TS 24.282 [25].


The <allow-cancel-emergency-alert> element is of type Boolean, as specified in table 10.3.2.7-12, and corresponds to the "AllowedCancelAlert" element of subclause 10.2.42 in 3GPP TS 24.483 [4].
Table 10.3.2.7-12: Values of <allow-cancel-emergency-alert>
	"true"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised to cancel an emergency alert using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised to cancel an emergency alert using the procedures defined in 3GPP TS 24.282 [25].


The <allow-cancel-emergency-alert-any-user> element is of type Boolean, as specified in table 10.3.2.7-13, and does not appear in the MCData user profile configuration managed object specified in 3GPP TS 24.483 [4].
Table 10.3.2.7-13: Values of <allow-cancel-emergency-alert-any-user>
	"true"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised to cancel any on-network emergency alert on any MCData UE of any user, using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised to cancel any on-network emergency alert on any MCData UE of any user, using the procedures defined in 3GPP TS 24.282 [25].


The <allow-enable-disable-user> element is of type Boolean, as specified in table 10.3.2.7-14, and does not appear in the MCData user profile configuration managed object specified in 3GPP TS 24.483 [4].

Table 10.3.2.7-14: Values of <allow-enable-disable-user>
	"true"
	indicates that the MCData user is locally authorised to enable/disable other MCData users from receiving MCData service.

	"false"
	indicates that the MCData user is not locally authorised to enable/disable other MCData users from receiving MCData service.


The <allow-enable-disable-UE> element is of type Boolean, as specified in table 10.3.2.7-15, and does not appear in the MCData user profile configuration managed object specified in 3GPP TS 24.483 [4].

Table 10.3.2.7-15: Values of <allow-enable-disable-UE>
	"true"
	indicates that the MCData user is locally authorised to enable/disable other MCData UEs from receiving MCData service.

	"false"
	indicates that the MCData user is not locally authorised to enable/disable other MCData UEs from receiving MCData service.


The <allow-off-network-manual-switch> element is of type Boolean, as specified in table 10.3.2.7-16, and corresponds to the "AllowedManualSwitch" element of subclause 10.2.97 in 3GPP TS 24.483 [4].
Table 10.3.2.7-16: Values of <allow-off-network-manual-switch>
	"true"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised for manual switch to off-network operation while in on-network, using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised for manual switch to off-network operation while in on-network, using the procedures defined in 3GPP TS 24.282 [25].


The <allow-off-network> element is of type Boolean, as specified in table 10.3.2.7-17, and corresponds to the "Authorised" element of subclause 10.2.99 in 3GPP TS 24.483 [4].
Table 10.3.2.7-17: Values of <allow-off-network>
	"true"
	Indicates that the MCData user is authorised for off-network operation using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	Indicates that the MCData user is not authorised for off-network operation using the procedures defined in 3GPP TS 24.282 [25].


***** End changes *****
