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	Reason for change:
	Subclause 4.7 contains the following EN:
Editor's Note: (WID: SEW2-CT, CR#0608): It is FFS if the UE can still use these numbers when connected only to non-3GPP access.

SA1 is attempting to resolve the above EN as follows:

Emergency calls over WLAN shall be supported as above with the following caveats:

· The UE issues an Emergency session over WLAN access to EPC only when 3GPP access for emergency call is not possible or available (e.g. no 3GPP coverage).
· UEs shall only be able to establish an Emergency session over WLAN when the UE has been provisioned with the WLAN access parameters.
· Service continuity for an Emergency voice call moving from 3GPP access CS domain to WLAN access IMS domain is not supported.

· The level of security should not be less than that which is currently applied to authenticated and unauthenticated CS or IMS emergency calls. 
· 
Emergency call numbers downloaded to the UE over WLAN from untrusted sources shall not be used by the UE.


NOTE 5:
TS 23.402 [57] establishes when WLAN is trusted or not.


Subject to local 3GPP operator policy, the UE may use additional emergency call number(s) received via WLAN access for emergency calls via 3GPP access or WLAN access, while in the country where the numbers were received.
-
When 3GPP access is not available the UE may use the additional emergency call number(s) received via WLAN access for emergency calls via WLAN access, while in the country where the numbers were received.



	
	

	Summary of change:
	Fix EN in accordance with TS 22.101 CR 0538

Replace “-“ style bullt with letter style bullet.

Remove double negation.

	
	

	Consequences if not approved:
	Unintentional double negation remain in TS; causing requirement to be incorrect.
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***** First change *****
4.7
Provision and handling of local emergency numbers

It is a UE implementation option to support the procedures of this subclause.

Once the UE has a secure connection to a PLMN through non-3GPP access, the UE supports obtaining local emergency numbers by one of the following ways:

i)
when the UE is connected to a PLMN through trusted non-3GPP access, the local emergency numbers is provided through ANQP, within the ANQP payload. The signalling protocol and methods for use of ANQP is as specified in IEEE 802.11-2012 [57]. See also annex I;

ii)
when the UE is connected to a PLMN through untrusted non-3GPP access, local emergency numbers can be provided through DNS query. See annex J; or
iii)
when the UE is connected to a PLMN through untrusted non-3GPP access, local emergency numbers can be provided through IKEv2. See annex K.
Upon receiving the local emergency numbers through any of the methods indicated above:

a)
if the Non-3GPP emergency number indicator within the Non-3GPP NW provided polices IE through registration procedures over 3GPP access is set to "use of non-3GPP emergency numbers permitted", and

-
if the UE is connected to a PLMN through non-3GPP access and also registered to same PLMN or different PLMN through 3GPP access in the same country, then provide these local emergency numbers to upper layers for the detection of UE initiated emergency call, see 3GPP TS 24.229 [67];

-
if the UE is connected to a PLMN through non-3GPP access but is also registered to different PLMN through 3GPP access that is not in the same country, then delete the received local emergency numbers;

-
if the UE is connected to a PLMN through non-3GPP access but it is not registered to a PLMN through 3GPP access, then provide these local emergency numbers to upper layers for the detection of UE initiated emergency call, see 3GPP TS 24.229 [67];


b)
if the Non-3GPP emergency number indicator within the Non-3GPP NW provided polices IE through registration procedures over 3GPP access is set to "use of non-3GPP emergency numbers not permitted", or if Non-3GPP NW provided polices IE was not provided through registration procedures over 3GPP access, then:

-
delete the received local emergency numbers.


The local emergency numbers, received in any of the methods indicated above:

-
are only valid in the country where these local emergency numbers were provided;

-
shall be deleted when UE moves to a country different from where the local emergency numbers were received; and at switch off or removal of the USIM.

***** Next change *****
